PERFORMANCE BASE STATEMENT OF WORK (SOW)
For

FINANCIAL INFORMATION SYSTEMS PROGRAM OFFICE 

(HQ SSG/FN SPO)

DFAS SYSTEMS 

 24 SEPTEMBER 2004

FINANCIAL INFORMATION SYSTEMS PROGRAM OFFICE

 (HQ SSG/FN)

PERFORMANCE STATEMENT OF WORK (SOW)
1.0 SCOPE 

1.1 Background

This Performance Statement of Work (PSOW) outlines support requirements for the Financial Accounting Systems (FNA) Division and the Comptroller Support/Material Systems Division (FNS) of the Standard Systems Group (SSG) Financial Information (FN) Systems Program Office (SPO). The SPO is responsible for the program management of the acquisition, pre and post development, implementation, and follow-on life cycle support for selected DoD and Air Force financial information systems.  The FN offices carry out these responsibilities in accordance with the guidance provided the SSG System Engineering Process (SEP) directives.  The SEP processes can be found at https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp.  The SPO is located in building 856 on Maxwell AFB-Gunter Annex, Alabama. This PSOW covers the following type support:

- Pre-Development and Post-Development support, as defined in the SSG Software Engineering Process (SEP) (https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp) for the legacy systems listed in paragraph 1.2.  Three of these systems (General Accounting and Finance System (GAFS), Standard Materiel Accounting System (SMAS), and Standard Base Supply System Accounting & Finance (SBSS-A&F) are managed by the Defense Finance and Accounting Service Denver (DFAS-DE) and one system, Integrated Accounts Payable System (IAPS), is managed by the Defense Finance and Accounting Service-Columbus (DFAS-CO). 

- Updating internal SPO records using MS Office products.


1.2 AUTOMATED INFORMATION SYSTEM TO BE SUPPORT:  The following systems are included in the PSOW:

1.2.1 General Accounting and Finance System (GAFS) Suite of Systems – GAFS Suite Overview
GAFS is a Defense Finance and Accounting-Denver (DFAS-DE) managed system used by the Air Force to account for appropriated funds distributed to Air Force base level activities. It is classified as a legacy on-line and batch COBOL system that includes the standard appropriation accounting records for funding authority, commitments, obligations, expenditures, and available balances. It supports over 240 locations worldwide and accounts for $100 billion annually.  Software maintenance activities associated with this system are driven by congressionally mandated public law changes to fiscal accounting and reporting processes and Department of Defense (DoD) and Air Staff policy decisions.  A combined team of military, civilian, and contractor personnel located in the SSG/FN SPO accomplishes program management for the software maintenance and modifications on this system.

GAFS has over 190 formal, documented interfaces with over 50 DoD, DFAS, and Air Force systems to provide accounting support and financial information to almost every functional area including Supply, Civil Engineering, Contracting, Maintenance, and Transportation.

GAFS provides funds control, including checks to prevent potential Anti-Deficiency Act violations.  It also provides for target (management) information at the Air Force organizational level.  For example, it ensures the Civil Engineering external electric shop does not exceed the targeted amounts for travel per diem.

Development work in support of GAFS is accomplished on Unisys ClearPath mainframe located in the DISA Montgomery facility.  GAFS utilizes the Unisys Shared File System as the database management software.  CrytpoConnect terminal connectivity software is utilized to provide user connectivity and full 128-bit encryption security.  GAFS 394 programs are written primarily in COBOL 74.  The 10 GAFS production databases run on a Unisys ClearPath mainframe at the Defense Enterprise Computing Center - Ogden (DECC - Ogden).

GAFS also includes a number of subsystems that extend the capabilities of GAFS and provide upward reporting capabilities. They are:

1.2.1.1 WinGAMPS/WinMOOPS
WinGAMPS/WinMOOPS provides capability to process transaction image files online in an interactive or batch mode.  WinMOOPS utilizes 120+ pre-configured frames to accept user input and build transaction images.  WinGAMPS processes the files created by WinMOOPS.  Capability is also provided for users to create their own user defined frames via WinFRAME.  WinGAMPS/WinMOOPS is a microcomputer based application written initially in C++, and is now maintained with Visual C++ 6.0.
1.2.1.2 Louis/ViewFinder
Louis provides adhoc query capability against Unisys mainframes files.  Queries can be standard applications either developed and released by HQ SSG, or locally developed queries. ViewFinder is the user interface software that supports query development, query execution, and output access. 
1.2.1.3 Civilian Pay Accounting Interface System (CPAIS)
CPAIS is an Air Force system that provides a base-level bridge between Defense Civilian Pay System (DCPS) and GAFS for reconciliation. The reconciliation process includes both automated functions and manual functions performed by DFAS-DE personnel.  CPAIS is written in COBOL 85 and operates on Unisys ClearPath mainframes at DECC - Ogden.
1.2.1.4 General Accounting and Finance System - Defense Travel System (GAFS-DTS) 

GAFS-DTS is an Oracle based module that serves as a pre-processor to GAFS and the Centralized Disbursing System (CDS) by editing incoming transactions, performing address look-up, and formatting transactions to update GAFS and CDS.  The incoming/outgoing data is manipulated through automated processes on the server, and through a Powerbuilder application on remote clients. The output of GAFS-DTS is sent to CDS, GAFS, and DISA's Electronic Commerce Processing Node (ECPN) at Slidell, La. Software maintenance activities are driven by congressionally mandated public law changes to fiscal accounting and reporting processes, and DoD and Air Staff policy decisions.  GAFS-DTS is based on a Client/Server architecture, The client is based on a PC running MS Windows, and the server is based on Oracle 9i running on HP mid-tier computers.   SSG development work is accomplished on SSG owned HP-Unix Servers.  The production databases are on the HP-Unix Server located at DECC-Ogden.
1.2.1.5 Base Accounts Receivable System (BARS)
Provides automated accounts receivable functions for trailer spaces rentals, class B telephones, and miscellaneous reimbursement accounts.  It maintains accounts receivable records on all customers to be billed for required invoice production.  BARS also process collections against records and produce summary accounting reports to update the base-level General Accounting and Finance System (GAFS). Additionally, it allows for voluntary payroll deductions for Air Force members.

1.2.1.6 Command On-Line Accounting and Reporting System (COARS)  
COARS is a command-level system which provides for processing, control and report consolidation/submission of base-submitted appropriated fund status information.  COARS provides for the reconciliation of base-reported funding authorities to the funding authorities issued through the Command Budget Automated System (CBAS) and also provides for the reporting of the Civilian Manpower and Funding Report, the consolidated General Ledger, and Trial Balance Report.  The maintenance workload is driven by statutory changes related to the overall budgetary/congressional funding limitations.

1.2.2 Integrated Accounts Payable System (IAPS) 
IAPS is an accounts payable and reporting system used at Field Sites and base-level for automated processing and reporting of all local purchases of commercial services and materials. The system schedules and vouchers per the Prompt Payment Act and cash management rules. Accounts payable information is either keyed in manually or fed automatically from other systems. Once the data is entered into the system, an end-of-day process is run to: 
· Compute payment due dates and amounts (interest penalties, if applicable). 

· Create vouchers.

· Produce reports.

· Provide accounting transactions to other systems.

IAPS does not disburse to the vendor. This is done by CDS.  IAPS performs automatic reconciliation of contract, invoice, and receipt data, by line item, for stock fund purchases and by first line of appropriation for purchases of services. IAPS also provides automatic follow-up for missing documents, internal reconciliation, and transaction histories to satisfy internal control requirements. The system is termed an integrated accounts payable system because in addition to handling vendor related data, it also processes, for funds control purposes, purchase requests, purchase orders, and receipts. It provides automatic payment voucher creation and follow up for missing documents (contract, invoice, receiving reports). It computes payment due dates, amounts, and interest payments, if applicable. IAPS is designed to receive input of contracting data, receiving reports, and accounting data via automated interface. The system also provides: 

· Output information to the contracting office on the status of contractual data received. 

· Payment update information to the supply system. 

· Receipt, accrual and payment information for update of the accounting system. 

· Voucher record data to the paying and collecting system for automatic check preparation

· Bank Card EDI.

1.2.3 Centralized Disbursing System (CDS)
CDS is an online, menu-driven, interactive processing system, with batch processing capabilities that provides the capability to accomplish disbursing and collecting activities for the DFAS-DE network.  CDS is client-server relational database, where the server portion and the database resides on a Hewlett-Packard (HP) system at DECC - Ogden. 
CDS processes payments/collections to and from vendors, military members, and civilian employees, and is the collection point for payment information, including payments made by other systems (e.g., payroll). The system provides cash accountability information to DFAS-DE and the U.S. Treasury. 

CDS is an on-line interactive data driven system.  The system is used by disbursing personnel to process checks/EFT payments, cashier transactions, miscellaneous voucher transactions, and to prepare accountability reports. The system processes both US dollar and foreign currency transactions. CDS produces appropriation accountability output files to the: 

· General Accounting and Finance System (GAFS). 

· TRACS Financial System (TFS). 

· Military Sealift Command (MSC) of input & interfaced accountability data for reconciliation. 

CDS lists and passes "J" record data to GAFS for the 7113 report. CDS currently accepts interfaces from 20 other systems to process checks/EFT payments programmatically, and update accountability reports for vendor payments. CDS disbursing personnel can manually enter travel and military pay voucher data to process checks/EFT payments and capture check and accountability data. Also, CDS generates detailed treasury (Level 8) check issue data for a specified date range for reporting to the Defense Check Reconciliation Module through DFAS. All interfaced files and incoming/outgoing reports are processed through CDS's File Control Module. 

1.2.4 USAF Standard Base Supply System Accounting & Finance - (SBSS-A&F)
SBSS-A&F is integrated within SBSS.  SBSS is a standard base-level inventory accounting, ordering, and financial management system for the Air Force. Its mission is to provide direct supply support to active Air Force units and Guard and Reserve units during peace and war, at fixed main bases, bare bases, and forward locations. It contributes to the Air Force mission through support of sortie generation, combat readiness, sustained combat operations, and capability assessment. 
SBSS-A&F embodies a fully integrated financial system that performs inventory accountability, working capital fund management, operating and maintenance expense accounting, budgetary computations, and provides an audit trail of all transactions. 

1.2.5 Standard Materiel Accounting System (SMAS)  
SMAS, a transaction driven system under general ledger control, maintains accounting records and produces Air Force Working Capital Fund (AFWCF) Trial Balance Reports for use by DFAS Field Site personnel and AFWCF managers. All user interaction with the system is through on-line screens and printed listings. On-line processing is real time, providing immediate responses. It performs batch processing during end of session, and during on-line daily processing. Output products are produced during end of session and are available for the user at the beginning of the next day.
SMAS operates in an Open System Environment (OSE) utilizing a relational database and Graphical User Interface (GUI) allowing easy navigation of the system, the use of standard query/report menus, ad-hoc query/report processing, and on-line access to accounting policies/procedures. 

Transaction files used by the funds control processes are received daily through interfaces from: 

· Medical Logistics System (MEDLOG) Troop Support (TS) 

· Integrated Accounts Payable System (IAPS) 

· Standard Base Supply System Accounting & Finance (SBSS A&F) 

Products used for funds control and management are produced automatically during end of day processing and when requested on the Report Request window. SMAS uses a network database system to store data.

Accounts Receivable transactions are received daily through interfaces with Troop Support (San Antonio Field Site only) and MEDLOG. Standard Form 1080 bills and vouchers are scheduled by the user with the Schedule Billing screen. Bill logs and voucher logs are printed when Standard Form 1080s are printed. The logs may also be viewed on-line.

1.3   MS ACCESS RECORDS TO BE SUPPORTED:  The following are used by FN Program Control to monitor funds, change requests, and interfaces:

1.3.1 FN MONEY is used extensively in the FN SPO to track and display the financial status of all the FN SPO System Change Requests (SCR) by Military Interdepartmental Purchase Request (MIPR), Job Order Number (JON), and Automated Information System (AIS).  It extracts data from Defense Working Capital Fund Automated System (DWAS) and requires minimum manual manipulation of records.  It separates funds allocated to the SPO and the Software Technology Solution Directorate (SSG/ST) and calculates the account balance for each entity. Organic labor charges are imported from the Joint Accounting Management Information System (JAMIS) Timekeeping System and can be reported by JON, AIS or individual.  Contract obligations are extracted from the Encumbrance Report. Total JON funds availability, expenditures, and balances are compared to the JON Balance Report produced through the DWAS.  There are multiple reports and queries used to satisfy the SPOs need for information.
1.3.2 FNA Interface Tracking is used to record and track Interface Support Agreements between FNA and other organizations that provide input or accept outputs from the systems maintained by FNA.  This tool records and displays interfacing requirements specific to File ID, Input/Output, media of transmission, and frequency.  It includes hyperlinks to allow viewing of the actual support agreements.  POC information is readily available and there is the capability to produce mailing labels for the POC for each support agreement.  Records are recoverable by AIS, date, or File ID.

1.4 FINANCIAL SYSTEMS SECTION (SSG/FN) ORGANIZATION:
SSG/FN is responsible for the program management of the software maintenance and modification activities for these systems.   SSG/FN carries out this responsibility using a combination of government and contractor personnel.  The FNA Division has 12 government personnel authorized and the FNS Division has 17 government employees authorized.  Contractors currently provide approximately 50 percent of the pre and post development support for the FNA Division and 33 percent for the FNS Division.   The requirement for contractor support is anticipated to decrease by a minimum of 50 percent in FY 05.   The Director of the FN SPO (HQ SSG/FN) acts as the Primary Authorizing Official for any Division, or area of responsibility, within the SPO.

2.0   OBJECTIVES: 
2.1 Services:  The contractor shall perform the following:
2.1.1 Provide pre and post development support to SSG/FN in accordance with HQ SSG SEP guidelines to support the automated information systems listed in paragraph 1.2.   This support will include identifying, documenting and coordinating user requirements, analyzing software requirement specifications, validating software changes, performing feasibility and concept studies, participating in SSG peer reviews while working with DFAS, DISA, and Air Force personnel, preparing/updating user manuals, and providing on call customer support to users of these systems.  

2.1.2 Assist in maintaining internal SPO records contained in MS Access.  

2.2 APPLICABLE DOCUMENTS   During the performance of this contract, the contractor shall
comply with the latest HQ SSG Systems Engineering Process (SEP) (https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp) approved versions of: 
· Configuration Management Plan

· Functional Description (FD)
· System/Subsystem Specification (SS)
· Software Unit Specification 

· Specification Requirements
· Implementation Procedures
· Test Plan
· Test Analysis Report
· Maintenance Manual (MM)
· Computer Operation Manual (OM) 
· End User Manual (EM) Document
· User Manual (UM)
· Database Specification (DS)
· Computer Software Product End Item
· Contract End Item Specification
· Technical Support - Study/Services
· Verification Matrix Plans
· Contingency Plan 
3.0 PERIOD of Performance 

The period of performance for this task order is for a base period and two option periods:


Base period: 1 Nov 04 through 31 Oct 05

Option period one:  1 Nov 05 through 31 Oct 06

Option period two:  1 Nov 06 through 31 Dec 06
4.0. REQUIREMENTS

4.1 GENERAL REQUIREMENTS
The general requirements of this SOW are to obtain contract support to perform technical, functional analyses, documentation, and assessment of the maintainability of SSG supported DFAS automated comptroller systems. This SOW describes the support required.  It is important to note however that individual software development projects within the DFAS AISs are constantly changing. Software projects underway at the beginning of the task order will be completed while new software projects begin.  Some software projects may be less than 30 days in length, while other projects cover multiple years.  
4.2 SPECIFIC REQUIREMENTS

4.2.1 TASK ADMINISTRATION AND SCHEDULE
The Government will initiate work by submitting a technical task requirement to the Contractor describing the specific technical support work to be performed and due dates for all associated deliverables and reports.   Acceptance and signature by the Contractor indicates concurrence with the scope and adequacy of funds to accomplish the specified task.  The Contractor team leader shall direct the work effort within the scope of the task order.

4.2.2 SPECIFIC TASKS/REQUIRED SKILLS AND KNOWLEDGE
The contractor shall provide support as follows IAW the SSG Systems Engineering Process (SEP) (https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp) in the following areas for all of the systems identified above, as required:

	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	1.  Perform Requirements Analysis/Definition/Evaluation: (CDRL A007) In conjunction with the customer, the contractor shall analyze requirements to include interface requirements and agreements, assist in the analysis of requirements documentation to include System Change Requests (SCRs), SEP documentation such as proposals, schedules, and cost estimates; difficulty reports, and Software Requirements Specifications (SRS).  They shall participate in peer reviews of requirements documentation and requirements reviews and provide recommendations for meeting the customer requirements.  In addition, they shall provide on site support at customer locations, as required.

	General Accounting and Finance System (GAFS) - BQ 

USAF Standard Base Supply System Accounting & Finance - (SBSS-AF) - GV

Standard Materiel Accounting System (SMAS) – BJ
	A minimum of two years experience performing analysis, or functional analysis, or systems analysis tasks to include preparing customer requirements for automated accounting and financial information systems. 
A minimum of three years experience as a user or analyst/ functional analyst for the specific system being supported.  In addition, for the GAFS- BQ system, at least one supporting contractor must have a minimum of two years experience using Automated Travel Record/ Accounting System (ATRAS) or the replacement GAFS-BQ module. 

A minimum of one year experience preparing and reviewing software requirement specifications and a working knowledge how to use DOORs

.


	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	2.  Post development Software Validation: (CDRLs A008, A009) The contractor shall create the function and system validation descriptions in accordance to SEP guidance.  As a part of the post development phase, the contractor shall provide Integration testing, and Function System Testing (FST) of delivered software.  The contractor shall participate with developers during unit test.  The contractor shall perform Qualification Test and Evaluation (QT&E) I testing, as required.   The contractor shall support other testing, such as security testing, and will provide on site support at customer locations, when requested.  The contractor shall draft and execute approved test plans, test computer programs, and prepare test analyses reports.  Testing shall include functional, system, interface, and/or integration tests. The contractor may serve as Test Director of the Integrated Test Bed and may serve as an AIS Test Director.  As Test Director, the contractor shall maintain liaison with external test agencies (such as DFAS, JTIC, AFOTEC). The contractor shall work closely on requirements documentation to ensure system requirements are stated in clear, unambiguous and testable terms.      


	General Accounting and Finance System (GAFS) - BQ 

Integrated Accounts Payable System (IAPS) – TQ

USAF Standard Base Supply System Accounting & Finance - (SBSS-AF) - GV

Standard Materiel Accounting System (SMAS) – BJ
	A minimum of two years experience preparing test plans, test scripts, and executing test scripts for automated information systems.




	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	3.  Documentation: (CDRL A010) The contractor shall draft for approval and maintain user documentation to include user’s manuals, “Help” files, SANs, Web homepage, special instructions, installation procedures. The contractor shall draft for approval and maintain user manuals as well as plans for training, testing, contingency operations, backup and recovery, and restart procedures as defined in SEP.  Users manuals shall be prepared using ComponentOne Doc-To-Help.


	General Accounting and Finance System (GAFS) - BQ 

Integrated Accounts Payable System (IAPS) – TQ

USAF Standard Base Supply System Accounting & Finance - (SBSS-AF) - GV

Standard Materiel Accounting System (SMAS) – BJ

Centralized Disbursing System (CDS) - TT
	- A minimum of one year preparing user documentation IAW the SEP

- A minimum of one year of working knowledge using ComponentOne Doc-To-Help.




	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	4.  Deficiency Report (DR):  The contractor shall provide field support if contacted by the SSG Field Assistance Branch (FAB).  The contractor shall identify software defects and provide associated solution for government approval and assist with data conversion.  
	General Accounting and Finance System (GAFS) – BQ 

Integrated Accounts Payable System (IAPS) – TQ

USAF Standard Base Supply System Accounting & Finance – (SBSS-AF) – GV

Standard Materiel Accounting System (SMAS) – BJ


	A thorough understanding of the SSG SEP and at least six months experience using the tool REMEDY 

A minimum of two years experience resolving problems for users for the specific AIS being supported.




	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	5.   Studies and Analysis. (CDRL A011) The contractor shall contribute to studies and analysis as requested.  The contractor shall prepare functional or technical reports concerning requirement, cost, schedule and risks for existing or potential automated information systems.  These studies may include being asked to assist in the evaluation of moving a new AIS to SSG for support, or merging one AIS with another. Examples of types of reports include:  feasibility studies, risk analyses, modification impacts, adherence to standards (e.g. data standardization, gap analysis, Budget and Accounting Classification Codes (BACC), communication, performance, storage, Commercial Off-the-Shelf (COTS), Government Off-the Shelf (GOTS), and technology insertion and technology refresh. 

	General Accounting and Finance System (GAFS) - BQ 

Integrated Accounts Payable System (IAPS) – TQ

USAF Standard Base Supply System Accounting & Finance - (SBSS-AF) - GV

Standard Materiel Accounting System (SMAS) – BJ

Centralized Disbursing System (CDS) - TT
	At least one year of experience collecting, collating, and analyzing data, forming conclusions and recommendations, and preparing reports. 

A minimum of two years experience as a functional analyst, senior functional analyst, software engineer, systems analyst, programmer analyst working on or in support of the systems listed in paragraph 1.2. 


	TASKS
	SYSTEMS
	SKILLS/KNOWLEDGE

	6.  FN ACCESS Records:  (CDRL A012) The Contractor shall extract summary type information for presentation to SPO management as a part of program control using MS Office tools, such as MS Word, MS PowerPoint, MS Access, MS Project, and MS Excel.


	FN Money, FN SPO Program Control and FNA Interface Control 


	-A minimum of one year experience in Microsoft Access.

-An understanding of the SSG Financial Management systems and processes, such as Defense Working Capital Fund Automated System (DWAS), and electronic Management Tracking System (eMTS).


4.3 SOFTWARE DEVELOPMENT/MODIFICATIONS/MAINTENANCE 

The actual coding for the AISs listed in paragraph 1.2 is not part of this SOW.   This responsibility is accomplished by SSG/ST using a combination of government and contractor personnel.   

4.4 TECHNICAL INTERCHANGE MEETINGS (TIM)
The contractor shall attend Technical Interchange Meetings (TIM) with the designated government representative to review, and/or clarify/modify technical issues pertaining to any aspect of the task requirements. The contractor will recommend a TIM meeting, when necessary, to discuss recommended changes when a TIM meeting is not scheduled. The contractor shall prepare automated TIM minutes reflecting all decisions made in the TIM. (CDRL A003) Both the contractor and the government will sign the minutes, which are made a permanent part of the task record. The contractor shall prepare briefings and agendas when required, and submit to government personnel via email. (CDRL A002)
4.5 SERVICE DELIVERY SUMMARY 

Performance requirements, standards, quality levels, methods of measurement, and payment method thresholds as follows:

	Performance Requirement
	Performance Standards
	Acceptable Quality Level (AQL)
	Performance

Measurement

(Method of Surveillance)
	SOW para.
	Performance Standard (Threshold) Maximum Payment Percentage for Meeting/Exceeding (Incentives)

	1.  Requirements  Analysis/Definition/Evaluation   (Performance Criteria 1)
	Prepare Software Requirement Specification (SRS).
	All requirements must be in compliance with the SSG SEP.
	SSG/FN peer reviews.

The contractor deliverables evaluation will be conducted during the month of February and August.


	Para 4.2.2, Sub-para 1
	100% payment for completing on schedule and correctly specifying   at least 95% of the functional requirement.

Failure to meet the performance measurement shall result in a 1% withhold from the invoice during the month the inspection is performed.




	Performance Requirement
	Performance Standards
	Acceptable Quality Level (AQL)
	Performance

Measurement

(Method of Surveillance)
	SOW para.
	Performance Standard (Threshold) Maximum Payment Percentage for Meeting/Exceeding (Incentives)

	2.  Software Validation (Performance Criteria 2)
	Software system functional testing must be completed on schedule and must identify all deficiencies requiring correction prior to software being turned in for Qualification Test and Evaluation (QT&E) I testing.

	 Software correctly satisfies user requirements.  

	100 % inspection of QA recycles.    
	Para 4.2.2,

Sub-para 2
	All software turned in for Qualification Test and Evaluation (QT&E) I testing will be error free, and test documents will be in compliance with HQ SSG SEP guidelines 100% of the time.  

100% of payment for meeting all requirements.

Failure to meet the performance measurement shall result in a 1% withhold from the invoice during the month the inspection is performed.




	Performance Requirement


	Performance

Standards
	Acceptable Quality Level (AQL)
	Performance

Measurement

(Method of Surveillance)
	SOW para.
	Performance Standard (Threshold) Maximum Payment Percentage for Meeting/Exceeding (Incentives)



	3.  User Documentation (Performance Criteria 3.)
	Users manuals
	 No deviation. All documentation must be in compliance with the SSG SEP.
	100% inspection prior to release of users manual

 
	Para 4.2.2,

Sub-para 3
	All documentation must be turned in to the editors on schedule and be in compliance with SSG SEP guidelines and AFI 33-360 Volume I, 6 May 2002. 

100% payment for completing on schedule and meeting 95% threshold of SSG documentation standards.

1% withhold from the invoice for documentation not turned in to the editors on schedule and/or not in compliance with HQ SSG SEP guidelines and AF Instruction 33-360 Volume I, 6 May 2002 during the inspection.


5.0   SPECIFIC SKILLS AND TOOLS REQUIRED:

5.1   The contractor shall provide personnel with the skills and knowledge, including functional knowledge, required to perform the tasks specified in paragraph 4.2.2.  This will include expertise in preparing Government documents IAW the SSG SEP (https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp). 
5.2 The SSG standard tool policy goals are to minimize the need to retrain government and contractor members of the organization. Contractor personnel working at the SSG/FN government facility must be able to use standard SSG automated tools DOORS, Rational Rose, Test Director, Remedy, Polytron Version Control System (PVCS), and UML. The architectural data produced by contracted out efforts must be delivered in an electronic format which can be imported without loss of content into Proforma ProVision Workbench. DOORS must be used by contracted out efforts, for effective communication of requirements between the government and contractors. Architectural data produced by contracted out efforts must be delivered in an electronic format which can be imported into RationalRose without loss of content.      

5.3 When knowledge and use of a standard tool are required of a contractor, that requirement shall be stated in the wording of the contract making it incumbent upon the contractor to provide training to their people as necessary to meet that requirement.  The government will not provide training to contractor personnel on any tool for which the requirement to use the tool is known before the contract is awarded.  If SSG identifies a new standard tool, government training of contractors on existing contracts may only be done with the express permission of the primary contracting officer for the contract under which they are performing.
6.0 PLACE OF PERFORMANCE

The contractors supporting this SOW will be located on site at the SSG/FN work areas in building 856, Maxwell AFB – Gunter Annex, Al.
6.1 CONTRACTOR AND GOVERNMENT RELATIONSHIPS 
The Contractor personnel shall work with Government personnel in Government facilities. The contractor personnel will require daily access to specialized software and test data bases, therefore, it is necessary that the majority of the work under this delivery order be performed in conjunction with Government personnel in the HQ SSG/FN assigned areas of Building 856.  To ensure compliance with non-personal services directives, tasking to individual contractors will be by Contractor Task Leader.

6.1.1 GOVERNMENT FURNISHED EQUIPMENT (GFE) AND SUPPORT
The following support, facilities, equipment, information, and data jointly referred to as Government-Furnished Equipment (GFE), will be provided to the contractor when contractor personnel are working from a Government facility.

a. Facilities and furniture

b. Computer time and access, test data, terminals, data lines

c. Administrative support, to include LAN, computer troubleshooting support, Work Group Manager support.

d. Controlled use of local and long distance telephone, including DSN; data lines for remote access; and controlled use of facsimile machine


e. Copying and printing capabilities and day-to-day materials/supplies required to perform the tasks or produce deliverables

6.1.2 GOVERNMENT FURNISHED EQUIPMENT (GFE) AND SOFTWARE
The government will furnish access to servers, mainframe computers and compilers. The government shall furnish software libraries, and technical documentation of the types, capabilities, and capacity necessary to accomplish the software engineering work required by this SOW.

6.1.3 GOVERNMENT FACILITIES
Due to the necessity for the Contractor’s daily interaction with government personnel, the on-going requirement to access government software libraries, and technical documentation to meet the requirements of this SOW, the government will make office work space available for Contractor personnel which are to be collocated with, or adjacent to the office areas occupied by HQ SSG/FN. 
6.1.4 CONTRACTOR IDENDIFICATION

All contractor personnel shall wear badges clearly identifying them as contractors. 

6.1.5 GOVERNMENT FURNISHED INFORMATION (GFI)

Access to Government provided Software libraries, and technical documentation of the types, capability, and capacity necessary to accomplish the software engineering work required by this SOW will be made available to the Contractor on an on-going basis.  As a minimum, the government manuals and regulations as shown in the SEP (https://web1.ssg.gunter.af.mil/sep/SEP/menus/main.asp) shall be used as guides. 

7.0 ADDITIONAL/SPECIAL REQUIREMENTS 

Security:  All personnel performing on this task must have a favorable National Agency Check (NAC) and meet the requirements to establish a Local Area Network account at the time of contract award or employment.
7.1 PRIVACY ACT
The Contractor will be exposed to information covered under the Privacy Act of 1974, proprietary government information, including financial account records or source selection information so the Contractor team shall comply with all applicable safeguarding and handling requirements associated with the Privacy Act data.  The Contractor will not use such information for any purpose other than in the performance of this order.  The Contractors will not discuss project information, or related information, with any other contractors.   

7.2 NATIONAL INDUSTRIAL SECURITY PROGRAM
SECURITY REQUIREMENTS FOR UNCLASSIFIED SERVICES

1. Contractor Notification Responsibilities.  The contractor shall notify the 42 SFS/ SFAI within 30 days before on-base performance of the service.   The notification shall include:

a. Name, address, and telephone number of contractor representatives.

b. The contract number and contracting agency.

c. The reason for the service (i.e., work to be performed). 

d. The location(s) of service performance and future performance, if known.

e. The date service performance begins.

f. Any change to information previously provided under this paragraph.

2. Security Manager Appointment.  The contractor shall appoint a security manager for on-base service performance.  The security manager may be a full-time position or an additional duty position.  The security manager shall provide employees with training required by DoD 5200.1-R, Information Security Program Regulation, and AFI 31-401, Information Security Program Management.  The contractor will provide 42 SFS/SFAI with name and telephone number of the security manager.

3. Visit Authorization Letters.  The contractor will provide to the program manager, 42 SFS/SFAI, and HQ SSG/DPS a Visit Authorization Letter identifying all employees performing the contract and required access to Maxwell AFB/Gunter Annex.  The Visit Authorization Letter shall be validated and signed by the company Facility Security Officer (FSO) or company owner or president and provided to the program manager,     42 SFS/SFAI, and HQ SSG/DPS prior the contract start date.  A new VAL shall be provided when an employee's status or information changes. The Visit Authorization Letter will include following information:
(a)  Contractor's company name, address, and telephone number.
(b)  Name, date and place of birth, and citizenship of the employee(s).
(c) Certification of the employees’ personnel security clearance and any special access authorizations required for the visit.

(d)  Name of person(s), telephone, and unit identification to be visited 
(e)  Purpose and sufficient justification for the visit to allow for a determination of the necessity of the visit.

(f)  Date or period during which the VAL is to be valid. (Can be up to 12 months)
4. Suitability Investigations.  Contractor personnel shall successfully complete, as a minimum, a National Agency Check (NAC), before operating government furnished workstations that have access to Air Force e-mail systems.  These investigations shall be submitted by the government at no additional cost to the contractor.  The contractor shall comply with the DoD 5200.2-R, Personnel Security Program, and AFI 33-119, Electronic Mail (E-Mail) Management and Use, requirements.  

5. Obtaining and Retrieving Identification Media.  As prescribed by the AFFAR 5352.242-9000, Contractor access to Air Force installations, the contractor shall comply with the following requirements:

a. The contractor shall obtain base identification and vehicle passes for all contractor personnel who make frequent visits to or perform work on the Air Force installation(s) cited in the contract. Contractor personnel are required to wear or prominently display installation identification badges or contractor-furnished identification badges while visiting or performing work on the installation.

b. The contractor shall submit a written request on company letterhead to the contracting officer listing the following: contract number, location of work site, start and stop dates, and names of contractor employees needing access to the base. The letter will also specify the contractor individual(s) authorized to sign requests for base identification credentials or vehicle passes. The contracting officer will endorse the request and forward it to the issuing base pass and registration office or security forces for processing. When reporting to the pass and registration office for issue of a vehicle pass, contractor individual(s) shall provide a valid driver's license, current vehicle registration, and valid vehicle insurance certificate. When reporting to the pass and registration office for issue of military issue identification credentials for access to the installation, contractor individual(s) will need a valid state or federal issued picture identification.

c. During performance of the service, the contractor shall be responsible for obtaining required identification for newly assigned personnel and for prompt return of credentials and vehicle passes for any employee who no longer requires access to the work site.

d. Upon completion or termination of the service or expiration of the identification passes, the contractor shall ensure that all base identification passes issued to contractor employees are returned to the issuing office. The issuing office will verify all base identification passes have been returned and/or accounted for.  The issuing office will forward a memorandum to the contractor individual authorized to sign request for base identification credentials indicating the badges and vehicle passes have been turned in.  The DD Form 577 (signature card) for the contractor authorized requestor will be destroyed and the individual will not long be authorized to sign DD Form 1172 (Application for Uniform Services Identification Cards).

e. Failure to comply with these requirements may result in withholding of final payment.

6. Pass and Identification Items.  The service shall ensure the following pass and identification items required for service performance are obtained for employees and non-government owned vehicles:

a. DD Form 1172, Application for Uniformed Services Identification Card (AFI  

36-3026, Identification Cards For Members of The Uniformed Services, Their Family Members, and Other Eligible Personnel, and AETC Instruction 36-3001, Issue and Control of AETC Civilian Identification (ID) Cards).

b. AETC Form 58, Civilian Identification Card (AETCI 36-3001).

c. AF Form 2219 (series), Registered Vehicle Expiration Tab (AFI 31-204, Air Force Motor Vehicle Traffic Supervision). 

d. DD Form 2220, DoD Registered Vehicle and Installation Tab (AFI 31-204).

e. AF Form 1199, USAF Restricted Area Badge, or locally developed badge.

f. AF Form 75, Visitor/Vehicle Pass (AFI 31-204).

g. DoD Common Access Card (CAC), (AFI 36-3026). 
7. Entry Procedures For HQ SSG Facilities.  Contractor employees required a HQ SSG Contractor Access badge for unescorted entry into HQ SSG facilities. To obtain a HQ SSG Contractor Access badge the contractor’s Facility Security Officer must send a Visit Authorization Letter (VAL) to HQ SSG/DPS Security Office. The HQ SSG/ DPS Security Office must have a VAL on file prior to issuance of an HQ SSG Contractor Access badge.   Contractor personnel must bring a completed AF Form 2586, Unescorted Entry Authorization Certificate, and a letter signed by the HQ SSG Staff Director’s office (IL, SW, DI, etc.) to the HQ SSG/DPS Security Office.  The AF Form 2583, Request for Personnel Security Action, must include in Section III the task order number, period of performance, facility number and be signed by the Quality Assurance Personnel (QAP) associated with the assigned contract.  Contractor personnel are required to wear their company’s identification badge and HQ SSG Contractor Access badge while in HQ SSG facilities.

8. Unescorted Entry to Restricted Areas.   When work under this contract requires unescorted entry to controlled or restricted areas, the contractor shall comply with AFI 31-101, Volume 1, The Air Force Installation Security Program, DoD 5200.2-R, and AFI 31-501, Personnel Security Program Management, as applicable.  Contractor personnel shall be the subject of a favorably completed NAC investigation to qualify for unescorted entry to a restricted area.  In addition, the Air Force shall submit NAC investigations for contractor employees at no additional cost to the contractor.  The contractor shall provide initial and follow-on training to contractor personnel who work in Air Force controlled/restricted areas.  Air Force restricted and controlled areas are explained in AFI 31-101.
9. Entry Procedures to Controlled/Restricted Areas.  The contractor shall comply and implement local base procedures for entry to Air Force controlled and restricted areas.  

10. Freedom Of Information Act Program (FOIA).  The contractor shall comply with DoD Regulation 5400.7-R/Air Force Supplement, DoD Freedom of Information Act Program, requirements.  The regulation sets policy and procedures for the disclosure of records to the public and for marking, handling, transmitting, and safeguarding For Official Use Only (FOUO) material.  The contractor shall comply with AFI 33-332, Air Force Privacy Act Program, when collecting and maintaining information protected by the Privacy Act of 1974 authorized by Title 10, United States Code, Section 8013.  The contractor shall remove or destroy official records only in accordance with AFMAN 37-139, Disposition of Records—Standards, or other directives authorized in AFI 37-138, Records Disposition—Procedures and Responsibilities.  

11. Reporting Requirements.  The contractor shall comply with AFI 71-101, Volume- 1, Criminal Investigations, and Volume-2, Protective Service Matters, requirements.  Contractor personnel shall report to 42 SFS, any information or circumstances of which they are aware may pose a threat to the security of DoD personnel, contractor personnel, resources, and classified or unclassified defense information.  Contractor employees shall be briefed by their immediate supervisor upon initial on-base assignment and as required thereafter.      

12. Additional Security Requirements.  In accordance with DoD 5200.1-R and AFI 31-401, the contractor shall comply with AFI 33-202, Computer Security; AFI 33-203, Emission Security (EMSEC) Program; AFI 33-204, Information Protection Security Awareness, Training, and Education (SATE) Program; applicable AFKAGs, AFIs, and AFSSIs for Communication Security (COMSEC); and AFI 10-1101, Operations Security (OPSEC) Instructions.
13. Physical Security.   Areas controlled by contractor employees shall comply with base Operations Plans/instructions for FPCON procedures, Random Antiterrorism Measures (RAMS) and local search/identification requirements.  The contractor shall safeguard all government property, including controlled forms, provided for contractor use.  At the close of each work period, government training equipment, ground aerospace vehicles, facilities, support equipment, and other valuable materials shall be secured.

14. Internal Operating Instructions.  The contractor shall develop an Operating Instruction  (OI) for internal circulation control, protection of resources, and to regulate entry into Air Force controlled areas during normal, simulated, and actual emergency operations.  The OI shall be written in accordance with AFI 31-101, the local base Operations Plan usually referred to as an OPLAN, and AFI 10-245, Air Force Antiterrorism (AT) Standards, and coordinated through the 42 SFS/SFAI.

15. Key Control.  The contractor shall establish and implement key control procedures in the Quality Control Plan to ensure keys issued to the contractor by the government are properly safeguarded and not used by unauthorized personnel.  The contractor shall not duplicate keys issued by the government.

16. Lost Keys.  Lost keys shall be reported immediately to the contracting officer.  The government replaces lost keys or performs re-keying.  The total cost of lost keys, re-keying or lock replacement shall be deducted from the monthly payment due the contractor.  

17. Access Lock Combinations.  Access lock combinations are “For Official Use Only” and will be protected from unauthorized personnel.  The contractor shall establish procedures in local OIs ensuring lock combinations are not revealed to unauthorized persons and ensure the procedures are implemented.  The contractor is not authorized to record lock combinations without written approval by the government functional director.  
18. Security Alarm Access Codes.  Security alarm access codes are “For Official Use Only” and will be protected from unauthorized personnel. Security alarm access codes will be given contractors employees who required entry into areas with security alarms.  Contractor employees will properly safeguard alarm access codes to prevent unauthorized disclosure. Contractor will not record alarm access codes without written approval by the government functional director.

19. Government Authorization.  The contractor shall ensure its employees do not allow government issued keys to be used by personnel other than current authorized contractor employees.  Contractor employees shall not use keys to open work areas for personnel other than contractor employees engaged in performance of their duties, unless authorized by the government functional area chief.

20. Lock Combinations.  The contractor shall establish procedures in local OIs ensuring lock combinations are not revealed to unauthorized persons and ensure the procedures are implemented. 

21. Traffic Laws.  The contractor and their employees shall comply with base traffic regulations. 

22. Healthcare.  Healthcare provided at the local military treatment facility on an emergency reimbursable basis only.

7.3 AIR FORCE COMPUTER EMERGENCY RESPONSE TEAM (AFCERT) STATEMENT
The Air Force Computer Emergency Response Team (AFCERT), established by AFR 205-16, issues advisories to identify known vulnerabilities in computers and computer networks.  These advisories include, but are not limited to, Information Assurance Vulnerability Alerts, Virus notification, Advisory Compliance Messages (ACMs), and Follow-up Messages.  The contractor shall report suspected vulnerabilities and security incidents in accordance with AFSSI 5021.  The contractor shall respond to AFCERT advisories in accordance with AFSSI 5021 as follows: 

a) Acknowledge receipt of AFCERT advisories in three (3) days of issue.

b) Implement the countermeasures identified by the advisory within the timeframe specified by the advisory or as specified by HQ SSG/FN.  If the countermeasures cannot be implemented, the contractor shall document the inability and must receive approval from the Designated Approving Authority (see AFI 33-202) and HQ SSG/FN for either an alternative corrective action or to continue operations without the countermeasures.  If alternative corrective action is approved, the contractor shall implement this action within the timeframe specified by HQ SSG/FN.

8.0 DELIVERABLES  

All deliverables shall be identified in the technical task requirements.  The Contractor shall prepare all requested deliverables and life cycle documents in accordance with Air Force Standards, Contract Data Requirement Lists (CDRLs), Data Item Descriptions (DIDs), SEP, and DoD-STD-498.  All deliverables shall be delivered to the Government for acceptance. All deliverables, to include, but not limited to, SEP artifacts and documentation, shall be delivered to the Government for acceptance.

The Contractor Team shall provide a bi-weekly report to SSG/ FN showing hours expended per labor category for each technical task not later than the fifth workday following the close of the Contractor work period.  (CDRL A001) The report shall show the beginning and ending date of each reporting period.  Corrections to a previously submitted labor hours report will be reported in the first bi-weekly report following the correction.  The Contractor will identify such corrections, clearly marked “Corrected Labor Hours Report”, by the period to which the correction(s) apply, identify contractor the corrections was made against and include rationale for the corrective action(s).  

8.1 DELIVERABLE INSPECTION 

The Contractor personnel shall electronically deliver the data items to the specified Government organization for inspection and provide a copy of the transmittal letter to the SSG Contracting Officer (CO).  Specified data items will be available for review on M-Net once the Government Project Officer approves them.



8.1.1 USE OF eLECTRONIC MANAGEMENT TRACKING SYSTEM (EMTS) FOR TIME TRACKING PURPOSES
The Government may require that the contractor’s time be tracked using the government’s automated labor system, electronic Management Tracking System (eMTS) by Job Order Number (JON), project code and Work Breakdown Structure (WBS) for time tracking purposes.  Should this situation arise, the Government shall be responsible for inputting the data into eMTS, based on data provided to the Government by the contractor.

8.1.2. CONTRACTOR INVOICE

The contractor shall prepare and submit an invoice to the designated billing office as it is outlined in FAR Clause 52.232-25, Prompt Payment.  The monthly invoice is due the no later than the 15th calendar day after the end of each month. (CDRL A004)
8.1.3. WORKLOAD REVIEWS/WORKLOAD STATUS REPORT
The Contractor shall attend monthly workload reviews with the appropriate HQ SSG/FN project managers to discuss status, milestones, and/or progress of each task.  The monthly workload review status report is due no later than the 15th calendar day after the end of each month. (CDRL A005)
8.1.4 REPORTING
The contractor shall submit a Weekly Activity/Project Status Report to the SSG/FN QAP. The report shall be delivered NLT the third day following the week the report is to cover (CDRL A006) 
8.1.5 FUNDS AND MAN_HOURS ECPENDITURE REPORT
The contractor shall provide monthly Funds and Man-Hour expenditure report to ESC/XPK, and the SSG/FN QAP within 15 work days after the end of the calendar month. (CDRL A013)
9.0 TRAVEL REQUIREMENTS

Travel may be required in conjunction with the systems identified in paragraph 1.2.  Travel requirements will be identified and approved by the Government.  All travel requests will be in accordance with the Joint Travel Regulation (JTR) and forwarded to SSN/FN for processing through the CO.  The CO will approve all travel.  The Contractor shall not travel until SSG/FN has forwarded the CO approval to the Contractor.  All contractor-authorized travel shall be billed to the Government at costs subject to the limits of and in accordance with the JTR.

10.0 WORK HOURS  

Contract support shall be provided Monday through Friday excluding Government holidays and days that the base is closed for an emergency.

10.1 NORMAL HOURS OF WORK

The work is expected to be Monday through Friday, eight hours a day 40 hours a week.  The core hours fall between 0700 and 1600.  Deviations to the standard workweek will be made if project tasking requires.  No allowance is made for overtime pay rate under this Task Order.  

11.0 QUALIFICATIONS and Evaluation Criteria
The criteria identified below will be used to evaluate each offeror’s proposal to determine the “Best Value” to the government.  The criterion establishes the offeror’s ability to meet the technical requirements of the criterion identified in this document.  The criteria shown below have been listed in order of importance from most important to least important:


a. Past Performance



Reference requirements in Paragraph 4.2. Offeror shall provide documentation covering the past three years to describe past performance that shall be used to evaluate them on projects in support of DoD automated accounting and financial information systems of a comparable scale with similar functional and technical requirements.  In addition, the offeror shall provide references, up to a maximum of five (5) that will be contacted in order to evaluate customer satisfaction of their overall performance.  Contractor will be evaluated on demonstrated ability to provide quality deliverables on schedule, within cost. 

b. Technical Expertise



The offeror shall provide documentation to describe past performance, to include a maximum of five (5) references that shall be used to evaluate their ability to provide the skills and knowledge requirement listed for the tasks specified in Paragraph 4.2.2. 

c. Functional Expertise



The offeror shall describe their successes in managing similar functional requirements projects and being able to coordinate the activities of different organizations into a cohesive plan.  They shall describe specific roles performed as they relate to the tasks specified in Paragraph 4.2.2.


d. Management Approach



The offeror shall provide a transition plan for assuming the responsibilities for the tasks listed in Paragraph 4.2.2, to include any plans for retaining existing contractor resources, so that work in progress and support provided are not adversely impacted.  


e. Cost/Price


The offeror provide a cost proposal for this effort, to include any discounts offered off of the published rates.  
ATTACHMENT 1

DEFINITIONS/ACRONYMS

1.  Budget Accounting Classification Code (BACC): BACC is the element of expense.

2.  Contracting Officer (CO): Any person designated with authority to enter into, administer, or terminate contracts for a service or agency.

3.  Contract Data Requirements List (CDRL): A list of required deliverables due on specific dates to fulfill contractual obligations. 

4.  Common Operating Environment (COE):  The collection of standards, specifications, and guidelines, architecture definition, software infrastructure, reusable components, APIs methodology that establishes an environment on which a system can be built.

5.  Commercial Off-The-Shelf (COTS) Software:  Commercially purchased, third party software used to accomplish a specific function such as spreadsheets, word processing, utilities, and graphics
6.  Data Item Description (DID): Describes the format and requirements for a contractual data requirement deliverable.

7.  Defense Information Infrastructure (DII):  It is the foundation to build a shared, heterogeneous information system
8.  Deficiency Report (DR):  A deficiency in an existing functionality or Software that does not function in accordance with its associated requirement specifications. 
9.  Deliverable: A product that is required by the contract to be delivered to the acquirer or other designated recipient.
10. Evaluation: The process of determining whether an item or activity meets specified criteria.  The use as reviews, inspections, and/or tests, to determine that a software product or service satisfies specified requirements
11. Hardware: External peripheral items related to computers such as monitors, central processing units (CPUs), keyboards, a mouse, mainframes, modems. Computer software and technical documentation are excluded.
12.  Government-Furnished Equipment (GFE): Items in the possession of, or acquired by, the Government and delivered to, or otherwise made available, to the contractor.
13.  Government Off-The-Shelf Software (GOTS): Software designed for a Government-specific need. Used by more than one office. Generally, the Government for uses in conjunction with outsourced software designs this software.
14.  Job Order Number (JON): A number determined by the functional analyst in order to allocate a breakdown of project charges for accounting purposes.
15. Legacy System: Existing automated information systems that have not been selected as DoD migration or target systems but that currently support the business processes within a functional activity.
16.  Level-of-Effort.  A level of effort contact means that for a specific amount of money the provider will produce as many deliverables as they can.  There is no guarantee as to how many deliverables will be produced.  Although funding is not specifically tied to each deliverable, as in a fixed-price contract, the deliverables still need to be well defined to facilitate accountability and customer reporting.
17.  Maintenance: Maintenance performed on a new or reengineered system that was designed and developed under the processes and procedures of SSG SEP
18.  Quality Assurance Personnel (QAP):  Personnel within the program office that will be performing contract surveillance/QAP functions.
19.  Qualification Test and Evaluation (QT&E): Formal testing in a "live" environment at one or more selected Air Force operational sites before release for operational use.  
20.  Performance: A quantitative measure characterizing a physical or functional attribute relating to the execution of a mission/operation or function.
21. System Advisory Notice (SAN): Used to alert customers about matters concerning their system, new procedures and step-by-step instructions on how to load patches or workaround procedures pending the release of a patch or corrected software.
22.  Software Engineering Process Group (SEPG): A group of specialists who facilitate the definition, maintenance, and improvement of the software process used by the organization. In the key practices, this group is generically referred to as “the group responsible for the organization’s software process activities.”
23.  Work Breakdown Structure (WBS):  A product-oriented listing, in family-tree order, of the hardware, software, services and other work tasks that completely defines a product or program.
Page 1 of 21

