  STATEMENT OF OBJECTIVES


FOR 


Sustainment and Support of COMSEC Information Management Products for the Air Force Electronic Key Management System (AFEKMS) 8 September 2004





1.0  Background: The Air Force Electronic Key Management System (AFEKMS) is the Air Force application of EKMS, a national-level, operational system directed by the National Security Agency to distribute, account for, and manage electronic and other forms of cryptographic key material.  The Air Force has developed supplemental information management software products for further support of this system.





2.0 Program Objective:  To provide the COMSEC account managers, Central Office of Records (COR) personnel, and COMSEC end users the automated tools they need for accomplishment of account functions and operations in accordance with security regulations and policy.    


 


3.0 Contract Objectives:  The objective is for the offeror to provide software engineering maintenance and analysis to keep the Air Force, Navy, and other agencies COMSEC manager’s information management software in compliance with operational updates and higher headquarters/management policy changes. 


 


3.1 Air Force and Navy Support Software requirements:


3.1.1 Software maintenance for the product known as KEYMAN! to include software upgrades adjusting to government policy changes, interface with the Common User Application Software (CUAS), and other software interfaces as requirements develop.   Performance of analysis and tests of the KEYMAN! software, as needed, to aid the modification process and to document that the end item satisfies the user’s performance requirements and the program interface requirements to CUAS.  


3.1.2 Upgrade and interface of other existing software products, such as, the Command Authority Module (CAM), as required to comply with changes in policy, regulations or user’s requirements.


3.1.3 Support of the current product baseline and continuation of the configuration management process for control of the configuration for the life of the contract.      


3.1.4 Prepare documentation and delivery of all data necessary for the end users of the support software products (including provisioning, installation, operational and repair manuals, and engineering data) consistent with the maintenance concept.  Compatibility (form and format) of the data with existing government systems is fundamental.  


3.1.5 Conduct Beta testing with extensive user involvement and software approval/Government acceptance process before distribution to users and posting to website.





3.2  Adoption of KEYMAN! Software for interface with other military services, e.g. Navy and Army.


 


3.3  Continue maintenance and upgrades for the system website and make software products available for users to download the most current software versions and to post current activity’s status.





3.4 Maintain a Helpdesk to support software product users.  Provide an option to locate the KEYMAN! Helpdesk function with the AFEKMS SPO Helpdesk function.





3.5 Provide software consulting and technical support on any of the products modified or upgraded as part of this contract.





3.6 Provide the government clear visibility into program schedule, performance and risk. 


 


3.7 Support flexible travel and travel approval process for Technical Interchange Meetings (TIM) and Program status reviews at the Government office in San Antonio TX, Scott AFB, IL and at other government/contractor facilities in support of any of the above. 





4.0 Management Objectives:


4.0.1 The primary management objective is to allow the offeror the maximum flexibility to innovatively manage the program schedule, performance, risks, warranties, subcontracts, and data to produce COMSEC software support products that satisfy the user’s performance requirements.   


4.0.2 Government visibility into the program schedule, performance, task efforts, funds expenditures and risk.  


4.0.3 Reporting of funds expenditures versus budgeted by task.





5.0 All software developed becomes the full property of the government.





6.0 Information Security:  Access to classified facilities and systems will be required.  All personnel performing on this task must possess a security clearance level of SECRET or higher and be able to maintain it throughout contract performance.  Security requirements are specified in the DD Form 254, DoD Contract Security Classification Specification.





7.0 Functional Area Evaluator


  	 Primary: 	Alternate:


          Charles Suehs					Anthony Valdillez


          ESC/NIK-1					ESC/NIK-1


          240 Hall Blvd, Suite 102			240 Hall Blvd, Suite 102


          Lackland AFB, TX 78243			Lackland AFB, TX 78242


          Ph 210-977-3738				Ph 210-977-3738


          Email:						Email:


          Charles.Suehs@lackland.af.mil		Anthony.vallidez2@lackland.af.mil


          








8.0 Service Delivery Summary





Performance Objective�
SOO Para.�
Performance Threshold�
�
Respond to requests for assistance using KEYMAN1 or related software products�
3.1.1, 3.5, 3.2�
No more than 1 complaint per month received by SPO from CM2 customer�
�
Maintain user telephone help desk�
3.4�
Contractor personnel available to answer calls 98% of stated operating hours�
�
Respond to user requests for assistance 


within 72 hours�
3.4�
Complete resolution of 50% of calls within 24 hrs; 75% of calls within 48 hrs; 95% of calls within 72 hrs.�
�
Maintain user call log�
3.4�
100% of all calls recorded�
�
Provide telephone answering machine�
3.4�
98% availability during non-duty hours�
�
Maintain CM2 web site on Internet�
3.3�
99% availability�
�
Software maintenance�
3.1, 3.2�
Only approved software changes implemented�
�
Meetings�
3.7�
100% of meetings held on mutually agreed date; 100% on-time delivery of minutes�
�
Financial reports�
3.6, 4.0�
95% on-time delivery of reports with 100% no later than 5 days of due date.�
�
     





