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1. Introduction

The Strategic Management Information System (SMIS) was approved for implementation by AFMC/CC in Aug 01 enabling Initial Operational Capabilities (IOC) to begin in Jan 03, which has been followed by continuous enhancements and improvements.  SMIS is AFMC's primary web-based system for deploying, collecting, tracking, analyzing and displaying executive-level metrics related to customer effects, internal processes, workforce & infrastructure, financials, and strategic objectives.  The Command level version, designed to be used by the AFMC Commander and Headquarters staff, accesses selected information from all AFMC Mission Directorates, providers of shared/corporate services, all Centers, and MAJCOMS.  Further enhancements of SMIS will incorporate the work of the AFMC Goals and Standards Integrated Process Team (IPT) and incorporate cross-functional cause-and-effect relationships which will provide the necessary baseline to harmonize SMIS with the Command’s operational and financial commitments and provide the ability to relate resource requirements to the organizational performance levels for use in building the (Program Objective Memorandum) POM.  The functional OPR, HQ AFMC/XP has employed the Materiel Systems Group (MSG) to oversee SMIS enhancement and operations.  MSG is seeking a support contractor to follow-up on a contract awarded in Sep 01 that is expiring on 30 Sep 04.

1.1 SMIS Support Contract Scope

The scope of this effort shall include requirements analysis, identification and validation, technical analysis, design, software enhancement and implementation, software integration, test, configuration management, data acquisition, data refresh, training, deployment, consultant services, and maintenance of current SMIS capability as well as future SMIS enhancements.  Both unclassified (NIPRNet) and future classified (SIPRNet) environments must be supported.   The SIPRNet option will be priced separately as noted in the Instructions To Offerors that will accompany this solicitation.

1.2 SMIS Support Contract Objectives

· Support Operation and Maintenance (O&M) on the current SMIS system

· Deliver software enhancements within an approximate montly spiral schedule
· Maintain a highly efficient, integrated, and flexible technical team environment
· Maintain streamlined, but sufficient processes in all areas to include requirement identification, technical analysis, design, software implementation, software integration, test, configuration management, data acquisition, data refresh, training, deployment, and maintenance
· Exercise prudent risk taking and strict risk management of identified risks 
· Implement innovative approaches to accelerate the delivery of SMIS capabilities
· Deliver a component-based, web-based, and economically viable system that can be integrated into the Global Combat Support System (GCSS- Air Force (AF)
· Maintenance and enhancement of a SMIS architecture incorporating applicable DoD and Air Force architecture direction and vision  
1.3 Overview

The successful offeror will be required to fully understand and integrate the needs of the AFMC commander and his/her subordinate commanders and directors into the evolving SMIS program.  This will involve maintaining the current +/- 200 metrics plus all metric’s children (drill down metrics) that reside in SMIS.  This will involve keeping all attributes, criteria, notes, and valid data current and in compliance with the needs of the SMIS user community.  This will need to be accomplished for both the current unclassified (NIPRNet) SMIS environment as well as any future classified (SIPRNet) environment of SMIS.  Additionally, the successful offeror will have to manage a highly integrated and flexible technical team to capture and integrate emerging SMIS requirements as they are prioritized at monthly SMIS Functional Review Boards (FRBs).   These emerging requirements will include new metrics, updates to existing metrics, creating/enhancing cause and effect relationships between metrics, creating/enhancing forecasting capabilities, and creating/enhancing performance scorecards to meet the real time need of the AFMC commander and his subordinate commanders/directors. The successful offer will be expected to be fully cognizant of Commercial Off The Shelf (COTS) capabilities to aid in the accomplishment of fulfilling these AFMC needs.   The successful offeror will be expected to have a proven process for analyzing and selecting applicable COTS products to integrate into SMIS to meet these emerging AFMC needs.  Finally, the successful offeror must implement sound systems engineering principles consistent with and supporting the Electronic Systems Center (ESC) Strategic Technical Plan.   

2. Performance

2.1 Technical Directives

SMIS must be maintained and enhanced in compliance with the following directives, policies, and guidance:

· Air Force Program Directive 63-1, Acquisition System, directs the use of an Evolutionary Acquisition Strategy and a Spiral Development Process for Command and Control Systems.

· Section 508 of the Rehabilitation Act Amendments, 1998, provides that software will be accessible for disabled persons (www.section508.gov/).

· DoD 8500.1 Information Assurance

· DODI 5200.40 DoD Information Technology Security Certification and Accreditation Process (DITSCAP)

· AFI 33-202 Computer Security

· Air Force Policy Directive 63-12, Assurance of Operation Safety, Suitability, Effectiveness  

· DoD PKI policy from ASD/C31 (Mr. Money), 12 Aug 2000

· Java Two Enterprise Edition (J2EE)

· GCSS-AF guidance

· Joint Technical Architecture version 3.1, 31 Mar 2000.  DII COE level 6 compliance http://www-jta.itsi.disa.mil/  

· DoD Architecture Framework, v1, 9 February 2004 

· Electronic Systems Center (ESC) Strategic Technical Plan v1.1, 10 October 2003

2.2 Functional Requirements & Requirements Evolution

SMIS is a tool that supports the Command Performance Management process.  It has been designed and is being enhanced to accommodate AFMC executives’ need for near real time information about mission operations/execution, strategy execution, and the likely consequences of programming decisions (support for building the annual Program Objective Memorandum (POM)). Therefore, SMIS must collect and display a wide variety of information and cause-and-effect relationships that are pertinent to constantly evolving priorities.  SMIS software requirements evolve accordingly.  The SMIS program office handles this evolution through monthly Function Review Boards (FRBs).  The FRB prioritizes requirements that will be delivered in the succeeding 28 day spiral.  The Government ensures that all functional requirements and exit criteria are adequately defined as part of the FRB process.  The successful offeror shall participate in monthly FRBs and  maintain the SMIS configuration management documents .  The successful offeror shall be required to be flexible and creative  regarding SMIS requirements creation and enhancements and may be required to augment their capability by bringing on consultants on an ad hoc basis to support the requirements definition process.  

To continue to support performance metrics associated with operations/execution, the successful offeror shall: 

- Engineer and integrate metrics, as they are identified and prioritized, into the existing SMIS baseline.

- Engineer and develop mechanisms for relating metrics

- Engineer and develop a Command Status presentation layer with associated selection and prioritization mechanisms

-Develop and integrate Center and HQ 2-letter scorecards with the Commander’s Scorecard

-Identify and implement customer (MAJCOM ) metrics with the Commander’s Scorecard

To continue to support strategy execution, the successful offeror shall:

- Continue development and integration of Strategic Initiative mapping and tracking capability

- Enable frequent changes in metrics and related information

- Enable strategy mapping modifications, as appropriate

- Link initiatives with associated objectives, action offices, tasks and projected timelines

- Enable impact analysis to validate proposed action plans

- Implement a Balanced Scorecard (BSC) of metrics and initiatives 

To begin supporting the assessment and prioritization of programming decisions, the successful offeror shall:

- Enable association of Program Element Codes (PECs) and strategic initiatives

- Link Command Management System and SMIS

- Forecast impacts on Command outputs based on POM input

To support the three management processes supported by SMIS functionality described above (mission operations/execution, strategy execution and programming support), the offeror shall:

· Provide a web-based system to present information (performance, targets, actuals) 

· As a matrix

· As a dynamic graphic

· As a relationship diagram

· Capable of drill-down from aggregate data portrayal

· Provide scorecard functionality

· Maintain metric data and linkages

· Improve scorecard functionality, where necessary

· Develop 2-Letter scorecards, as identified

· Develop subject area scorecards, as identified

· Develop Center scorecards, as identified

· Develop dashboards, as required

· Integrate new scorecards/dashboards with SMIS functions, as required 

· Present user selected metric information

· In a dashboard (one-look assessment) format

· In a pre-defined “slide” format

· Integrate new metrics, as identitifed by the AFMC functional lead 

· Integrate with SMIS functions, as required

· Develop mechanisms for relating metrics

· Enable hyperlinks to specified/related sites 

· Forecast and project effects as causes for relationships to become known 

· Evaluate COTS products and provide recommendations

· Develop prototype

· Integrate with SMIS functions, as required

· Provide Trend Analysis and Forecasting

· Deliver quantitative forecasting capabilities based upon cross-functional cause-and-effect relationships

· Provide a 2-year forecast of metric targets, where capable

· Provide Access Control Capabilities

· Maintain Public Key Infrastructure (PKI)/Common Access Card (CAC) Integration

· Provide and maintain role-based acess on specified areas

· Provide both classified and unclassified environments

· Provide accessibility vie the AF Portal

· Enable specified users to administer specified site information

· Enable user of input metric data

· As individual data points and/or MS Excel file

· From the Air Force Knowledge System (AFKS)

· Establish unclassified production environment for unclassified metrics

· Open to .mil for “read”

· Limited access for “write”

The following requirements are applicable if the option to build a classified version of SMIS is exercised.

· 
Establish classified production environment for all metrics

· Open to SIPRNet users for “read”

· Limited to SIPRNet access for “write”

2.1.1 Data Engineering

The successful offeror will be responsible for the planning and execution of the data engineering approach proposed for the creation and maintenance of logical and physical data models for SMIS.  The successful offeror shall be responsible for analysis, design, construction, data migration (including content and metadata), validation, installation, operation, and maintenance of data structures that support SMIS. 

2.2 Alternate Technical Approaches and COTS Evaluation/Integration

The successful offeror will be able to propose and evaluate alternate technical approaches as well as integration of COTS products to support and augment the SMIS capabilities.  This includes being aware of the performance management COTS product market, conducting evaluations of vendor software, and providing recommendation to the Government on alternate approaches and on COTS products that can be integrated to augment SMIS capabilities.

2.3  Testing

The successful offeror shall test all software application and database enhancements prior to releasing software application and database enhancements to a Government provided Independent Test and Verification (IT&V) test team.  The successful offeror will be required to work with the IT&V team to provide Test Readiness Review (TRRs).   Upon successful completion of IT&V, the successful offeror will be required to push tested software application and/or database enhancements to production.  At intervals directed by the Government (generally 6 months) the successful offeror in concert with the IT&V team will prepare a TRR for the user community to conduct Customer Acceptance Testing (CAT).  It should be noted that SMIS is an aggressive, time sensitive program and that the successful offeror will be expected to recommend strategies that streamline the test process wherever possible.
2.4   SMIS Operations and Maintenance (O&M)

The successful offeror shall conduct Operations and Maintenance (O&M) of the deployed SMIS spirals.  These tasks include all aspects of O&M: 

· reporting and resolution of Discrepancy Reports (DRs)

· maintenance of software releases

· administration and integration of Oracle Application Server (.jsp) and Oracle RDBMS (10g)

· system administration of application software
· database administration 
· configuration management
· data refresh of existing metrics
· implementation of new metrics as they become available
· security administration of application software and database
· support for system security accreditation tasks
· hardware (including warranties) and upgrades
· Maintenance of all SMIS documentation and architectural views to support DITSCAP, C4ISP (ISP), CoN, and CtO certifications 
· other tasks as they apply to O&M of the SMIS environments   

2.5   Help Desk

The successful offeror shall provide Level 2/3 help desk support during normal working hours (Monday – Friday 0900-1800 EST).  For emergencies that occur during non-working hours, the successful offeror will have an on call support capability with a two-hour response time.  The Government will provide level 1 help support during core business hours of 0600-2400 EST Monday through Friday, 0800-1600 Saturdays and on-call during the remainder of the time.

2.6   Training

The successful offeror will be required to assist the Government in any training required for SMIS.  This will usually consist of one-on-one training of senior executives or train-the trainer sessions.  The successful offeror will be expected to take efforts in the design of SMIS enhancements to insure that the system is intuitive to use (including techniques such as “mouse-over”) and significantly minimizes the time and effort required to adequately train the user community.  Included in this effort are any documentation and classroom materials required to support this training.

2.7 Technical Team Expertise

As stated in the SMIS Technical Requirements Document (TRD), the successful offeror shall provide a lean, highly motivated, integrated, technically adept, and functionally adept team to maintain and enhance the SMIS system.  The following is a summary of the required skills addressed in the TRD (please refer to the TRD as well as the below for the complete set of skills necessary) and a summary of the skills necessary to satisfactorily meet the objectives of SMIS:

· Requirements Analysis Expertise:  The successful offeror will be required to be knowledgeable of the workings of the AFMC and the MAJCOMs supported by the AFMC.    

· Technical Expertise:  The successful offeror will be expected to provide technical expertise necessary to evaluate, design, implement, integrate, test, and deploy SMIS enhancements using the SMIS “suite of commercial” COTS products, (Oracle Application Sever (.jsp), Dream Weaver, Scorecard COTS, OLAP COTS, Forecasting COTS, etc.) and hardware (see TRD for additional detail). 
· Database Expertise:  The successful offeror will be expected to provide database expertise necessary to design, construct, integrate, test, and deploy a database architecture that will support SMIS and all future SMIS enhancements.
· Data Expertise:  The successful offeror will be expected to provide data expertise necessary to populate, test, and deploy SMIS data and data exchanges/interfaces.
·  Web Application Expertise:  The successful offeror will be expected to provide web design expertise necessary to support the integration of SMIS “suite of commercial” COTS products (JDeveloper, Dream Weaver, Oracle Application Server, graphing tools, dynamic gauges, etc.). 
· Configuration Management Expertise:  The successful offeror will be expected to provide configuration management expertise necessary to deploy and maintain SMIS. 
· Documentation Expertise:  The successful offeror will be expected to provide expertise necessary to provide required SMIS documentation per paragraph 3 of this SOO. 
· Systems Engineering:  The successful offeror will be required to provide systems engineering expertise consistent with what is appropriate and described in the SEI’s Capability Maturity Model – Integration (CMMI).  (http://www.sei.cmu.edu/cmmi/models/models.html)  
3. Documentation

The successful offeror shall provide and maintain the following documentation:

· Metric Specification Document (MSD)

· Quick Start Guide handout tri-fold

· Database Design Document (DBDD)

· Software Version Description (SVD)

· System/Subsystem Design Document (SSDD)

· Test Migration Letters

· Production migration Letters

· Baseline Change Request (BCR) logs

· Software Problem Report (DR) logs

· Data Change Requests (DCRs) and DCR logs

· Technical Architecture

· Data Model (Logical, Physical)

· Source Code (Computer Software Product End Item (CSPEI))

· Training material

· Contractor Integrated Master Schedule

· As-deployed system configuration

· Spiral Capabilities/Requirements

· Configuration Management Plan 

· C4ISP documentation to include systems, technical, and operational views of architectures as well as security-related (DITSCAP format) activities

4. Classified Environment Option

The Government may decide to expand the SMIS capability to include classified data.  This would require setting up and maintaining a classified SMIS environment in addition to the current unclassified SMIS environment.  Any work done in this SIPRNet environment would require SECRET clearances per paragraph 6.2.  All facilities, hardware and hardware support for a SIPRNet environment would be furnished by the government.  This will be a separately priced option per the Instructions To Offerors which will accompany this solicitation.

5. Period of Performance 

The period of performance for the basic effort will be ____ March 2005 through ____ March 2006.  The period of performance for subsequent increments will be as follows:

Option 1:  ___ March 2006 through ___ March 2007

Option 2:  ___ March 2007 through ___ March 2008

Option 3:  ___ March 2008 through ___ March 2009

Option 4:  ___ March 2009 through ___ March 2010

6. Need for Secret Security Clearance

6.1 Sensitivity of Data

The successful offeror may be required to have access to planning, financial, and current systems data during the performance of this task.  Any information, records or data to which the successful offeror may have access will be of a sensitive nature.  The successful offeror shall not divulge any information about Government files, source selection activities and processes, or any other sensitive information to anyone not authorized access to such information.  A DD Form 254, Contract Security Classification Specification will be in effect throughout performance of the basic effort and all option periods.

6.2 Security Clearances

Contractor personnel working on classified material or having access to classified materials or facilities shall have a security clearance at the required level as well as a “need to know”.  Both contractor and government ID badges will be required to be worn and displayed at all times.

6.3 National Agency Check

DoD military, civilian, consultants, and contactor personnel using unclassified automated information systems, including e-mail, must have, at a minimum, a completed favorable National Agency Check (NAC)/Entrance National Agency Check in accordance with DoD 5200.2-R Personnel Security Program, January 1987.  The successful offeror will be required to complete the application and apply for a NAC, for any employee not currently having a NAC, upon receipt of a task order where the employee will have access to automated information systems.  The successful offeror shall diligently pursue obtaining NACs for its employees.   

7. Government Furnished Equipment

· All SMIS Hardware (to include Hardware Support)

· Workstations for SMIS Technical Team Members

8. Government Furnished Information (Make available to all bidders to use at their discretion)  

· SMIS Technical Description

· SMIS Required Technical Capabilities and Associated Tools

· SMIS Presentation Layer Samples (on CD)


