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Statement of Objectives 

(SOO)
for the

virtual Personnel Center (vPC) Program

1.0 Overview.  This SOO describes the objectives for the definition, development, and delivery of virtual Personnel Center (vPC).  The vPC will be acquired using an evolutionary approach with functionality built in spiral increments.  The vPC is conceived to be an update and extension of the currently operating virtual Military Personnel Flight (vMPF) system which allows all Air Force personnel to accomplish selected personnel actions on a self-service basis worldwide. The program includes the development of self-service human resource capabilities for use by USAF personnel worldwide via the Air Force portal, the systems engineering support for HR enterprise architecture definition, and the build out of the vPC functionality.  Initially, functionality is anticipated to be built on top of the existing legacy system, Military Personnel Data System (MilPDS) with later increments coupled to the WebSphere data broker.  
2.0 Specific Program Objectives. 
2.1 Incrementally develop the web-based, self-service Human Resource functionality including, but not limited to, the following:
2.1.1 Force Development Toolkit
2.1.2 Retirements
2.1.3 Separations
2.1.4 Evaluations
2.1.5 Re-enlistment
2.1.6 Recognition (Honors/Awards) 
2.1.7 Promotions
2.1.8 Duty Status
2.1.9 Assignments
2.1.10 In/Out Processing
2.1.11 Disciplinary Actions
2.1.12 Training
2.2 Integrate functionality with legacy and future systems. 

2.2.1 Present MilPDS system.  Oracle 10.7 E-Business Suite implementation with core HR module (This system is supplemented by a wide array of disparate systems that provide functionality that could not exist within the Oracle implementation);

2.2.2 DIMHRS (PeopleSoft/DB2) which is currently in the requirements phase;

2.2.3 Defense Civilian Personnel Data System (DCPDS) – used to manage Air Force civilian HR (Oracle 11i/8i); and

2.2.4 DIMHRS+ - a future Enterprise Resource Planning (ERP) instance of MilPDS data.

2.3 Accommodate the reduction of 1500 personnelists from Military Personnel Flights worldwide through the use of business process reengineering and information technology.
3.0 Development Objectives
3.1 Define, develop, test, implement, and sustain well-documented self-service functionality in fifteen to twenty week cycles to achieve IOC for the functionality using a mature and repeatable process.  The Contractor shall accomplish vPC software as defined in the Software Development Plan.
3.2 Develop secure role-based workflow that can be migrated to a future architecture.
3.3 Minimize development impact to legacy systems.
3.4 Implement a WebSphere Business Integration Suite.
3.5 Define, develop, evaluate, test, and document an HR architectural roadmap and plan that supports the role-based workflow while focusing on the system quality attributes of [security, interoperability, and scalability) that is J2EE, infrastructure Technical Resource Model (iTRM) and Global Combat Support System-AF compliant, and utilizing, where feasible, best-of-breed Commercial-Off-The-Shelf (COTS), subject to Government approval.  Commercial or non‑proprietary tools, purchased or developed by the Contractor and intended for use in vPC development shall be identified in the Software Development Plan.  The following technologies/tools could be anticipated:
3.5.1 Oracle RDBMS 8i/91 and Oracle Human Resources Management 10.7/11i
3.5.2 PeopleSoft Human Capital Management 8.8/8.9
3.5.3 IBM WebSphere Business Integration suite

3.5.4 Popkin System Architect tool for architectural documentation
3.5.5 Borland CaliberRM/StarTeam for requirements
3.5.6 HP Servers running HP-UX

3.6 Document all development activities consistent with standard industry practices to allow future sustainment of all functionality by a third party contractor

3.7 Technical Guidance and Design Patterns.  The system shall adhere to the following technical design patterns to achieve Enterprise interoperability.

3.7.1 The design, development, evaluation, and documentation of an architecture-centric system which has the following architecture qualities to go with the functional requirements that will be developed for vPC:
3.7.1.1 Extensible is a quality required to meet future and evolving needs.  vPC needs to acquire new features while minimizing integration and performance impacts.  The addition of new messages or fields, protocol changes, or the addition of either new link capabilities will result in minimal development and will not require changes to existing/legacy systems.
3.7.1.2 Modifiability defines how modular a system is, how it is encapsulated or how functionality is divided.  A modular system allows changes to be made in a cost effective manner such that changes propagate to as few other components as possible.  Changes to one area of vPC will have a minimum impact to other vPC components.  This allows for alternative algorithm solutions and independent component development additions with little or no development.  In addition this supports an insulation strategy of host systems from data link protocols and at the same time provide for the passage of data elements and system actions.

3.7.1.3 Scalability defines the ability to add resources to each functional layer independently as required with minimum development efforts.  In deployment, tiers can be mapped to different processors with minimum development efforts and the system can be LAN/WAN transparent.  The system operates effectively and efficiently at different scales with no development effort.  Additions/deletions of producers or consumers do not require any development efforts and would be handled through configuration parameters.  The addition of new messages or fields, protocol changes or addition of either new link capabilities would require minimal development and would not require changes to existing/legacy systems.

3.7.1.4 Interoperability defines the ability of a group of parts of a system to work with another system while minimizing development or integration efforts.  Data and interfaces would be able to interoperate without requiring any development efforts.  The addition of new messages or fields, protocol changes or new link capabilities would require minimal development and would not require changes to existing/legacy systems.

3.7.1.5 Security is a measure of the system’s ability to resist unauthorized usage while still providing its services to legitimate users.

3.7.1.6 Reusability defines how the system is structured so that some components can be reused in other parts of the system and in related interoperable systems.  The development process would support reusing existing code bases.  The amount of reuse would be determined through vPC IPT reviews.

3.7.1.7 Integrability defines the ability of parts of a system to integrate into a functional system while minimizing development efforts.  Changes to external vPC components such as terminal components, host mission computers, host combat systems or Enterprise host systems will have no or minimal impact on integration efforts based on the extent of interface changes.  The addition of new messages or fields, protocol changes or the addition of new link capabilities would require minimal development and would not require changes to existing/legacy systems.

3.7.1.8 Standards-based to ensure commonality and increase the potential for interoperability with legacy data systems.

3.7.2 Employs a Government-approved open architecture, in compliance with the following:

3.7.2.1 GCSS-AF Architecture
3.7.2.2 Air Force C2 Enterprise Technical Reference Architecture 
3.7.2.3 When there is a conflict between these specifications/architectures, the GCSS-AF shall take precedence.

3.7.3 Applies the use of architecture analysis and evaluation methods to help mitigate vPC technical risks.  These methods will play a major role in the contract management process, leading up to an evaluation of the vPC contractor’s proposed software architecture for each incremental delivery. The application of these methods will enable the Government to:
3.7.3.1 Identify and reduce risk early in the vPC software development cycle 
3.7.3.2 Obtain early visibility and technical insight into:

3.7.3.2.1 vPC system concept of operation (e.g., how vPC will function)

3.7.3.2.2 vPC system and software design decisions and tradeoffs

3.7.3.2.3 Ability of vPC to achieve desired system qualities (e.g., performance, security, interoperability)

3.7.3.3 Achieve increased stakeholder communication across and within Government and contractor organizations

3.7.4 Addresses the use of:
3.7.4.1 Extensible Markup Language (XML).  Information exchanged across system boundaries shall be available in XML format.  As noted in the XML Implementation Guidance document, information that is customarily exchanged using a well-known open standard format (for example, JPEG) does not have to be made available in XML.  XML implementation shall be in accordance with direction set forward in the XML Implementation Guidance (available on the HERBB -- http://herbb.hanscom.af.mil/ -- in the C4ISR Enterprise Directive Documents section), including usage of the DoD XML Registry (http://diides.ncr.disa.mil/xmlreg/user/index.cfm).

3.7.4.2 Internet Protocol (IP).  All digital information exchanges across system boundaries shall be done via packets that are formatted in accordance with commercial Internet Protocol (IP) standards version 4 (IPV4).   In addition, as of 1 October 2003, this system shall be capable of implementing Internet Protocol, version 6 (IPV6) and any subsequent changes to the IPV6 standard with minimal effort, while maintaining interoperability with IPV4.  

3.7.4.3 Universal Resource Locator (URL).  All external interfaces to the system shall be identified by a URL, using the URL syntax as defined in W3C (http://www.w3.org/) RFC2396.  Viewable resources shall be accessible via web browser, using HTTP(S)/HTML.

3.7.4.4 Technical Architecture.  The system shall have an open architecture that employs commercial off-the-shelf/Government-off-the-shelf (COTS/GOTS) hardware and software, in a manner compliant with the GCSS-AF Architecture and associated published design patterns or implementation guidance. In addition, the Government expects the contractor to provide additional recommendations as to technical and systems architecture standards that are relevant to achieve integration objectives.
3.7.4.5 Infostructure Technology Reference Model (i-TRM).  The system shall demonstrate compliance with approved products and strategies as mandated in technical standards applicable to the Air Force community.

3.7.4.6 Software Reuse.  The contractor shall conduct a “buy versus build” analysis for all software components.  This analysis shall take into consideration criteria such as:

3.7.4.6.1 User satisfaction
3.7.4.6.2 Risk to schedule
3.7.4.6.3 Consistency with architecture 
3.7.4.6.4 Best value to the Government
3.7.4.6.5 Data rights
3.7.4.6.6 Software and documentation maturity
3.7.4.6.7 Maintenance strategy
3.7.4.6.8 State of technical innovation
3.7.4.7 System-specific factors.  Software reuse shall be supportive of open systems and GCSS-AF and human-machine interface (HMI) architectures and shall not conflict with key performance parameters established for the proposed system.  The buy versus build analysis shall implement specific software development methodologies that explicitly identify reuse activities as well as verification processes.  A reuse plan shall be developed and shall include methods for evaluating the products for potential reuse both from other sources for use in the system under development as well as using developed resources as reusable components for other systems.

3.7.4.8 Node Information Services (NIS).  The system shall implement external interfaces to other Nodes in accordance with published guidance for inter-nodal information exchange.  The system shall implement external interfaces to other Nodes in accordance with published guidance for inter-nodal information exchange. When implementing XML-based services on Nodes, the system shall conform to the technical guidance contained in Node Information Services - Guidance for Implementing Web Services on C2 Nodes.

3.7.5 Commercial-off-the-Shelf(COTS)/Government-off-the-Shelf(GOTS) – the contractor shall create a management plan which analyzes the use of COTS/GOTS in the VPC program and addresses the maintenance of these products.

4.0 Sustainment Objectives
4.1 Design, develop, test, maintain, and document application integration interfaces between newly developed functionality and MilPDS and other systems. 

4.2 Maintain vPC under configuration management. 

4.3 Provide support that would enable the Government to establish an independent software support activity (SSA) to allow future sustainment of all functionality of vPC. The support should at a minimum consist of the following activities which should be documented in a SSA Transition Plan 

4.3.1 Identify all software development and test resources (hardware and software) that will be needed by the SSA to fulfill the vPC software support concept; 
4.3.2 Develop and record plans identifying these resources and describing the approach to be followed for transitioning deliverable items to the SSA.  These plans shall consist of an installation and checkout plan for the development and test environments and the executable software and a demonstration plan that provides the steps to produce an executable product that is identical to what the Contractor produces when using deliverable software; 

4.3.3 Prepare the development and test environment and executable software to be transitioned to the SSA per the plan; 

4.3.4 Install and check out the development and test hardware/software in the support environment per the plan; 

4.3.5 Demonstrate to the Government that the deliverable software can be regenerated (compiled/ linked/loaded into an executable product) and maintained using the delivered software and hardware per the plan; 

4.3.6 Provide vPC software development and test familiarization training to the SSA; 

4.3.7 Provide other assistance to the SSA, as needed; 
4.3.8 Update the design description of each software item to match the "as built" software; and, 

4.3.9 Define and record the methods to be used to verify copies of the software, the measured computer hardware resource utilization for the software item, and the information needed to maintain the software. 

5.0 Management Objectives
5.1 Government to develop and execute a contract vehicle that will allow maximum flexibility as requirements are changed, developed, and refined.
5.2 Collaboratively work with the Customer Service Transformation Labs, Business Process Owners, and the vPC IPT to define, analyze and document the functionality requirements.
5.3 Implement and maintain a cost/schedule tracking system to provide clear government insight into all costs.

5.4 Implement and maintain a risk management system which will identify issues/risks in a timely manner consistent with standard industry practices.

5.5 Review existing hardware capabilities and make recommendations for hardware needed to support new functionalities

6.0 Integrated Processes and Program Management

6.1 Business Management.  The Offeror shall describe the Business Management processes that shall be used for this effort.  The Offeror shall include similar information for all team members.  The Offeror shall provide information on how these processes shall be integrated with those team members.  The Offeror shall provide a description of the process areas used in the following areas, include mapping to the IMP and IMS:

6.1.1 Program planning, management, and communication

6.1.2 GFE/GFP management

6.1.3 Rights in Data

6.1.4 Definition of subcontract work

6.1.5 Budget control, reporting, and management

6.1.6 Expenditure reporting mechanisms

6.1.7 Schedule control, reporting, and management
6.2 On-Line Web Access.  The contractor shall provide to the Government current on-line Web access to contractor cost, schedule, technical information, design progress, test information, and management reports/data in contractor format.  The contractor shall use this site for cost reporting, labor categories, and communicating budget baseline cost performance to the Government in contractor format.
6.3 Subcontractor Flow Down.  The contractor shall flow down the contract cost, schedule, technical, and management reporting/data requirements to all First Tier Major Subcontractors and to Lower Tier Subcontractors whose effort are important to the program or deemed moderate to high risk to overall program success.
6.4 Rights in Data.  The contractor shall provide Government Purpose Rights to all proprietary hardware, software, firmware, and data.
6.5 Contract Work Breakdown Structure (CWBS).  The contractor shall define and structure the work on this contract using a CWBS and associated CWBS dictionary and CWBS Index.
6.6 Integrated Management Plan (IMP).  The contractor shall manage the execution of the vPC program using the IMP and its associated IMS as day-to-day execution tools and to periodically assess progress in meeting program requirements.  The IMP shall be maintained and shall be updated when it is deemed necessary to reflect changes to the ongoing program, subject to Procuring Activity approval. The contractor shall report on vPC program progress in accordance with the IMP at each program management review, at selected technical reviews, and at other times at the government’s request.
6.7 Integrated Master Schedule (IMS).  The contractor shall revise their IMS, where necessary, to reflect the Contract IMP.  They shall use it as a day-to-day execution tool and to periodically assess progress in meeting program requirements. The contractor shall maintain and update the IMS, when necessary, to reflect government approved changes in the Execution IMP, or changes in the contractor’s detailed execution activities or schedule. The IMS shall include the activities of the prime contractor and their major subcontractors. All contractor schedule information delivered to the Government or presented at program reviews shall originate from the IMS. The contractor shall perform appropriate analyses of the IMS tasks and report potential or existing problem areas and recommend corrective actions to eliminate or reduce schedule impact.
6.8 Process Maturity.  The contractor shall have and maintain process discipline, maturity, and continuous improvement in systems and software engineering especially in those areas most critical to successful system development. The processes, practices, and procedures should comply with the Software Engineering Institute (SEI) Capability Maturity Model (CMM)/ Capability Maturity Model Integration (CMMISM) for a maturity rating of at least Level 2 (SE/SW/IPPD, staged representation).  

6.9 Measurement.  The contractor will be required to use productivity metrics and provide indicators that accurately ensure progress in areas such as:  
6.9.1 Software development
6.9.2 Security accreditation
6.9.3 Productivity and process improvement
6.9.4 Subcontractor performance
6.9.5 Testing 
6.9.6 Training 
6.9.7 Integration 
6.9.8 Risk identification and mitigation
7.0 Potential Deliverables.  The following are potential deliverables (contractor defined format) under this contract.  It is not an all-inclusive list.
7.1 Cost/Schedule Status Reports in Contractor Format
7.2 IMP/IMS
7.3 Project Plans
7.4 Project Schedules
7.5 Requirements specifications
7.6 Interoperability Plans
7.7 Software Architecture documentation
7.7.1 Software Architecture Evaluation Plan
7.7.2 Software Architecture Description
7.7.3 Architecture Evaluation Report
7.8 Operational, Enterprise, and System Architectures
7.9 C4ISP
7.10 Software specifications
7.11 Interface Specifications
7.12 Configuration Management Plans
7.13 Test Plans
7.14 Deployment Plans
7.15 Training Plans/Courseware
7.16 Software Development Plan
7.17 Change Control Plan
7.18 Quality Assurance Plan
7.19 Software Integration Plan
7.20 Detailed Design Documents (Software, Interface, Hardware)
7.21 Software Construction Plan
7.22 COTS Management Plan
7.23 Software Re-use Plan
7.24 Requirements Management Plan
7.25 Software Support Activity Transition Plan
7.26 Review Process
7.27 Software Metrics Plan
7.28 Process Improvement Plan
7.29 Software Programmers’ Guide
7.30 Software Version Document
7.31 System Engineering Management Plan
7.32 Information Assurance Plan

7.33 Risk Management Plan

7.34 Documented executable code, and source code for non-COTS software developed
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