PERFORMANCE-BASED STATEMENT OF OBJECTIVES (PBSOO)
FOR
PLANNING, IMPLEMENTING, AND CHANGE MANAGEMENT FOR AF/IL’S INFORMATION TECHNOLOGY (IT) PORTFOLIO MANAGEMENT (PfM) PROCESS
1.0  INTRODUCTION.
The Deputy Chief of Staff for Installations and Logistics, United States Air Force (AF/IL) is seeking contractor support to establish and use a soundly developed IT PfM process for managing its portfolio of IT capital asset investments.  
2.0  BACKGROUND.
2.1  AF/IL has been directed by the Secretary of the Air Force (SECAF) and the Chief of Staff of the Air Force (CSAF) to implement portfolio management for AF logistics IT investments and to evaluate those investments against the AF standards and vision.   AF/IL must implement an IT Portfolio Management process to improve the visibility and management of resources allocated for IT.  Portfolio Management will permit AF/IL to assess, prioritize, and allocate funding for IT, as well as to identify redundancies and opportunities for increased efficiencies.  Additionally, Portfolio Management ensures IT investments align with mission requirements at the right level of risk and the right cost.  To date, AF/ILIS has developed an initial PfM strategy/plan for the logistics community that will serve as an input for this effort.
2.2  The Air Force Chief Information Officer (AF-CIO) and the Deputy Chief of Staff for War Fighting Integration (AF/XI) have been directed to provide guidance to the Air Force regarding portfolio management.  They will provide IT portfolio guidance including some training and a standard tool set for MAJCOM and Functional CIOs (such as AF/ILI) and their staffs. 

2.3  The Air Force Materiel Command Information Technology directorate (HQ AFMC/IT) at Wright-Patterson AFB, OH is leading an initiative to develop an AF Enterprise IT Data Repository that includes an extensive database repository with integrated workflow and analysis capability.  This repository will contain general, technical, and financial data including Capital Investment Reports (CIRs) on all AF systems.  It will process CIRs from the program offices through MAJCOM and Functional CIOs to the AF-CIO and to the Office of the Secretary of Defense (OSD) and will interface with the Information Technology Management Application (ITMA).  

2.4  The Electronic Systems Center Logistics Information System Program Office (IL SPO) plans, budgets, procures, and manages a portfolio of over 75 centrally managed logistics information systems used by 200,000 users at 350 worldwide sites to accomplish Air Force global peacetime and combat missions.  AF/IL tasked the IL SPO to develop, deploy, integrate, and sustain Air Force logistics enterprise information systems and to assist in developing a portfolio management process for these systems.  Accordingly, the IL SPO vision is to implement an IT portfolio management system that supports the entire Air Force logistics chain by providing the right information, to the right people, at the right time, and at an affordable cost.  IL SPO plans, budgets, procures, and manages these logistics systems from two different locations – Standard Systems Group (SSG) at Maxwell-Gunter AFB, AL; and Materiel Systems Group (MSG) at Wright-Patterson AFB, OH.   The IL SPO at SSG currently maintains the Portfolio Management Tool (PMT) that contains general, technical and financial information on all AF logistics information systems.  The PMT is a temporary system that is scheduled to migrate into the AF Enterprise IT Data Repository in Spring 2004.

2.5   The actual magnitude of Air Force investment in logistics IT capital assets is far greater.  This can be seen by examining the Air Force’s other installation and logistics information systems respectively managed by AFMC and its component Air Logistics Centers (ALCs); and other Air Force major organizations (e.g., eight other Air Force Major Commands [MAJCOMs], 35 Air Force Field Operating Agencies [FOAs]).  Any IL portfolio management process would need to account for these systems. 
2.6  The SECAF directed the development of the Logistics Enterprise Architecture (LogEA) to stand as a single authoritative source that clearly defines the operation and systems architecture models for Air Force logistics.  The LogEA effort is a “top-down” approach with focus on an Enterprise Architecture as a build plan and is the Air Force’s primary strategy for transforming Air Force Logistics IT.  Using the SCOR model, the LogEA captured the high-level needs and expectations of the stakeholders and users across the AF logistics communities, and details the high-level features required to meet those needs and expectations.  It also included a transition plan to map AF Logistics toward an Enterprise Resource Planning (ERP) solution.   The LogEA effort is managed by AF/IL.  The IL SPO maintains the LogEA repository and will be developing additional architecture views.  

3.0  APPLICABLE DOCUMENTS.  Numerous Federal statutes, regulatory directives, and sound management guides require AF/IL to establish and use an integrated decision-making process for planning, budgeting, procuring, and managing its portfolio of IT capital asset investments to achieve Air Force strategic goals and objectives with lowest life-cycle costs and least risks. These statutes, directives, and guides include, but are not limited to:
· Federal Managers Financial Integrity Act of 1982 (FMFIA)

· Government Performance and Results Act of 1993 (GPRA)

· Federal Acquisition Streamlining Act of 1994 (FASA)

· Paperwork Reduction Act of 1995 (PRA)

· Clinger-Cohen Act of 1996 (CCA)

· Government Information Security Reform Act of 2000 (GISRA)

· Office of Management and Budget (OMB) Circular A-11 and its 

Capital Programming Guide (update 2002)

· OMB Circular A-130 Management of Information Resources (2000), and 

· General Accounting Office (GAO) Guide for Information Technology Investment Management - A Framework for Assessing and Improving Process Maturity (2000).  

4.0 OB JECTIVES.
4.1 Purpose.  The Contractor shall provide the skills and labor necessary to provide deliverables that will enable the AF/IL (specifically AF/ILIS) to demonstrate compliance with directives to develop and implement a high quality IT PfM process for managing the portfolio of AF logistics IT capital asset investments.  The contractor shall assist AF/IL in their mission to integrate AF logistics systems and information and the use of related resources to dramatically improve and lower the costs of logistics business processes.  The contractor shall provide programmatic and technical support to AF/IL for further defining and implementing the PfM process throughout the AF Logistics Community of Interest.  The contractor must have demonstrated experience in logistics processes and in designing/implementing advanced tools and techniques such as portfolio management, enterprise architecture planning,  business process improvement, and organizational change management.  

5.0   REQUIREMENTS/TASKS. 
5.1 Task 1 – Develop and establish an AF/IL Portfolio Management Process.   The contractor shall develop and establish a Portfolio Management Process for AF/IL and the AF Logistics Community.  The plan will address the steps and activities necessary to implement the process and, in coordination with the LogEA effort, reduce the number of IT applications and databases in the Air Force.  The contractor shall support the management and tracking of the AF logistics applications and databases.  The contractor shall coordinate with OSD, AF/CIO, AF/XI, AFMC/IT, IL SPO, with other functional areas, and with other services to implement the PfM process and make recommendations for reducing the number of IT applications and databases in the AF.  Finally, the contractor shall provide support for recommendations on identifying candidates for ERP and COTS implementations.

5.1.1 Inputs:  LogEA models and gap analysis, AF Enterprise IT Data Repository (SSG/ILI and AFMC/IT), tools and techniques from AF-CIO, AF/XI, and AFMC/IT, AF/IL’s current Portfolio Management Plan developed in CY03, and applicable documents listed above.

5.1.2 Outputs:  AF/IL Portfolio Management Process (CDRL A002-1).  

5.1.3 Skills/Experience Required (in order of importance):   The contractor shall have experience in performing information technology (IT) capital planning and investment control (CIPC), capital programming, and/or IT investment portfolio management (PfM).  The contractor shall also have experience in performing IT business process reengineering and IT business case analyses, including determining return on investment (ROI).
5.1.4 Acceptance Criteria:  Fully staffed portfolio management process and associated documentation delivered and established in accordance with a mutually agreed to schedule. 

5.2 Task 2 – Develop and implement an Organizational Change Management Plan for fully integrating the AF/IL PfM process throughout AF/IL and the AF Logistics Community.  The contractor shall develop an organizational change management plan, provide recommendations on communication strategies and support implementation of those strategies.  The contractor shall develop IT training materials as directed by AF/ILIS.  The contractor shall provide training and support for stakeholders in the PfM process related to tools and techniques that support the process. 

5.2.1 Inputs:  LogEA models and gap analysis, AF Enterprise IT Data Repository (SSG/ILI and AFMC/IT), tools and techniques from AF-CIO, AF/XI, and AFMC/IT, Portfolio Management Process from task 1, and applicable documents listed above.

5.2.2 Outputs:  Organizational Change Management Plan (CDRL A002-2).  

5.2.3 Skills/Experience Required (in order of importance):   The contractor shall have experience in organizational change management, advertising and communications, and in IT training.  

5.2.4 Acceptance Criteria:  Fully staffed organizational change management plan and associated documentation delivered and established in accordance with a mutually agreed to schedule. 

5.3 Task 3 – Support the AF/IL’s portfolio management coordination efforts with OSD, AF-CIO, AF/XI, AFMC, IL SPO, other functional offices, and other services as required.  The contractor shall prepare for and attend various working groups and related meetings in the Washington D.C. metropolitan area, Dayton, OH area, and the Montgomery, AL area.  The contractor shall prepare conference agendas/discussion topics, presentation/briefing packages, meeting minutes, and Program Office correspondence as required.  The contractor shall support multiple status and coordination meetings related to the AF/IL PfM process.

5.3.1 Inputs:  LogEA models and gap analysis, AF Enterprise IT Data Repository (SSG/ILI and AFMC/IT), tools and techniques from AF-CIO, AF/XI, and AFMC/IT, and applicable documents listed above.

5.3.2 Outputs:  Meeting Material (CDRL A002-3)              

5.3.3 Skills/Experience Required (in order of importance):   The contractor shall have excellent writing skills, including experience with drafting policy, guidance, training materials, analytical reports, and business process instructions. The contractor shall also have excellent oral skills, including presenting briefings, leading technical discussions, providing instructions, and performing other related oral tasks.  Finally, the contractor shall be proficient in the use of Microsoft Office Suite products, to include Access, Excel, PowerPoint, Word, and Project.  Sufficient proficiency with integrating Microsoft Office Suite.   
5.3.4 Acceptance Criteria:  Required meeting material such as meeting agendas, briefing packages, presentations, meeting minutes and other documents requested by AF/ILIS.

5.4 Task 4 –Identify and recommend new PfM tools and techniques.  The contractor shall research new IT tools and techniques, provide summary reports and recommendations on new IT tools and techniques, and identify opportunities where new IT tools and techniques would benefit the Air Force.  The contractor shall use various tools and techniques for analyzing the AF/IL portfolio and make recommendations to reduce the number of IT applications and databases in the Air Force.  The contractor shall assist in finding tools that support enterprise architecture development (such as operational views, system views, and technical views) and tie them into the PfM process. 

5.4.1 Inputs:  LogEA models and gap analysis, AF Enterprise IT Data Repository (SSG/ILI and AFMC/IT), tools and techniques from AF-CIO, AF/XI, and AFMC/IT, and applicable documents listed above.

5.4.2 Outputs:  PfM tool and technique recommendation white paper (CDRL A002-4). 

5.4.3 Skills/Experience Required (in order of importance):   The contractor shall have experience and knowledge of tools and techniques used for IT capital planning and investment control, enterprise architecture, and/or IT investment portfolio management.  The contractor shall also have experience in conducting evaluations of Commercial Off-The-Shelf Software.
5.4.4 Acceptance Criteria:  Fully staffed PfM tool and technique recommendation white paper with associated IT training material.

5.5 Task 5 - Develop and/or maintain program management products such as schedules/milestone charts, as requested.  

5.5.1 Inputs:  LogEA models and gap analysis, AF Enterprise IT Data Repository (SSG/ILI and AFMC/IT), tools and techniques from AF-CIO, AF/XI, and AFMC/IT, and applicable documents listed above.

5.5.2 Outputs:  Monthly status report (CDRL A001 – Contractor’s Progress/status/mgmt report). 

5.5.3 Skills/Experience Required (in order of importance):   The contractor shall have experience with DoD program management and in performing IT program management, including performance measurement, earned value measurement, and risk assessment.
5.5.4 Acceptance Criteria:  Monthly status reports to the government with the following information:

A. Hours expended during the reporting period.

B. Cumulative hours expended throughout the reporting period.

C. Contract funds expended during the reporting period.

D. Description of the activities of the past month.

E. Description of milestones and deliverables.

F. Any issues or problems impacting project progress along with proposed resolution.

G. Schedule of activities planned for next reporting period.

6.0 DELIVERABLES.

	SOW Par. Task #


	Deliverable


	CDRL #


	Delivery Schedule



	5.1.2


	AF/IL Portfolio Management Process and related documentation
	A002-1


	Provide a completed Portfolio Management Process plan IAW the approved Report Submission Schedule (par. 8.3)


	5.2.2


	Organizational Change Management Plan 

	A002-2
	Provide a completed Organizational Change Management Plan IAW the approved Report Submission Schedule (par. 8.3)


	5..2


	Meeting Material        

	A002-3


	Provide completed meeting agendas, briefing packages, presentations, meeting minutes and other documents IAW the approved Report Submission Schedule (par. 8.3)


	5.2.2


	PfM tool and technique recommendation white paper 

	A002-4


	Provide completed tool and technique recommendation paper with associated 
IT Training Material IAW the approved Report Submission Schedule (par. 8.3)


	5.3.2


	Monthly status report

(Contractor’s Progress/status/mgmt report)
	A001


	Provide status in monthly Progress Status and Management Report within 10 WD after each reporting month




7.0 TECHNICAL MEETINGS
7.1 Post Award. The contractor shall meet with Government representatives within 10 workdays after the contract award to reach a common understanding of task order requirements, deliverables, and Government expectations. 
7.2 Technical Interchange Meetings. The Contractor shall provide technical expertise for all technical reviews and meetings.
8.0 SERVICE DELIVERY SUMMARY.
8.1 Performance Based Support: The HQ SSG/IL Portfolio Management Objectives and Performance Thresholds are reflected in the table below.  In support of this Performance-Based Task, the Contractor shall be responsible for achieving the established thresholds for each objective.  The Portfolio Management Quality Assurance Evaluator (QAE) at SSG/ILI will be responsible for ensuring HQ SSG/IL furnished the Contractor all necessary documents, access, and non-contractor SOW support needed for timely performance-based activity.
8.2 Performance-Based Reporting Format: The Portfolio Management QAE, in close coordination with the Contractor’s Portfolio Management Task Lead will finalize the CDRL A001 and CDRL A002 reporting formats.
8.3 Performance-Based Reporting: For CDRL A002 reports, the Portfolio Management QAE will, in coordination with the Contractor’s Portfolio Management Task Lead, establish a report submission schedule.

	SOW Para.
	Performance Objectives
	Performance Threshold

	5.1.2
	Provide a completed Portfolio Management Process plan


	95% of the Contractor’s agreed to suspenses will be met.  

	5.2.2
	Provide a completed Organizational Change Management Plan


	95% of Contractor’s agreed to suspenses will be met and their status included in Contractor’s monthly report 

	5.3.2
	Provide completed meeting agendas, briefing packages, presentations, meeting minutes and other meeting material 
	95% of Contractor’s meeting material delivered on time as previously agreed 

	5.4.3
	Provide completed tool and technique recommendation paper with associated 
IT Training Material 
	95% of Contractor’s agreed to suspenses will be met and their status included in Contractor’s monthly report 

	5.4.3
	Provide status in monthly Progress Status and Management Report within 10 WD after each reporting month


	95% of Contractor’s status reports delivered within 10 WD after each reporting month 


9.0 ADDITIONAL/SPECIAL REQUIREMENTS:
9.1 Hours of Work. The Contractor personnel performing the effort on on-base for tasks 1 and 2 shall be allowed access to Government facilities during normal business hours 0700-1700, Monday through Friday, excluding Government holidays. The Contractor shall coordinate any work hours outside of this period with the Government QAE before work is scheduled. Some tasks may require work performance outside this period during contingency situations. Contractors shall be given at least 48 hours notice if a schedule change is necessary.
9.2 Travel. Travel shall be required. All travel shall be in accordance with the Joint Travel Regulation (JTR) and must be approved by the QAP prior to traveling. It is anticipated that required travel shall be identified on approved Travel Requests (TRs). For any non-local travel performed the contractor shall notify the QAP when travel is planned and forward a travel estimate; the QAP shall review and approve/disapprove the travel request; and all approved travel shall be billed to the government at costs subject to the limits of and in accordance with the JTR.  Estimated travel locations and frequencies are listed in the following table.  These travel estimates are subject to change based on Government requirements.  Estimated travel is as follows:

	Origins
	Destinations
	#Trips
	#Days
	# Travelers


	Washington, D.C. DMontgomery, AL
	Dayton, OH  
	4
	3
	2

	Washington, D.C.
	Montgomery, AL  
	4
	3
	2


9.3 Location. Space and computer equipment shall be provided for a single individual contractor personnel at AF/ILIS in the Pentagon, Washington, District of Columbia.  The Government shall furnish all typical office equipment to support the on-site requirements.  Additional contractor personnel shall work at contractor facilities but will need to visit the Pentagon often with minimal transportation costs. 
Some basic office services shall be provided during visits to Government facilities located on Maxwell AFB-Gunter Annex, Alabama; Wright Patterson AFB, Ohio; and other United States locations as directed by the Air Force QAE.

9.4 Documentation. The Government shall provide the Contractor access to all required documents,

specifications, and other applicable data within ten working days of the start of this task.
9.5 Conflict Of Interest. Contractor and subcontractor employees shall be subject to meeting conflict of interest standards as appropriate for tasks resulting from this SOW.  Such standards shall be approved and issued by the Contracting Officer.
9.6 Unauthorized Disclosure. The Contractor shall not publish or disclose in any manner, without the Contracting Officer's written consent, the details of any safeguards either designed or developed by the Contractor under this contract or otherwise provided by the Government. To the extent required to carry out a program of inspection to safeguard against threats and hazards to the security, integrity, and confidentiality of Government data, the Contractor shall afford the Government access to the Contractor's facilities, installations, technical capabilities, operations, documentation, records, and databases. If either the Government or the contractor discovers new or unanticipated threats or hazards, or if existing safeguards have ceased to function, the discoverer shall immediately bring the situation to the attention of the other party.
10. PERIOD OF PERFORMANCE
10.1 Period of Performance.  The period of performance for this effort shall be for one year from date of award.
11.0 SECURITY REQUIREMENTS

SECURITY REQUIREMENTS FOR UNCLASSIFIED SERVICES

11.1 Contractor Notification Responsibilities. The contractor shall coordinate with Pentagon security services to obtain access.  Information needed for access will include:

a. Name, address, and telephone number of contractor’s representatives.

b. The contract number and contracting agency’s name.

c. The reason for the service (i.e., work to be performed).

d. The location(s) of service performance and future performance, if known.

e. The date service performance will commence. 
f. Any change to information previously provided under this paragraph.
11.2 Security Manager Appointment. The contractor shall appoint a security manager for on-base service performance. The security manager shall provide employees with training required by DoD 5200.1-R, Information Security Program Regulation, and AFI 31-401, Information Security Program Management. The contractor will provide Pentagon Security with name and telephone number of its appointed security manager.
11.3 Visit Authorization Letters (VAL).  The contractor will provide to the program manager and base security personnel a Visit Authorization Letter identifying all employees performing the contract and required access to Wright Patterson AFB and Maxwell AFB/Gunter Annex (42 SFS/SFAI for Maxwell AFB/Gunter Annex and 88 SFS/SFXOI at WPAFB). The Visit Authorization Letter shall be validated and signed by the contractor’s Facility Security Officer (FSO) or owner or president and provided to the program manager on the contract start date.  A new VAL shall be provided when an employee's status or information changes. The Visit Authorization Letter will include the following information:

(a) Contractor's company name, address, and telephone number.

(b) Name, date and place of birth, and citizenship of the employee(s).

(c) Certification of the employees’ personnel security clearance level (Secret, Top Secret, etc.) and any special access authorizations required for the visit.

(d) Name of person(s), telephone, and unit identification to be visited.
(e) Purpose and sufficient justification for the visit to allow for a determination of the necessity of the visit.

(f) Date or period during which the VAL is to be valid. (Can be up to 12 months)
11.4 Suitability Investigations. Contractor personnel shall successfully complete, as a minimum, a National Agency Check (NAC), before operating government furnished workstations that have access to Air Force e-mail systems.  These investigations shall be accomplished by the government at no additional cost to the contractor. The contractor shall comply with the DoD 5200.2-R, Personnel Security Program, and AFI 33-119, Electronic Mail (E-Mail) Management and Use, requirements.
11.5 Obtaining and Retrieving Identification Media. As prescribed by the AFFAR 5352.242-9000, 
Contractor access to Air Force installations, the contractor shall comply with the following requirements:

a. The contractor shall obtain base identification and vehicle passes for all contractor personnel who make frequent visits to or perform work on the DoD installation(s) cited in the contract. Contractor personnel are required to wear or prominently display installation identification badges or contractor-furnished identification badges while visiting or performing work on the installation.

b. During performance of the service, the contractor shall be responsible for obtaining required identification for newly assigned personnel and for prompt return of credentials and vehicle passes for any employee who no longer requires access to the work site.

c. Failure to comply with these requirements may result in withholding of final payment.
11.6 Pass and Identification Items. The service shall ensure the following pass and identification items required for service performance are obtained for employees and non-government owned vehicles:

a. DD Form 1172, Application for Uniformed Services Identification Card (AFI 36-3026, Identification Cards For Members of The Uniformed Services, Their Family Members, and Other Eligible Personnel, and AETC Instruction 36-3001, Issue and Control of AETC Civilian Identification (ID)Cards).

b. AETC Form 58, Civilian Identification Card (AETCI 36-3001).

c. AF Form 2219 (series), Registered Vehicle Expiration Tab (AFI 31-204, Air Force Motor Vehicle Traffic Supervision).

d. DD Form 2220, DoD Registered Vehicle and Installation Tab (AFI 31-204).

e. AF Form 1199, USAF Restricted Area Badge, or locally developed badge.

f. AF Form 75, Visitor/Vehicle Pass (AFI 31-204).

g. DoD Common Access Card (CAC), (AFI 36-3026).

11.7 Unescorted Entry to Restricted Areas. When work under this contract requires unescorted entry to controlled or restricted areas, the contractor shall comply with AFI 31-101, Volume 1, The Air Force Installation Security Program, DoD 5200.2-R, and AFI 31-501, Personnel Security Program Management, as applicable. Contractor personnel shall be the subject(s) of a favorably completed NAC investigation to qualify for unescorted entry to a restricted area. In addition, the Air Force shall submit NAC investigations for contractor employees at no additional cost to the contractor. The contractor shall provide initial and follow-on training to contractor personnel who work in Air Force controlled/restricted areas. Air Force restricted and controlled areas are explained in AFI 31-101.

11.8 Entry Procedures to Controlled/Restricted Areas. The contractor shall comply and implement local base procedures for entry to Air Force controlled and restricted areas.

11.9 Freedom Of Information Act Program (FOIA). The contractor shall comply with DoD Regulation 5400.7-R/Air Force Supplement, DoD Freedom of Information Act Program’s, requirements. The regulation sets policy and procedures for the disclosure of records to the public and for marking, handling, transmitting, and safeguarding of For Official Use Only (FOUO) material. The contractor shall comply with AFI 33-332, Air Force Privacy Act Program, when collecting and maintaining information protected by the Privacy Act of 1974 authorized by Title 10, United States Code, Section 8013. The contractor shall remove or destroy official records only in accordance with AFMAN 37-139, Disposition of Records—Standards, or other directives authorized in AFI 37-138, Records Disposition—Procedures and Responsibilities.

11.10 Reporting Requirements. The contractor shall comply with AFI 71-101, Volume- 1, Criminal Investigations, and Volume-2, Protective Service Matters, requirements. Contractor personnel shall report to base security forces any information or circumstances of which they are aware may pose a threat to the security of DoD personnel, contractor personnel, resources, and classified or unclassified defense information. Contractor employees shall be briefed by their immediate supervisor upon initial on-base assignment and as required thereafter.

11.11 Additional Security Requirements. In accordance with DoD 5200.1-R and AFI 31-401, the contractor shall comply with AFI 33-202, Computer Security; AFI 33-203, Emission Security (EMSEC) Program; AFI 33-204, Information Protection Security Awareness, Training, and Education (SATE) Program; applicable AFKAGs, AFIs, and AFSSIs for Communication Security (COMSEC); and AFI 10-1101, Operations Security (OPSEC) Instructions.

11.12 Physical Security. Areas controlled by contractor’s employees shall comply with base Operations

Plans/Instructions for Force Protection Condition (FPCON) procedures, Random Antiterrorism Measures (RAMS), and local search/identification requirements. The contractor shall safeguard all government property, including controlled forms, provided for contractor use. At the close of each work period, government training equipment, ground aerospace vehicles, facilities, support equipment, and other valuable materials shall be secured.

11.13 Internal Operating Instructions. The contractor shall develop an Operating Instruction (OI) for internal circulation control, protection of resources, and to regulate entry into Air Force controlled areas during normal, simulated, and actual emergency operations. The OI shall be written in accordance with AFI 31-101, the local base Operations Plan usually referred to as an OPLAN, and AFI 10-245, Air Force Antiterrorism (AT) Standards, and coordinated through the program manager.

11.14. Key Control. The contractor shall establish and implement key control procedures to ensure keys issued to the contractor by the government are properly safeguarded and not used by unauthorized personnel. The contractor shall not duplicate keys issued by the government.

11.15 Lost Keys. Lost keys shall be reported immediately to the contracting officer. The government replaces lost keys or performs re-keying. The total cost of lost keys, re-keying or lock replacement shall be deducted from the monthly payment due the contractor.

11.16 Access Lock Combinations. Access lock combinations are “For Official Use Only” and will be protected from unauthorized personnel. The contractor shall establish procedures in local OIs ensuring lock combinations are not revealed to unauthorized persons and ensure the procedures are implemented. The contractor is not authorized to record lock combinations without written approval by the government functional director.

11.17 Security Alarm Access Codes. Security alarm access codes are “For Official Use Only” and will be protected from unauthorized personnel. Security alarm access codes will be given to contractor’s  employees who require entry into areas with security alarms. Contractor’s employees will properly safeguard alarm access codes to prevent unauthorized disclosure. Contractor will not record alarm access codes without written approval by the government functional director.

11.18 Government Authorization. The contractor shall ensure its employees do not allow government issued keys to be used by personnel other than current authorized contractor employees. Contractor employees shall not use keys to open work areas for personnel other than contractor employees engaged in performance of their duties, unless authorized by the government functional area chief.

11.19 Lock Combinations. The contractor shall establish procedures in local OIs ensuring lock combinations are not revealed to unauthorized persons and ensure the procedures are implemented.

11.20 Traffic Laws. The contractor and their employees shall comply with base traffic regulations.

11.21 Healthcare. Healthcare provided at the local military treatment facility on an emergency reimbursable basis only.
12.  EVALUATION CRITERIA

Proposals will be evaluated based on how well the companies can potentially fulfill the requirements section of this Statement of Work with the majority of effort focused on implementation of the portfolio management process through change management and coordination efforts (Tasks 2 and 3).  In addition, the criteria identified below will be used to evaluate each offertory’s proposal.  The following evaluation criteria are listed in descending order of importance to the Government.  Narrative statements shall be provided for each criteria listed below in the sequence provided.  Each of the four criteria factors and subfactors will receive a color rating in accordance with AFFARS 5315.305.

12.1
Technical Approach Factor.  Describe your technical qualifications to meet the requirements, to include personnel qualifications.  Sanitized resume(s) will be compared to the requirements and specific skills / tools identified in SOW paragraphs 5 and 6.

12.1.1 Subfactors evaluated in Technical Approach include:  Corporate Qualifications, Corporate Technical Processes, and Corporate Technical Initiatives. 

12.2
Past Performance Factor.  Describe your successes on similar projects; include functional experience provided.  Current performance will have greater impact than less recent performance.  The Government will perform an independent determination of relevancy of the data provided or obtained.  Subfactors evaluated under past performance include client, task order technical services, offeror level of resources, and offeror success.  In assessing past performance, the evaluators will employ several approaches, including, but not limited to:

12.2.1
Information obtained from the references listed in each offeror’s proposal.

12.2.2
Past performance information obtained through the Contractor Performance Assessment Reporting System (CPARS).

12.2.3
Interviews with program managers and contracting officers or other sources known to the Government.



12.2.4
Recent data from contractor capability assessments.

12.3
Management Approach Factor.  Describe your management approach to include stability of work force.  Specifically, address your intent to ensure key personnel are retained for the period of performance indicated in the SOW paragraph 10.1.

12.3.1
Subfactors evaluated in Management Approach include:  Corporate Technical Personnel, Corporate Affirmination Asignment of Technical Personnel, Corporate Supervisory Personnel, Corporate Preparation for Contingencies, and Corporate Initiatives, Workforce Turnover, etc.  

12.4
Cost / Price Consideration.  Describe your approach for costing the effort and apply any discounts available off the published rates.

12.4.1
The offeror’s cost/price proposal will be evaluated based upon the applicable hourly rate multiplied by the corresponding quantity of labor hours per proposed labor category.  All costs required for performing the tasks and preparing deliverables must be considered in the proposed rates.  Travel and Other Direct Costs (ODC) if applicable, will be evaluated at the same given rate for all offerors.  Offerors must complete spreadsheets and submit them with their proposals.  The spreadsheets require each offeror to submit rates for the Washington D.C. area.  Although work may be required to be performed in other geographic locations, this area is where the significant majority of work is expected to be performed.  

12.4.2
Proposed labor rates will be carefully examined and evaluated against industry and market parameters to make the best value decision.  Evaluation will include a comparison of existing contract rates.  Proposed rates that are significantly below or above those expected could indicate a lack of understanding of the requirements.  Such proposed rates could also indicate a significant risk that the offeror may have difficulty in recruiting and retaining sufficient quantities and quality employees, adversely impacting contract performance. 
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