Question List for ESC Technical Staff

In the following questions the “SOW” refers to the draft SEIC SOW document and the “TDB” refers to the Technical Details Brief Updated dated 1 July 2004.
1. What is the relationship between the JMPE, SEIT and the SEIC contractor?

For example, various presentations show the SEIC as a member of the SEIT, others as a bridge between the JMPE and the SEIT, and others include developers within the SEIC designation.  This raises confusion in terms of relationships, roles and responsibilities.  Does any reference to “Systems Engineering team” or Systems engineering in the SOW or as on slide 12 or the TDB mean to refer to SEIT?

Answer: The JMPE are the developers for the Framework and Common Capabilities.  The UPC developers build the UPCs.  The SEIT refers to the entire Mission Planning team (CC, FW and UPC developers, Government Program Office and SEIC).  However, on the slide that breaks down Government Program Office activities, Developers and SEIT, the SEIT was changed to SEIC.  

Clarify: Requires further clarification, provide an example of what you mean by developers within the SEIC designation.  

Does any reference to “Systems Engineering team” or Systems engineering in the SOW or as on slide 12 or the TDB mean to refer to SEIT?
Requires further clarification, provide an example of what you mean by Systems engineering team or systems engineering in the SOW.

2. The draft SOW includes requirements to develop and evolve a network centric framework for JMPS and MP systems.  The TDB does not approach the use of network centric architectures in the same way as the SOW and only identifies any networking support requirements.    

Answer: Defining the roles and responsibilities is a shared task between the government and the contractor.  If time permitted, the Technical Details briefing would be updated to reflect the SOW statements for evolving a network centric framework for JMPS.

Is JMPS intended to be strictly COM and/or .NET centric in providing interoperability capabilities?  

Answer: The JMPS development has been completed to date in COM.  The contractor should provide the government their technical approaches to meeting interoperability requirements for the JMPS program.

Is ESC oriented to a specific type or types of network architectures to support JMPS management?  

Answer: The answers provided have not been or planned to be coordinated with ESC. Answers represent the Mission Planning office; the offerors library will contain the Operational, System and Technical views.

Should we consider GCCS to be the intended WEB portal environment?
Answer: The contractor should provide their technical approaches to using GCCS or other options.
3. Is “MP Central” the Integrated Development Environment?  Does the MP Central as specified in the TDB correspond to the Integrated Development Environment as called out in the SOW? Answer: Yes.
Answer: MP Central is composed of the IDE, Knowledge Repository and Information Knowledge Center.  (MPSC stands for Mission Planning Support Contract).
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4. What is ESC’s perspective on the type of software development the SEIC contractor will be expected to perform?

Answer: The SEIC contractor develops only SDK, Wizards, IDE and automation scripts.
What will be the SEIC contractor’s responsibilities for updating legacy and longstanding components?
Answer:  The contractor will not be updating (coding) the legacy components.  Clarification: What do you mean by longstanding?
5. What type of integrated development environment is envisioned for the JMPS effort?

Answer: The program office is interested in the technical recommendations of the contractor.

Is it expected to be a set of web-enabled components available through a web portal, or is a set of tools and/or applications that are tightly coupled by an overarching framework similar to “Visual Studio” type of environment?

Answer: The program office is interested in your best technical approach to meet this requirement.  
6. What specific roles and responsibilities does the SEIC contractor have in vertical integration efforts?

Answer:

	Phases

Activities
	Development
	Unit Test
	                    Integration (DT/OT)
	OT&E

	
	 
	Horizontal
	Vertical
	 

	
	Requirements

Design

Code
	Unit test code
	· Common Capability (CC) to CC test
·  Framework to CC Test
· Framework to user apps, SDKs, GUPCs
	· CC to FW to UPC test
	· Contractors support of OT&E

	Roles
	SEIC
	· Attend MPEC design reviews
· Tech rule compliance
· C4ISP and Object Model Architecture compliance
· Provide SDK and GUPC
· Certification compliance (Security, OSS&E, COE, interoperability)
	n/a
	· Define builds comprised of multiple CCs, FW and UPCs and instruct use of stable version to MPEC developers
· Provide configuration control of version and  identify build success/errors
·  Check certifications compliance
	· Monitoring vertical test process and  execution of FQT
· Tech assessment (Performance, software DR resolution)
· IV on MPEs (incl UPCs)
· Ensure backward capability
	n/a

	
	MPEC
	· MPE design reviews
· Analyze, Design & Code
· Comply w/ Tech rules/std
· C4ISP and Object Model Architecture compliance
· Comply w/certification
	· Unit test code
	· Post code, including install/build scripts
· Fix build errors/bugs
· Ensure code meets certification compliance
	· Post code, including install/build scripts
· Conduct vertical FQT test  on MPE
· Ensure code meets certification compliance
· Fix DRs
· Support Govt OT&E
	n/a

	
	Govt Test
	· Develop test schedule
· DT/OT planning
· Write and approve test MOAs
· Resource and facilities 
	n/a
	· Operationally relevant DT/OT
· Operational assessment
· DT Assist
· Training
· Security planning
	· DT: Run MPE test procedures and interoperability tests
· DT: Write DRs
· OT: Safety training
· OT: Collect technical data
	· OT: Run OT&E test


7. Will the SEIC be responsible to generate training materials for Framework components created by developers?  In particular legacy and longstanding components where the creator is not a current developer?
Answer: SEIC is responsible for training developers.

8. Will the government provide to the SEIC a complete requirements development process as listed on slide 11 of the TDB?

Answer: A requirements process typically evolves through the lifecycle of development all processes are updated overtime.  The government will provide the requirements process developed by the JEMT to the contractor.

9. How does the SEIT and ESC intend to use the performance metrics gathered and stored? 

Clarification:  Do you mean program performance or system performance? 

Answer: System Performance.  A metrics document will be part of the offerors library, the contractor is expected to write a metrics plan. 

Are specific interpretations or analysis tools being used and that these metrics will need to support?

Answer: No specified tools for performance metrics.
10. Does the ESC have any preferences for particular collaboration tools or tool sets?

Answer: No

Has the JMPS community been using collaboration tools for mission planning activities?

Answer: For the JMPS system, there is a collaboration tool as part of the JMPS product. For program interaction, the JMPS team has used net meeting in the past.
11. In line item number 8 on slide 14 of the TDB the percentage is not a complete 100%.  Does this mean the SEIC will actually perform 100% of the task, or other team members will also have some percentage 

Answer: Ensure devl of and maintain C4ISP architecture data views, in accordance with C4ISP Framework (SC 80%, AF Hanscom 20%)
12. On slide 20 of the TDB, is the term “User” intended to mean end user? Even though the designations given to the items on this slide indicate they are “Government” responsibility, won’t some of these items require some support from the SEIC Contractor?

Answer: Yes, end user.  The Hill AFB team currently performs this tasking.

13. What specific environment security classifications need to be supported and to what extent does the SEIC need to enforce procedures related to data classifications?  Will trusted development methods be used?

Answer: JMPS will operate in a wide range of security environments from Unclassified to Top Secret/ Special Access Required (TS/SAR).  The software for the Framework is Unclassified/For Official Use Only.  The classification of the software for some of the Common Capabilities and some of the UPCs may be up to TS/SAR.  The development methodology for JMPS must follow the guidance provided in DoDI 8500.2 for Mission Assurance category I processing Classified Information.  Detailed assurance requirements for JMPS software are included in the JMPS Security Target..
14. What is current JMPS risk management process and when and where can we get a copy?

Answer: to be posted on HERBB or offerors library
15. As a clarification, does the reference to COAC mean Combat Operations Architecture Council

     Answer: Yes

16. When is the Draft RFP to be released?

Answer: The program office will provide more information on HERBB on Monday.

17. What is MITRE’s role? 

Answer: Chief Engineer

18. Can the SEIC direct MITRE? 

Answer: No, all contractors including MITRE are directed by the Government.

19. Do we have named personnel as part of the RFP package?

Answer: Draft RFP will address 
20. When and where is the next Industry Day planned?

Answer: There should be an update on HERBB next week.

21. Has the program office determined where the contractor location should be?  SEIC personnel at the SPO? at bases?

Answer: It is anticipated that key SEIC personnel will be located in close proximity to Hanscom AFB to facilitate communication and coordination of the SEIC effort with the Senior Program Office Leadership. Additionally, up to five cubicles within the program office will be made available for SEIC staff to occupy either full or part-time at the contractors discretion.  The Government also has available space at Eglin AFB to support a Software Integration Lab (SIL) for SEIC use. In addition to the contractors organic secure facilities, a government secure lab and SCIF is available for limited contractor use at contractors discretion.
22. What is the staffing ramp up requirements?  30, 60, 90 days ramp up from when SEIC is on contract/

Answer: 
The government anticipates 80% of key senior staff within 30 days of contract award date.  Then, by 90 days the SEIC contractor should be fully 100% staffed.
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