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Systems Engineering and Integration Contract 

STATEMENT OF WORK
1.0  Systems Engineering and Integration Contract

1.1  Scope.  This statement of work covers all technical and management tasks associated with performing Systems Engineering Integration Contractor (SEIC) activities as a member of the Government Mission Planning Enterprise Management Team (MPEMT). These activities include technical and management tasks associated with integrating Joint Mission Planning System (JMPS) Framework, Common Software (CS), and Unique Planning Components (UPCs) into JMPS, legacy systems, as well as supporting technical and management tasks associated with migrating from mission planning legacy systems to JMPS.  The SEIC will be a vital member of the Systems Engineering Integration Team (SEIT), comprised of the Air Force, Navy, Army, United States Special Operations Command (USSOCOM), and SEIC who will perform a variety of tasks to evolve JMPS into a set of mission planning tools and components suitable for all Department of Defense (DoD) mission planning needs.  The purpose of the Government SEIT is to ensure that these tools and components are architecturally sound, robust, configuration controlled, easy to use and integrate with other components of the system.

1.2  Background.  The Department of Defense has directed the Air Force (ESC/AC) and the Navy (PMA-81) to migrate Air Force Mission Support System (AFMSS) and Tactical Automated Mission Planning System (TAMPS) to a Joint Mission Planning System. The new system, JMPS, will comprise one or more compliant segments of the Defense Information Infrastructure Common Operating Environment (DII COE). The primary goals of JMPS are:

· Provide a scalable, integrated product to deploy on a variety of hardware (e.g., laptops to workstations) and to allow developers and users to configure systems tailored to their specific needs, in compliance with relevant DoD and Service policy directives.

· Provide capabilities for sharing and aggregation of data/information for partial or complete mission plans, within, between, and among the Services at distributed geographical locations that support Unit, Wing, Strike, or Force-level operations.

· Provide capabilities for sharing and aggregation of data/information for partial or complete mission plans among aircraft and the weapons carried by those aircraft, as well as among aircraft in a flight or strike package.

· Migrate Navy and Air Force mission planning to the DII COE as applicable to Windows 2000, with initial architecture compliance of at least Level 6 and a goal of evolution to compliance at Level 7.

· Comply with the Joint Technical Architecture (JTA).

· Minimize lifecycle costs to develop, field, maintain, and evolve JMPS components while achieving end-user perception of a high-performance system.

· Meet or exceed the current functional and performance capabilities of existing mission planning systems for JMPS F1.1.1, F1.2.1, F1.2.2, and F1.3.

· Develop a system that is compliant with the goals of Joint Vision 2010.

To achieve these goals, JMPS must provide a well-structured, flexible, scalable, and extensible Software framework for the development and support of specific mission planning components to support new, modified, and improved weapon systems and operational protocols.  The Government expects that eventually JMPS will provide mission planning capabilities for all DoD air assets, and may extend JMPS to encompass non-air and non-DoD mission planning needs.

1.3  Objective.  Currently, the Government has been managing the integration of mission planning software developments and integration activities across multiple contractors and Services. The rapid growth of dozens of concurrent JMPS software developments across the Services has exceeded the current capabilities of the Government team for managing and integrating the Mission Planning Enterprise. The SEIT concept for JMPS implements a distributed Government and Contractor team. The primary objective of this contract is to acquire the SEIC expertise necessary to provide software management integration, test and fielding expertise for the upcoming JMPS-based developments.  The SEIC will not have responsibility for mission planning systems delivered to the field, rather the SEIC will be responsible for integrating the common capabilities (CCs) with each other as well as to the JMPS Framework.  Platform UPC developers will be responsible for their platform’s mission planning environment that will include the integration of JMPS Framework, CCs, and the platform UPC.

1.4  Reference Documents.  The following reference documents are associated with work performed under this contract. In the event of a conflict between this Statement of Work (SOW) and a reference document requirement, this SOW shall govern.


a.  Standards:

· Software Requirements Specifications (SRSs) for the DII COE Common Support Applications, Defense Information Systems Agency (DISA) (latest editions)

· DII COE Integration and Run-Time Specification (I&RTS), DISA (latest edition)

· DoD JTA (latest edition)

· RFP N00019-98-C-0183/P00003 PID number 19-00-P1-TJ002, Section J, Attachment 1, Joint Mission Planning System (JMPS), Statement of Objectives, Version 5.6, 2 Mar 1999

· RFP N00019-98-R-0004, Attachment 2, Specification Guidelines for the Joint Mission Planning System (JMPS), JMPS-SG-V4.0, 15 May 1998

· Joint Mission Planning System (JMPS), System Segment Specification, Naval Air Systems Command, and the U.S. Air Force Electronic Systems Center

· Defense Information Infrastructure Common Operating Environment (latest series of documents)

· AR 380-19, Information Systems Security, 27 Feb 1998, Effective: 27 Mar 1998

· Joint Mission Planning System (JMPS), Interface Requirements Specification, Feb 2000

· C2 Enterprise Reference Architecture document, V3.0-14, 1 December 2002
· JMPS Business and Technical Rules, Mar 2004

· JMPS C4ISP architecture documents, offerors library

· Existing documents from JMPS website https://jmps.chinalake.navy.mil/
· XML Implementation Guidance (available on the HERBB -- http://herbb.hanscom.af.mil/ -- in the C4ISR Enterprise Directive Documents section), including usage of the DoD XML Registry (http://diides.ncr.disa.mil/xmlreg/user/index.cfm).  

b.  Handbooks:

· MIL-HDBK-245D, Preparation of Statement of Work, Apr 1996 (as guidance only)


c.  Other Publications:

· Paulk, Mark C., et al., Capability Maturity Model for Software, Version 1.1, Software Engineering Institute, CMU/SEI-93-TR-24, Feb 1993

· Paulk, Mark C., et al., Key Practices of the Capability Maturity Model, Version 1.1, Software Engineering Institute, CMU/SEI-93-TR-25, Feb 1993

· IEEE-STD-12207.0, IEEE Standard for Information Technology Software Life Cycle Processes

1.5  C4ISR Integrated Capabilities

1.5.1  Objective.  The Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) Enterprise leadership recognizes the need to harmonize the transformational Air Force and Office of Secretary of Defense (OSD) management approach toward delivering integrated and interoperable capabilities to the warfighter.  A number of directives have been created which describes integration goals and requirements for the C4ISR enterprise 

1.5.2  Overview.  The United States Air Force (USAF) intends to integrate its Command and Control (C2) systems into the USAF and Joint C2 Constellation.  The C2 Constellation will be a peer-based, network-centric, vertically and horizontally integrated family of systems.  The Air Force objective for the C2 Constellation is sensor-decider-shooter collaboration through machine-to-machine information exchanges of horizontally integrated, manned, unmanned and space-based ISR sensor data.  "Integrate" in this context means the process of bringing together the C4ISR activities, people, processes, and systems to:

· Work together in a highly flexible and seamless fashion to improve operational effectiveness and efficiency

· Eliminate stovepipes

· Streamline activities within the whole (e.g. seamless information flows)

The Air Force C2 Constellation has the following attributes: 

· A fully networked C4ISR capability that is fully interoperable with both legacy and joint C4ISR system

· Supports and contributes to a horizontally integrated C4ISR system

· Is capable of machine-to-machine decision support.

1.6  Product and Process Maturity.  The SEIC shall be required to have and maintain a Software Engineering Institute (SEI) Capability Capability Maturity Model (CMM) V1.1 Level 3 rating using the SEI CMM Software Capability Evaluation (SCE), CMM-Based Appraisal for Internal Process Improvement (CBA-IPI), or the Software Development Capability Evaluation (SDCE) methods.  The assessment/appraisal shall have been conducted by an independent team, led by a SEI certified Lead Assessor, external to the contractor’s performing Organization for the Mission Planning program.  A model considered herein to be equivalent or superior to the SEI CMM model, and therefore an alternative to the SEI CMM Model, is the SEI Capability Maturity Model Integration (CMMISM) (SE/SW/IPPD reference model, staged representation) using the Class A Appraisal Requirements for CMMISM (ARC) to achieve a Level 3 rating.
  The SEI Standard CMMISM Appraisal Method for Process Improvement (SCAMPISM) Class A assessment method
 satisfies all of the ARC requirements for Class A appraisals and is the Government’s preferred assessment method. 

 1.7 Product and Process Maturity Flow Down.  The contractor shall ensure that major subcontractors and interdivisional participants are compliant with SEI CMM V1.1 Level 3 (staged representation) or higher; alternatively the SEI CMMI V1.1 Level 3 or higher (SE/SW/IPPD reference model, staged representation) at contract award.  For this requirement, the Government defines “major” subcontractors as a subcontractor that develops a product or major component of the product that is built to their internal standards and processes for delivery to the prime contractor for integration into the system.  Non-major subcontractors would be minor vendors or those that are participating on a prime contractor’s development team using the prime contractor’s processes as tailored for the Mission Planning program.  The contractor shall define, flowdown, and maintain the appropriate team processes that will be used to accomplish the SEIC work.  This team shall meet the requirements of SEI CMM V1.1 Level 2 or higher (staged or continuous representation) or CMMI V1.1 Level 2 or higher (SE/SW/IPPD, staged or continuous representation) within sixty (60) days after contract award.  

2.0  Systems Engineering.  The contractor shall support Mission Planning Enterprise systems engineering activities including: (1) System requirements; (2) architecture and design; (3) product line evolution; (4) engineering management including, data modeling, quality assurance, supportability analysis, and maintainability analysis; (5) Configuration Management; (6) operations capability; (7) security; (8) developer support., and (9) advanced technology.

2.1  System Requirements.  The contractor shall define CC requirements document (CDRL XXX) in accordance with a Government-provided roadmap. The contractor shall identify recommended improvements or modifications to the roadmap, if schedules are deemed unattainable. The contractor shall identify new or modified capabilities needed in the JMPS Framework to support CC developer and/or UPC developer and legacy system needs or to support migration to a more Service Oriented Architecture (SOA). Identified capabilities shall be documented and maintained in the JMPS Knowledge Repository.  The contractor shall provide clear, concise, efficient, and fully integrated engineering solutions with focus on mission planning priorities and comprehensive risk management. The contractor shall perform the following technical and management tasks to identify and ensure commonality (software and processes) across the Mission Planning Enterprise and prevent duplication of effort. The contractor shall use a disciplined configuration and requirements management system. The contractor shall use the ESC preferred requirements management tool, Requirements Traceability Management Tools (RTM) for documenting, tracing and management of system level requirements tools.  The contractor shall document the impact for utilizing the Requirements Traceability Management tool for documenting, tracing, and managing system level requirements.  The contractor shall ensure the requirement process is documented, maintained and consistent with the ESC core process definitions.
2.1.1  Change Tracking.  The contractor shall develop, implement and maintain current data with an automated electronic mechanism compatible with existing government tracking systems to track changes to the JMPS system.  This shall include a means to automatically inform JMPS developers of changes to impacted components.  The contractor shall coordinate changes to public component interfaces through a Component Interface Control Working Group (CICWG) established and maintained by the contractor. In addition, JMPS external interface changes shall be coordinated with external system developers (e.g., Global Command and Control System (GCCS), Theater Battle Management Core System (TBMCS)). The interfaces for TBMCS include the Air Tasking Order and the Government developed Intelligence Interface Control Document, (CDRL XXX).  The contractor shall document and maintain the Air Tasking Order Interface Control Document. The contractor shall document and maintain the interfaces for Weather in the Weather Interface Control Document, (CDRL XXX). The contractor shall document and maintain operations data in the Operations Interface Control Document (CDRL XXX). The contractor shall exchange information on the external interface information with the COAC council.

2.1.2  Common Software Requirements Specification Analysis.  The contractor shall collect and analyze existing CC SRS-level requirements.  The contractor shall determine if the formats are consistent and shall provide updated recommendations to the associated Contract Data Requirements List CDRL, where appropriate, to support future procurements.  Recommendations shall be documented in the JMPS Knowledge Repository.

2.1.3  Key Performance Parameters.  The contractor shall allocate Key Performance Parameters (KPPs), provided by the Government from the AF AFMSS, Navy and Army Operation Requirements Document (ORDs) located in the offerors library, to documentation requirements (e.g RTM) for traceability purposes.  Allocation results shall be documented in the JMPS Knowledge Repository.

2.1.4  Requirements traceability.  The contractor shall develop, implement, and maintain current data in a system to trace requirements from a Service Operational Requirements Document (ORD) to test procedures in accordance with a Requirements Management Process.  Traceability shall be maintained at every step: ORD, to Use Case, to SRS, to Interface Requirements Specifications (IRS), to Interface Design Descriptions, to Component Test Plans/Procedures, to Interface Control Documents, to System Test Plans/Procedures.  Traceability results shall be documented in the JMPS Knowledge Repository.

2.2  Architecture and Design.  The contractor shall develop and implement an approach for assessing and managing the evolution of the JMPS architecture. The contractor shall review and extend approved existing artifacts including the following: (1) Object Model, (2) Top-level Architecture, and (3) Data Architecture (CDRL A010, A012).  The contractor shall evaluate new CC applications for adherence to architectural business and technical rules. The contractor shall identify, document and status CC compliance or non-compliance with Business and Technical rules in the Knowledge Repository and report results to the Government. The contractor shall deliver architecture in the form of an integrated Object Model using Unified Modeling Language (UML) notation in Rational Rose Tool while ensuring interoperability of model with System Architect used to capture the C4ISP product views (CDRL A012).

2.2.1  Interdependency Analysis.  The contractor shall define CC interdependencies and provide a technical view of CCs including data requirements across interfaces in the JMPS Object Model in Rational Rose.  The interdependency analysis should be compliant with C4ISR Architecture Framework and the CC specification template. The CC specification template shall be used as a basis for developing the interdependencies for the CCs.  The contractor shall use this information as a means of determining new interfaces and modifications to existing interfaces.  The contractor shall refine the JMPS integration schedule based on outcome of architecture/interdependency analysis (Contract Data Requirements List (CDRL) A005).

2.2.2  Interface Definition.  The contractor shall develop a description of the new or modified interfaces identified in Section 2.2.2.1 and shall maintain the Interface Control Documents (ICD) and enter the descriptions into the JMPS Knowledge Repository.

2.2.2.1  External Interface Analysis.  The contractor shall review and modify existing CC architecture diagrams. The contractor shall recommend candidates for enhanced automated interfaces to such as: Air Tasking Order (ATO), Common Route Definition (CRD), and Web Services to external systems (e.g TBMCS, GCCS). Recommendations shall be documented in the JMPS Knowledge Repository.

2.2.3  Technical Standards.  The contractor shall provide technical component design standards to CC and UPC contractors regarding how they should develop components to be compatible with the JMPS architecture. In addition, the contractor shall provide technical design standards for the Common Operating Environment (COE), User Interface, and Windows Logo Compliance (CDRL A011) and document and maintain in the Knowledge Repository.

2.2.4  Performance Analysis.  The contractor shall chair the Performance Working Group. The contractor shall determine and recommend ways to improve JMPS performance.  The contractor shall determine the relationship of KPPs to the components in the architecture and shall develop and design tools and strategies for improvement of performance. Strategies shall be documented in the JMPS Knowledge Repository.  The contractor shall review and recommend updates to the existing metrics document.

2.2.5  Component Design Support.  The contractor shall attend CC design reviews and identify, document and report to the component developers and government, guidance after review of the component developer design to help ensure architecturally correct use of the Framework and CC components and to avoid duplication of Framework and CC functionality (CDRL A011).

2.3  Product Line Evolution.  The contractor shall analyze Government-provided roadmaps and shall produce a consolidated JMPS Roadmap (CDRL A005). Based on the consolidated roadmap, the contractor shall build a phased approach for activities and products across the Mission Planning Enterprise and document their implementation in an Integrated Master Plan (IMP) (CDRL A014).  The contractor shall develop and execute an approved technology insertion plan, including, but not limited to development environments and operating system upgrades.

2.4  Engineering Management.  The contractor shall support engineering management activities. Activities shall include, but are not limited to: (1) Configuration Management of JMPS artifacts and baselines, (2) development of management metrics, (3) implementation of a Knowledge Repository, and (4) software component management.

2.4.1  Engineering Tracking Metrics.  The contractor shall modify the government provided metrics document. The contractor shall modify existing government metrics document, propose, and document a set of metrics for effectively managing and controlling systems requirements, architecture, interfaces and integration for the SEIC effort.  The contractor shall modify existing government metrics document, propose and document a set of metrics for managing and controlling software analysis, design, development, performance and test efforts for Mission Planning Enterprise (including FW, CCs and UPCs). The metric format shall contain a description, measurement, utilized, responsibility and frequency for collecting the documented metrics through the knowledge repository.  The contractor shall obtain government approval of the metrics document. (CDRL A008).

2.5  Configuration Management.  The contractor shall implement a CM process for JMPS artifacts and Framework, CCs and Mission Planning Environments (MPEs) baselines in accordance with a Government-approved Configuration Management Plan (CDRL A015).  The contractor shall use a CM tool that allows building multiple releases (e.g.  engineering , system and operational releases  for Framework, CCs, and Mission Planning environments.(AF specific)

2.5.1  Knowledge Repository.  The contractor shall design, develop, implement and maintain currency for the Mission Planning Enterprise Knowledge Repository.  The Knowledge Repository will be built and maintained as one part of the content management application known as Mission Planning Central.  The contractor shall be responsible for populating and maintaining the content in the Knowledge Repository.  For potential contents the current JMPS website https://jmps.chinalake.navy.mil/ can be used as a reference, however, however, this content will be migrated to Mission Planning Central and re-organized in accordance with the content areas within Mission Planning Central.  The contractor shall enable Government and Government-approved staff from multiple companies secure read and/or write access to the Mission Planning Enterprise Knowledge Repository as appropriate for their role in the Mission Planning Enterprise.  The potential content at a minimum shall include: project archives, project schedules, project status/metrics, project and enterprise architecture information, project requirements and technical designs, project teams, work programs, customers by project, contact information, budgets, demos, Deficiency Reports (DRs), project risks, announcements, action item tracking, document repository and frequently asked questions (FAQs). Knowledge Repository will support items such as limited e-mail archive, critical meetings, questions, critical meeting minutes, briefings, trip reports, contact reports, project profiles, customer profiles, and staff profiles (CDRL A013).

2.5.2  Software Component Management.  The contractor shall define and document a process to register JMPS software components.  The contractor shall define the initial integration schedule for receipt of components. The contractor shall identify, document and enforce delivery of requirements for CC providers. The contractor shall identify and catalog data rights and software for all deliverables including commercial off-the-shelf (COTS), Government off-the-shelf (GOTS), non-development items (NDI), and developed items.  This information shall be documented in the JMPS Knowledge Repository.

2.6  Security.  The SEIC facility and personnel shall support handling and transmission of information up to and including TOP SECRET/SPECIAL ACCESS REQUIRED (TS/SAR) information.

2.6.1 System Security. The contractor shall be the focal point for all security issues in the enterprise. The contractor shall provide direction based on Security Regulations (both network and classified data).  The contractor shall be responsible for researching, documenting, creating processes, and procedures to ensure adherence to the Security Regulations by all developers of Mission Planning Systems. This will include working in conjunction with the MAJCOMs, developers, and users to ensure the needs of all involved parties are met with in the framework of security. The contractor shall be responsible for ensuring all paperwork, software, and systems from concept through de-commissioning meet all security regulations (Department of Defense, Federal, local and Air Force – as required). The contract shall develop all security processes, time lines for implementation in different systems, decomposing new and existing regulations into workable requirements, informing developers of changes in policy, and training developers in compliance of the requirements. The contractor shall also oversee all testing of products for adherence to requirements from development testing through Formal Qualification Tests to Operational testing, to include independent “penetration” testing of the systems for security holes.  The contractor shall provide a JMPS vulerability assessment (CDRL XXX).  The contractor shall make modifications to the JMPS Security Target  (CDRL XXX).
2.7  Operations Capability.  The contractor shall oversee the development of Mission Planning Environments (MPEs) as legacy systems migrate to the JMPS Framework through attending UPC design reviews and documenting recommendations for compliance with JMPS architecture, standards and certifications.    The contractor shall define and document UPC certification report for OSS&E compliance.

2.8  Advanced Technology.  Synchronized Air Power Management.  The contractor tasking shall include supporting the SAPM initiative. This includes:
· The contractor shall validate the selection, design and development associated with the core workflow management system and its ability to incorporate multiple different process models.

· The contractor shall validate the presentational and control elements of the system. The presentational elements provide operational status of each of the systems with which different SAPM processes interact,  a visual representation of each of the managed processes. The control elements of SAPM are used for configuration and administration of the workflow engine and support components.

· The contractor shall insure that the design of operational data store will allow synchronization between multiple servers.

· The contractor shall insure that the workflow engine, the presentational framework, and the operational data store can be scaled to meet current and anticipated future needs of the Air Force.

· The contractor shall also integrate additional domain(s)/system(s) into the initiative, insure system is capable of being deployed, and lay the groundwork for tying the SAPM lab to other labs around the country. (AF specific)

2.9  Integrated Development Environment.  The contractor shall design, and document in the JMPS Knowledge Repository, a centralized problem reporting process for all phases of the software development lifecycle. The contractor shall build, manage and  an integrated development environment, which is a mission-planning portal to support the delivery of MPEC software to an Integrated Development Environment.  The contractor shall specify the best approach for linking the existing Knowledge Repository to the Integrated Development Environment.  The contractor shall define a vision document describing the scope/role of the Integrated Development Environment in relation to the Knowledge Repository.  The contractor shall build an automated Mission Planning Central repository for Mission Planning Enterprise developers to check in and out source code on a daily basis as engineering releases that are provided ultimately as releases.  The Mission Planning Central shall be built for distributed government and contractor users, whereby government Mission Planning Sustainment team will make deliveries to the Mission Planning users and developers will make code deliveries.

3.0  System Software Integration & Test.  The contractor shall perform the activities outlined in Sections 3 - 3.1.9 in support of system integration and test.

3.1  System Software Integration.  The contractor shall develop integration plans including a description of the process for component deliveries to an integration facility (or virtual facility over the Web) (CDRL A016).  The contractor, with Government review and approval, shall define integration responsibilities for all contractors and agencies involved in the Mission Planning Enterprise.  The contractor shall identify a Point of Contact (POC) for each CC.  The contractor shall provide horizontal integration defined as integration CCs to CCs and FW to CCs.  The contractor shall provide integration of Software Development Kits (SDKs) and Wizards with the Framework and/or the extension/maintenance of the existing Generic Unique Planning Component (UPC) (CDRL A002, A018). (AF specific) Per latest Dr. Samburs memorandums, “Contractors responsibility to install and integrate subsystems and components whether GFP or commercially acquired without resultant degradation of performance of any such item is in addition to and not in substitution of its responsibility to insure the total system will meet all requirements of the system specification.”

3.2  System Software Test.  The contractor shall perform JMPS system test activities including regression test.  This participation shall include the development of system test plans and procedures (CDRL A016, A017).  The contractor shall develop a methodology to implement a component-based testing process that meets OSD-DOT&E guidelines for conducting OT&E for software-intensive system increments.  The contractor shall obtain and use the Build and Test Harness.   The build and test harness requirements address an integrated, automated build-and-test capability that can be used by JMPS all component developers under the Mission Planning Enterprise Contract (MPEC) for unit-level test, by the System Engineering and Integration Contractor (SEIC) for integration-level testing and by independent test organizations for system-level testing.
3.2.1  Generic Test Procedures.  The contractor shall develop and design a generic test procedure to validate UPC/CC/Framework configurations.  The contractor shall tailor this generic UPC test procedure for initial single aircraft. (CDRL A016, A017).

3.2.2  Technical Guidance and Design Patterns.  The system shall adhere to the following technical design patters to achieve Enterprise interoperability 3.1.4 – 3.1.9.

3.2.3  Extensible Markup Language (XML).  Information exchanged across system boundaries shall be available in XML format.  As noted in the XML Implementation Guidance document (available on the HERBB -- http://herbb.hanscom.af.mil/ -- in the C4ISR Enterprise Directive Documents section), including usage of the DoD XML Registry (http://diides.ncr.disa.mil/xmlreg/user/index.cfm). XML information that is customarily exchanged using a well-known open standard format (for example, JPEG) does not have to be made available in XML.  XML implementation shall be in accordance with direction set forward in the XML Implementation Guidance.  The contractor shall use XML as a mechanism for exchanging data between JMPS and external systems (e.g. TBMCS Unit-Level).

3.2.4  Internet Protocol (IP).  All digital information exchanges across system boundaries shall be done via packets that are formatted in accordance with commercial Internet Protocol (IP) standards version 6 (IPV6). Any subsequent changes to the IPV6 standard shall be supported with minimal effort, while maintaining interoperability with IPV4.  

3.2.5  Universal Resource Locator (URL).  All external interfaces to the system shall be identified by a URL, using the URL syntax as defined in W3C (http://www.w3.org/) RFC2396.  Viewable resources shall be accessible via web browser, using HTTP(S)/HTML.

3.2. 6 Technical Architecture for C4ISR Enterprise Integration. The system shall have an open architecture that employs commercial off-the-shelf/Government off-the-shelf (COTS/GOTS) hardware and software as well as newly developed software, in a manner compliant with the C2 Enterprise Reference Architecture (C2ERA) and associated published design patterns or implementation guidance to achieve Enterprise interoperability.  The contractor shall also ensure that the JMPS architecture supports an open system approach, allows for the addition of future capabilities or other changes without major rework of the architecture or basis system design, and accommodates future technology improvements/refresh over time. Node Information Services (NIS). When implementing XML-based services on Nodes, the system shall conform to the technical guidance contained in Node Information Services - Guidance for Implementing Web Services on C2 Nodes. http://www.herbb.hanscom.af.mil/Hot_Buttons/Node_Information_Services-3_2.do

3.2.7 Software Reuse.  T The contractor’s approach to software reuse shall be supportive of open systems, C2ERA, and human-machine interface (HMI) architectures and shall not conflict with key performance parameters established for the proposed system.  The buy versus build analysis shall implement specific software development methodologies that explicitly identify reuse activities as well as verification processes. A reuse plan shall be developed and include methods for evaluating the products for potential reuse both from other sources for use in the system under development as well as using developed resources as reusable components for other systems.  The contractor shall conduct a “buy versus build” analysis for major software components.  This analysis shall take into consideration criteria such as:

· User satisfaction
· Risk to schedule

· Consistency with architecture 

· Best value to the Government

· Data rights

· Software and documentation maturity

· Maintenance strategy

· State of technical innovation

· System-specific factors

3.2.8 Network Centric Data Strategy.  The DoD Net-Centric Data Strategy provicdes a clear enabler of the DoD’s transformation by establishing the foundation for managing the department’s data in a net-centric environment.  The key attributes of the strategy include:

· Ensuring data are visible, available and usable when needed and where needed to accelerate decision-making.

· “Tagging” of all data (intelligence, non-intelligence, raw, and processed) with metadata to enable discovery of data by users.

· Posting of all data to shared spaces to provide access to all users except when limited by security, policy or regulations.

· Advancing the department from defining interoperability through point to point interfaces to enabling “many-to-many” exchanges typical of a network centric data environment

The contractor shall be network centric compliant with DoD Net-Centric Data Strategy dated 9 May 2003.   The contractor shall be compliant with the OSD/NII Net-centric checklist dated 6 February, 2004, version 2.

4.0  Enterprise/Increment Management.  The contractor shall support enterprise and Increment management activities as specified in Sections 4.1 – 4.1.3.4.

4.1  Working Groups - MPEMT Membership and SEIT Support.  The contractor shall operate as an integral member of the Government MPEMT and SEIT. The contractor shall participate in SEIT setup and shall help identify and mitigate organizational conflict of interest (OCI) issues, if any.  The contractor shall support a kickoff meeting and a post award conference at contractor facilities.  The contractor shall construct an inventory of Government-furnished information (GFI) and provide the inventory to the Government.  The contractor shall prepare and maintain a Data Accession List (CDRL A013) listing all data generated under the contract and its location in the electronic Knowledge Repository.

4.1.1  Establish Contractor Agreements.  The contractor shall establish Associate Contractor Agreements (ACAs) with CC and UPC development contractors and the MPSC support contractor as required to perform SEIC SOW tasks.

4.2  Enterprise Management - Increment Management.  The contractor shall support Government management of the Mission Planning Enterprise to the extent specified in this SOW. The contractor shall implement a management system that uses leading, rather than lagging, indicators to capture technical, schedule, and cost performance risks.  The leading indicators shall provide early warning of problematic trends such that proactive management actions may be implemented to prevent adverse impacts.  The contractor shall monitor/analyze progress, including status reporting and resolution of schedules, enterprise roadmap, metrics associated with systems engineering and development across the enterprise.  The contractor shall support the Government in refining Mission Planning Enterprise roles and responsibilities to include participation in process definition, documentation, employment, and measurement.  The contractor shall support Mission Planning Enterprise risk management activities as a part of the Government risk management team. The contractor shall define risks associated with near-term SEIT managed activities, define risk mitigation plans, and document risks including presentation of risk management status at SEIC Program Management Reviews (PMRs). The contractor shall develop a SEIC Transition Plan in accordance with the Straw man Transition Plan located in the offerors library.
4.2.1  Process Definition and Execution.  The contractor shall support Mission Planning Enterprise process definition and management.  The contractor shall design and document a CM process for managing multiple baselines (CDRL A015). The contractor shall review the existing JMPS Systems Engineering Management Plan (SEMP) and make recommendations to support future mission planning development (CDRL A001).  The Short-term SEIC and Government teams have evolved several processes for the enterprise over the past year and the contractor shall utilize existing processes and make recommendations to the existing process definitions for  Requirements Management, Mission Planning Environment Assembly, Enterprise Integrated Master Schedule (IMS) and Technology Insertion processes.  The contractor shall identify, recommend and obtain approval for development of additional processes deemed necessary to management the Mission Planning Enterprise.

4.2.2  Integration Schedule.  The contractor shall define and document a phased approach for performing activities and developing products across the enterprise and document it in an Integrated Master Schedule (IMS) (CDRL A005).  The contractor shall monitor/analyze progress, including status reporting and resolution of schedules, enterprise roadmap, metrics associated with systems engineering and development across the enterprise. This analysis shall include analysis of product quality, supportability, and maintainability. In addition, the contractor shall provide a SEIC program schedule identifying tasks, resources and key milestones and document as a SEIC Program Integrated Master Schedule (IMS) (CDRL A005). Both, the Enterprise and SEIC Program Integrated Master Schedules (IMS) shall be posted on the Knowledge Repository.

4.2.3  SEIC Program Management.  The contractor shall establish and maintain a management system that provides the status of cost, schedule, risk, and performance objectives of this SOW, including any corrective actions resulting from meetings, reviews, and system testing.  Upon request by the Government, the contractor shall prepare and submit change proposals to reflect redirection of the contracted effort (CDRL A004).  The contractor shall be prepared to support a multitude of priority tasking based on the needs of the Government.  The contractor shall assist government by defining the “priority task” define milestones, update Integrated Master Schedule and define any cost and schedule impacts associated with the priority tasking.

4.2.4  Earned Value Management.  The contractor shall prepare, and work in accordance with, a Government-approved Contract Work Breakdown Structure (CWBS) (CDRL A019).  The contractor shall prepare a CWBS dictionary that delineates the tasking to be performed, the groups performing the tasks, and the expenditures on all tasks (CDRL A019).  The contractor shall use an Earned Value Management System (EVMS) including metrics for management of assigned work.  The contractor shall assign resources to the IMS at the CWBS level (CDRL A005).  The contractor shall maintain the CWBS and CWBS dictionary for all work performed.  The contractor shall produce a Cost Performance Report (CPR)  (CDRL A009) (DI-MGMT-81467) in accordance with the CDRL.  The CPR shall  provide visibility at the control account level and correlate to the CWBS.

4.2.5  Program Management Reviews.  The contractor shall prepare for, and conduct, integrated cost, schedule, and technical performance reviews as a part of a quarterly PMR to be held at contractor facilities.  The contractor shall “address key systems engineering processes and practices during all future PMRs,” per latest Dr. Sambur memorandums.

4.2.6  Subcontractor Management.  The contractor shall establish and maintain a subcontractor management program.  The contractor shall monitor the status of the subcontracted effort through status reports, progress schedules, and metrics, including earned value.  The contractor shall incorporate subcontractor status and earned value in the contractor’s CSSR as detailed in Section 4.3.5.

5.0  Facilities.  The contractor shall provide all facilities necessary to perform contract tasks.  Contractor facilities shall be capable of handling discussions and storing data up to and including TOP SECRET/ SPECIAL ACCESS REQUIRED (TS/SAR) information.  

6.0  Support & ODC.  The contractor shall perform ODC support activities as specified in Sections 6.1 – 6.4.
6.1  Mission Planning Sustainment Support.  The contractor shall develop a methodology to implement Performance Based Logistics. (PBL).  This methodology must apply to new, legacy or modified mission planning systems.  Logistics support must be effective and efficient and the resources required to fulfill logistics requirements, including time, must be minimized.  The contractor shall provide supportability analysis and maintainability analysis to the Mission Planning System Support Facility on all mission planning systems. This includes hardware and software. The contractor shall make recommendations on new hardware solutions that are flexible to take advantage of the hardware technology that is available today and meet Air Force, Army and Navy Hardware requirements.  The contractor shall provide recommendations on security and accreditation of Mission Planning systems.  Provide industry insight on the Product Support Management Plan. 
6.2  Developer Support.  The contractor shall staff trainers, which shall provide regularly schedule developer training on the JMPS software.  The contractor shall provide Software Development Kits(s), and Wizards for use by UPC developers.  The contractor shall provide a developer helpdesk for handling UPC developer questions.  The contractor shall provide a UPC developer site for posting relevant JMPS artifacts.
6.3  Contractor Travel.  Working group (e.g. CC) meetings are the most efficient approach

to completing the tasks (e.g requirements definition) in a timely manner.  The working group meetings will be held at various Government and contractor facilities around the country.

6.4  Studies.  The contractor shall perform special studies as directed by the Government (CDRL A010).

6.4.1  ACFP HPT Support.  The contractor shall support the ACFP High Performance Team formed to analyze options for the ACFP Accelerated Migration to JMPS.  Tasking shall include investigation of system architecture and near term migration options, identification of functionality that can be migrated to JMPS in the near term, formulating an approach for the near term migration and providing estimates of effort required for migration.  Support for long-term migration shall include performing a high-level requirements allocation and providing high level estimates of effort required for requirements allocated to JMPS components. (AF specific)

6.4.2  Life Cycle Upgrade.  The contractor shall support definition of a flexible hardware solution to support the Life Cycle Upgrade (LCU) C2.3.  The H/W solution should be flexible to take advantage of the hardware technology that is available today and meet ACC H/W requirements.  Tasking shall include having hardware systems engineers canvas the relevant constituencies for any possible requirements that may have been missed to date, where relevant constituencies would include all the platforms still supported by C2.2.d and ACC. (AF specific)
� � HYPERLINK "http://www.sei.cmu.edu/publications/documents/01.reports/01tr034.html" ��http://www.sei.cmu.edu/publications/documents/01.reports/01tr034.html�





� See page III-62, HANDBOOK CMU/SEI-2002-HB-002, Standard CMMI Appraisal Method for Process Improvement (SCAMPI), Version 1.1: Method Implementation Guidance for Government Source Selection and Contract Process Monitoring





*Note: All paragraphs should be considered joint unless otherwise stated
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