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1 Scope

1.1 Identification

This capability specification describes the requirements for the Global Air Traffic Management (GATM) Common Capability (CC) of the Joint Mission Planning System (JMPS).  This specification identifies the relationships and dependencies of the GATM component with other Common Capabilities identified for JMPS and serves as the basis for development and qualification of the GATM Common Capability.  

1.2 Purpose

In many parts of the world today, the continuing growth of commercial air traffic is running up against limits brought on by the overuse of aviation resources. Air corridors in Europe and on transoceanic air routes are operating at maximum capacity.  Civil Aviation Authorities (CAA) are working these challenges on two levels—near-term incremental improvements and long-term visionary changes. Each country has a CAA. The United States CAA is the Federal Aviation Administration (FAA).  Near-term solutions focus on better utilization of resources such as airspace, frequency spectrum, and improved performance of air traffic control facilities.  Long-term visionary changes, such as free flight, could fundamentally change the current civil aviation business process model.  CAA policies and standards are driving near-term improvements and migration toward long-term objectives. This initiative is referred to as Communication Navigation Surveillance/Air Traffic Management (CNS/ATM).  

Implementation of the U.S. Air Force’s vision, Global Reach/Global Power, requires the ability to rapidly deploy armed forces to major regional conflicts anywhere in the world, and to sustain these forces for as long as it takes to resolve these conflicts. To achieve this goal and accomplish rapid deployments while at the same time minimizing costs, the Department of Defense (DoD) has adopted a solution that makes extensive use of CNS/ATM.  The DoD calls its initiative Global Air Traffic Management.  DoD aircraft equipped with avionics that are GATM compliant will be able to use CNS/ATM capabilities such as Required Navigation Performance for Area Navigation (RNP RNAV) and Reduced Vertical Separation Minimum (RVSM). These capabilities make possible improved flight safety, lower fuel costs, and quicker turn times. GATM is a shift from Air Traffic Control (ATC) to Air Traffic Management (ATM) and will provide aircrews with an enhanced navigational capability. In order to accomplish this, the pilot’s, the ATC’s and the equipment’s interpretation of the flight plan must be the same.

Use of CNS/ATM capabilities will differ from aircraft type to aircraft type based on the missions flown by those aircraft.  Transport, executive, and refueling aircraft that typically fly in heavily traveled regional and transoceanic corridors will be required to have certain CNS/ATM capabilities near term and will likely implement many more capabilities in the long term. Tactical aircraft, helicopters, carrier based aircraft, and certain special use aircraft may not be required to comply with many of the CNS/ATM capabilities or may be able to delay implementation until well into the future.

The widespread deployment of area navigation (RNAV) systems and the advent of Global Positioning System (GPS) based navigation have led to greater flexibility in defining routes and procedures. Airspace design is now possible with an increase in flight safety.  The purpose of GATM is to preserve operational readiness and DoD aviation access to controlled airspace and global aviation routes by equipping DoD aircraft to meet the emerging requirements of the worldwide air navigation system.

DO-200A, Standards for Processing Aeronautical Data, states: 

“When the achievement of data quality depends upon the quality of data obtained from a previous participant, then either the data accepted from the previous participant must be validated to the required level, or an assurance of data quality must be sought from that previous participant.  For this type of aeronautical data, there is no benchmark against which the quality of the data accepted from a previous link can be validated.  The need to obtain assurance of the data quality will therefore normally flow back through the system until it reaches the originator of each data element.  Consequently, reliance must be placed upon the use of appropriate procedures in every stage of the process.”

JMPS navigational data will be a key component of a GATM compliant solution.  A common JMPS component will be responsible for providing a verifiable way of retrieving protected Digital Aeronautical Flight Information File (DAFIF) data. In order to be GATM compliant, the system must provide a data path that can be protected and verified at every step, from reading the data from the DAFIF data disk to displaying the data in the aircraft.  The JMPS GATM CC will be responsible for providing protected, certified data to each aircraft Unique Planning Component (UPC) within the JMPS framework.  The aircraft UPCs will be responsible for providing a verifiable way to store the DAFIF data on the Data Transfer Device (DTD).  The onboard aircraft components will be responsible for verifying that the DAFIF data is uploaded correctly, protected, and uncorrupted before being used by the onboard navigational systems.

The DAFIF data maintained by the National Imagery and Mapping Agency (NIMA) is verified to be accurate, of the necessary resolution and assurance level, traceable, timely, complete, and in the required format.  Any operation or translation performed on the DAFIF data by JMPS must be verified to prove that the operation did not corrupt or otherwise change the integrity of the original DAFIF data.  Additionally, steps must be taken to ensure that protected data has not been corrupted during storage or transfer.  (Note that even in the event that the data obtained from NIMA in the DAFIF is incorrect, the GATM CC is required to maintain the integrity of the data.)

The core of the challenge is data integrity, ensuring that the output is the data that is desired.  Verification tools will need to be developed that not only ensure the process has properly transformed the data, but also that the process has produced the appropriate data.  Special attention will need to be devoted to developing software processes which rely on focused, definitive error handling to ensure that only the desired data is accessed, transformed and passed on.  

The objective of the GATM CC is to meet the challenge of ensuring data integrity by specifying functionality that complies with applicable recognized GATM standards and guidelines in the RTCA DO-200A, RTCA DO-201A, RTCA DO-236A, AFPD 63-12 and the Functional Requirements Document (FRD) for Required Navigation Performance (RNP) Area Navigation documents.

1.3 Document Overview

This specification consists of the sections described below:

Section 1 (Scope) identifies this document, provides an overview of the common capability, its use and an overview of the document's organization and contents.

Section 2 (Reference Documents) lists documents that are either referenced in this document or applicable in developing this document and implementing the common capability.

Section 3 (Operational Overview) identifies the common capability within the operational context.  It identifies organizations and their interaction as it pertains to the function of the common capability.

Section 4 (Capability Overview) specifies the capability requirements and identifies the intended use and interdependencies of the capability within the context of the JMPS system.

Section 5 (Capability Prioritization) recommends prioritization of functionality for achieving the required capabilities in an incremental manner and supporting the dependencies of larger JMPS evolution plan.

Section 6 (Design Constraints) provides the constraints that must be considered when developing the Common Capability.

Section 7 (Notes) provides the Glossary of terms and the list of Acronyms used in this document.

1.4 Common Capability Requirements Document

The following contains the overarching Common Capability Requirements Document (CCRD) for GATM CC.  Changes and updates will be made as necessary to support the evolving Common Capabilities.

GATM

COMMON CAPABILITIES REQUIREMENTS DOCUMENT

MERGED
Definition:  Provide the mission planner with the capabilities to develop missions that are GATM compliant as defined in the Air Mobility Command (AMC) Concept of Operations and the Capstone Requirements Document for GATM.
Program Objectives:

· Comply with the applicable sections of RTCA DO-236A, “Minimum Aviation System Performance Standards: Required Navigational Performance for Area Navigation”

· Comply with the applicable sections of RTCA DO-200A, “Standards for Processing Aeronautical Data”

· Comply with the applicable sections of RTCA DO-201A, “Standards for Aeronautical Information”
2 Reference Documents

· AFPD 63-12, Assurance of Operational Safety, Suitability and Effectiveness

· AFI 63-1201, Assurance of Operational Safety, Suitability and Effectiveness

· AFPD 63-13, Assurance of Global Air Traffic Management Certifications

· AFI 63-1301, Assurance of Global Air Traffic Management Certifications
· Chief of Naval Operations Functional Requirements Document (FRD) for Required Navigation Performance (RNP) Area Navigation, 26 November 2002

· Combat Identification Capstone Requirements Document (CID CRD) – Joint Forces Command (JFCOM), 19 March 2001

· Operational Requirements Document (ORD) for Joint Mission Planning System - MARITIME (JMPS-M) ACAT IVT, 15 June 2003
· Operational Requirements Document TAF 312-87-I/II/III-B (Revision 3) for Air Force Mission Support System (AFMSS) ACAT IAC, Undated

· Security Target for the Joint Mission Planning System (JMPS), Version 1.1f, 27 November 2002

· AMC Concept of Operations, 3/30/01

· Capstone Requirement Document for Global Air Traffic Management, USAF 003-97

· GATM Phase II Capstone Requirements Document, Annex to GATM CRD, USAF 003-97, 7 June 2000

· RCTA/DO-178B, Software Considerations in Airborne Systems and Equipment Certification, 1 December 1992

· RCTA/DO-200A, Standards for Processing Aeronautical Data, 28 September 1998

· RCTA/DO-201A, Standards for Aeronautical Information, 19 April 2001

· RTCA DO-236A, “Minimum Aviation System Performance Standards: Required Navigation Performance for Area Navigation” 13 September, 2000

· RTCA DO-248B, ‘Final Annual Report for Clarification of DO-178B “ Software Considerations in Airborne Systems and Equipment Certification”’

· AC 90-RNP RNAV, Operational Approval For Required Navigation Performance Area Navigation (RNP RNAV).  DRAFT

· GATM-IRS-1001, Interface Requirements Specification (IRS) For The Digital Aeronautical Flight Information File (DAFIF) Data Region, November 2002

· NIMA Seventh Edition, Digital Aeronautical Flight Information File (DAFIF) Data Dictionary Seventh Edition, May 2001

· RFP N00019-98-C-0183/P00003 PID number 19-00-P1-TJ002, Section J, Attachment 1, Joint Mission Planning System (JMPS), Statement of Objectives, Version 5.6, 2 Mar 99.  URL: http://jmps.chinalake.navy.mil
· RFP N00019-98-R-0004, Attachment 2, Specification Guideline for the Joint Mission Planning System (JMPS), JMPS-SG-v4.0, 15 May 98 

· Defense Information Infrastructure Common Operating Environment, (latest series of documents).  URL:  http://diicoe.disa.mil/coe/ or http://diides.ncr.disa.mil/shade/index.cfm
· Joint Mission Planning System (JMPS), Interface Requirements Specification, Version 1.04, 31 January 2003

· Joint Mission Planning System (SSS) System/Subsystem Specification, Version 1.11, 18 March 2002

3 Operational Overview

The JMPS GATM CC will be responsible for providing, within the JMPS framework, a verifiable way of retrieving and maintaining validated Digital Aeronautical Flight Information File Tab-delimited (DAFIFT) data as well as providing validated, certified data to each aircraft UPC.  In order to be GATM-compliant, the system must provide a data path that is protected and verifiable at every step—from reading the data from the DAFIF source (e.g., disk) to displaying the data in the aircraft.  

The GATM CC will supply utilities to validate data using Cyclic Redundancy Checks (CRC). It will also provide a read-only programmatic interface for other components to utilize to obtain filtered DAFIFT data.
JMPS will receive GATM-compliant DAFIF data from NIMA.  When the DAFIFT data is imported and stored in a database, the GATM CC will perform a Cyclic Redundancy Check (CRC) to ensure the data has not been modified or corrupted during the operation.  The Mission Planner will request the Aircraft UPC create a GATM compliant Data Image of the Navigation Data.  Part of this processing involves the retrieval of DAFIFT data by the GATM CC and can involve a filter to further specify a subset of DAFIFT data to be used in the image creation. When the aircraft UPC generates and transfers the Air Vehicle (AV) ICD or DTD image, the GATM CC will verify that the DAFIF information in the image is still GATM-compliant.
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Figure 3‑1  GATM CC High Level Operational Concept
The actors and their roles associated with this Common Capability are defined in the following table.

Table 3‑1 Actor Roles

	Actor
	Role

	Aircraft UPC
	Creates the Data Image and writes the data to the DTD

	DBA
	The Database administrator loads data for use within the mission planning system.

	Mission Planner
	Plan Air Mission

	NIMA
	National Imagery and Mapping Agency.  Provides relevant and accurate imagery, imagery intelligence, and geospatial information in support of national security objectives.


.    

3.1 Operational Connectivity

The operational nodes and information exchange associated with the GATM CC are shown in Figure 3-2 below. Activities indicated in Figure 3-2 are associated with the GATM component unless specified with an asterisk ‘*’. In these cases, the component itself performs the indicated function (e.g. the Aircraft UPC Creates a data file and Transfers data file to the DTD, etc).
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Asterisk ‘*’ denotes functionality associated with other components.

Dash ‘-‘ denotes functionality associated with the GATM CC.

  

Figure 3‑2 GATM CC Operational Node Connectivity
The nodes are elements in the operational architecture that produce, consume, or process data. The GATM CC supports the activities performed by the Database Administrator (DBA) and Aircraft UPC. “Needlines” (NL) document the requirements for information exchange between the nodes but do not indicate how the information transfer is implemented. Refer to section 3.2 for information identifying the needlines and their associated information.

3.2 Operational Information Exchange

The following table (Table 3-2) is the Operational Information Exchange Matrix associated with the GATM CC identifying the information exchanged for each of the needlines identified in section 3.1.

Table 3‑2 Operational Information Exchange

	Mission/ Scenario
	Needline
	Description
	Producer
	Receiver
	Activity

	Prepare Flight Plan
	GATM-NL01
	National Imagery and Mapping Agency (NIMA) provides relevant and accurate imagery, imagery intelligence, and geospatial information in support of national security objectives. The DBA copies the DAFIFT data onto the local system (using the GATM CC).
	NIMA
	DBA
	Import DAFIFT Data

	
	GATM-NL02
	The Mission Planner requests the Aircraft UPC create a validated  navigational data image.
	Mission Planner
	Aircraft UPC
	Create Filtered Data Image

	
	
	The Aircraft UPC creates a Data Image and provides the validation results to the Mission Planner.
	Aircraft UPC
	Mission Planner
	

	
	GATM-NL03
	The Aircraft UPC (via the GATM CC) requests validated navigational data to construct a data image.  The Aircraft UPC creates a Data Image, using data loaded by the DBA (via the GATM CC).  
	DBA
	Aircraft UPC
	


3.3 Operational Activity

The following paragraphs describe the primary transactions associated with the GATM CC.

Primary Transaction Steps

1.
Import DAFIFT data:

The Database Administrator requests the JMPS Framework import DAFIFT data.  The NIMA DAFIFT data is imported, verified against source and stored.

2. 
Create filtered DAFIFT data:

The Mission Planner requests the Aircraft UPC create a data image that contains a filtered subset of the DAFIFT data available. The GATM CC will provide a generic tool for the UPC to use to interface with the Mission Planner to derive the filter to use on the DAFIFT data retrieval.

3.
Verify the navigational data image on the DTD is GATM compliant:

The Mission Planner requests the Aircraft UPC transfer navigational data to a DTD device, using the GATM CC to validate the navigational data against the navigational data image. The verified results are provided to the mission planner.

4 Capability Overview

The GATM CC will interact with NIMA (via an Approved DAFIF Source), the JMPS Framework, the Mission Planner and the Aircraft UPC. Requirements are identified in this section and in section 6 by a requirement identifier with the format GATM-XXX(X)-000, where the XXX(X) is a descriptive 3 or 4 character identifier and 000 is the requirement number. Table 4‑1 identifies each of the actor roles.
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Figure 4‑1 GATM CC Overview 

Table 4‑1: GATM CC Actors and Roles

	Actor 
	Role

	Mission Planner 
	Defines filter criteria and requests transfer of data to DTD devices.

	Aircraft UPC
	Requests data validation.

	Database Administrator (DBA)
	Loads DAFIFT on to JMPS system.  It is a member of the JMPSDatabaseAdministrator group authorized to populate JMPS databases 

	JMPS Framework
	Provides underlying framework capabilities for functioning within the JMPS environment, including the import of DAFIF data.

	NIMA
	Provides Navigational data (via an Approved DAFIF Source).


4.1 Capability Activity

The JMPS GATM CC is primarily concerned with data integrity. Its goal is to ensure that the data written by a UPC to a DTD is the same as the data that existed in the data source (in this case, DAFIF). These activities include the following:

· Import Tab Delimited DAFIF (DAFIFT) data (will be initiated by the DAFIF Import tool in the JMPS Framework)

· Verify stored DAFIFT data integrity.

· Provide filtered DAFIFT data to the Aircraft UPC.

· Perform CRC checks or calculate CRCs on Navigation Data.

· Perform integrity checks of Navigation data image.

· Validate DTD Image Data
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Figure 4‑2 GATM CC Activities

The GATM CC performs all of these activities, which are detailed in the following section.

4.2 Capability Use Cases

The following figure identifies the use cases and external interactions for the GATM CC.
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Figure 4‑3 GATM Use Case Overview

4.2.1 Import DAFIFT Data Use Case

Description: 

This use case describes the processing required by the GATM common capability, which levies additional requirements on the existing DAFIF Import Tool to initiate GATM processing. DAFIF data is currently translated and loaded onto the system from a variety of sources and not verified. In order to achieve GATM compliance, the data must be loaded from an Approved DAFIF Source and verified via CRC checks.

Actors:

Database Administrator (DBA), JMPS Framework, NIMA

Assumptions and Pre-conditions:

JMPS is running and available. A current source of DAFIF data of the appropriate version is accessible to the JMPS Framework. The DBA has started the DAFIF Import component and selected DAFIF data families to import. The DBA has indicated to the DAFIF Import component that GATM compliant data is to be imported (FMWK-GATM-0001).
Basic Course:

1. The DBA requests that the JMPS Framework import the specified data (The JMPS Framework then initiates an import of DAFIFT data using the GATM CC. (FMWK-GATM-0002)). 
2. The GATM CC tests the data source to ensure it is an Approved DAFIF Source.(GATM-IMP-001) [A1] 
3. The GATM CC reads DAFIFT data without modification for the selected DAFIF data families (GATM-IMP-005).
4. The GATM CC stores the DAFIFT on the local Hard-drive without conversion or modification of the data. (GATM-IMP-006). 
5. The GATM CC validates the DAFIFT data using the CRC values for the data (GATM-IMP-007) and validates the DAFIF effectivity date.(GATM-IMP-008)  [A2]
6. The GATM CC generates index file(s) (GATM-IMP-013) and CRC file(s) (GATM-IMP-014) of the imported DAFIFT data.
7. The GATM CC reports the import event to the security audit log via the JMPS Error Handler (GATM-IMP-015)
8. The DBA terminates the import session. 
Alternate Courses:

A1. The source is not an Approved DAFIF Source. The DBA is notified (GATM-IMP-002), an error is entered in the error log, (GATM-IMP-003) and the data is designated as not being GATM compliant. (GATM-IMP-004)  If the DBA chooses to continue the import, the basic course is resumed (GATM-IMP-0015). 

A2. Errors were encountered importing the DAFIFT data. The GATM CC notifies the DBA of the error(s) and logs the error in the error log (GATM-IMP-009).  The GATM CC designates the data as not being GATM compliant (GATM-IMP-010). GATM CC notifies the DBA that the DAFIF data is not GATM compliant (GATM-IMP-011). Processing is halted if an error is encountered and the imported file will be deleted (GATM-IMP-012).

Post Conditions:

The DAFIFT data has been copied, indexed and CRCs generated for the DAFIFT files on the local system.

4.2.1.1 Import DAFIFT Data Collaboration diagram
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Figure 4‑4 Import DAFIFT Use Case Collaboration Diagram

4.2.2 Create Filtered Data Image Use Case

Description: 

This use case describes the processing involved in filtering the navigational data in the DAFIF (DAFIFT) database into a subset of the full database before the data image is created. The user typically defines the filter requirements via a Graphical User Interface (GUI), which should be abstracted into a tool that is capable of supporting the filtering of any/all DAFIFT data via a combination of graphical and textual selections, to include a geo rectangle. This filtering capability should include the ability to filter on any combination of data fields and DAFIF data in the DAFIFT specification. Note that this functionality is similar to that in the Point Export Tool (PET) in the JMPS framework, however the PET did not satisfy any of the rigorous certification requirements during its Design and implementation, does not perform the necessary data validity checks to meet GATM compliance and is therefore not capable of performing this function. Note that the GUI shall satisfy all JMPS GUI standards.

Actors:

Mission Planner, Aircraft UPC

Assumptions and Pre-conditions:

JMPS is running, DAFIFT data is available, the Mission Planner has requested that a filtered DAFIFT data image be created, and the Aircraft UPC has started the GATM CC Filter Tool.

Basic Course:

1. The Aircraft UPC checks the GATM validity flag in the GATM CC to determine if the data is valid. (GATM-FLTR-001) [A1]
2. The GATM CC allows the Mission Planner to specify the filter criteria to use when obtaining DAFIFT data for the creation of a data image (GATM-FLTR-002). Typical filters are all Navaids, or all Navaids within 500 miles of a given location or all data within a specified geographic region (geo rectangle, circle, corridor). This filtering capability should include the ability to filter on any combination of data fields and DAFIF data in the DAFIFT specification (GATM-FLTR-003).. The default ‘filter’ includes all DAFIFT data (GATM-FLTR-004). [A2]
3. The Mission Planner requests the data image be created with the specified filter.
4. The Aircraft UPC applies the previously defined filter criteria (no filter indicates all data will be included) to query the DAFIFT data using the GATM CC Filter Tool.
5. The GATM CC retrieves DAFIFT data satisfying the filter criteria (GATM-FLTR-005) [A3].
6. The Aircraft UPC uses the GATM CC to validate the Navigation data that will be used to create the data image against the original DAFIFT data (GATM-FLTR-006)..
7. The GATM CC performs CRC validation on the data (GATM-FLTR-007). [A4]
8. The Aircraft UPC creates the image from the validated DAFIF data.
9. The Aircraft UPC validates the in-memory image.[A5]
Alternate Courses:

A1. The DAFIFT data is invalid. The Mission Planner is notified the data is invalid (GATM-FLTR-008), but is given the option of creating a non-GATM compliant data image or aborting the operation (GATM-FLTR-009).

A2. The Mission Planner selects Cancel and the Filter tool GUI closes (GATM-FLTR-010).

A3. The filter criteria produced zero records returned from the DAFIF database. The GATM CC notifies the Aircraft UPC (GATM-FLTR-011) of the error condition and an error is inserted in the error log (GATM-FLTR-012). 

A4. The data image does not validate, so the GATM CC notifies the Aircraft UPC that the data is not GATM compliant (GATM-FLTR-013). An error is placed in the error log (GATM-FLTR-012).

A5. The in-memory image does not validate, the GATM CC notifies Aircraft UPC (GATM-FLTR-011) that an error occurred translating the DAFIF data into a data image and the error is placed in the error log (GATM-FLTR-012). The Mission Planner is notified that the data image is no longer GATM compliant (GATM-FLTR-013).

Post Conditions:

A validated image of the navigation data has been created on the DTD device.

4.2.2.1 Create a Filtered Data Image Collaboration Diagram
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Figure 4‑5 Create a Filtered Data Image Use Case Collaboration Diagram

4.2.3 Validate Transferred Data Image Use Case

Description: 

This use case describes the processing involved in validating the navigation data image on an Aircraft’s DTD. 

Actors:

Aircraft UPC

Assumptions and Pre-conditions:

A validated in-memory data image has been created. A GATM Flag check indicates that the image contains GATM compliant data and should be validated after being copied to the DTD by the Aircraft UPC. The AV ICD or DTD data image has been packed. 

Basic Course:

1. The GATM CC will be used to calculate a CRC for each data record and derive a combined image CRC for the data image before it is written onto the DTD by the Aircraft’s UPC (GATM-TRAN-001). This assumes that a privilege check has succeeded and that the Mission Planner has the JmpsLoadDTD privilege. (Note that the Aircraft UPC reports the DTD write event to the security audit log via the JMPS Error Handler.)
2. The packed image is read off of the DTD and unpacked by the Aircraft UPC.
3. The GATM CC is used to calculate a CRC for the data image after reading it from the DTD. This is then compared to the CRCs from the original image to verify equality via utility methods in the GATM CC designed to support image validation. (GATM-TRAN-002) [A1]
Alternate Courses:

A1. The image did not validate, so the GATM CC logs an error in the error log (GATM-TRAN-003) and notifies the Aircraft UPC of the error (GATM-TRAN-004).  The Aircraft UPC is provided the option of writing a non GATM compliant data image or halting processing.  

Post Conditions:

A validated image of the navigation data has been created on the DTD device.

4.2.3.1 Validate Transferred Data Image Collaboration Diagram
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Figure 4‑6 Validate Transferred Data Image Use Case Collaboration Diagram

4.3 Capability Dependency

The following table (Table 4-2) outlines the dependencies between the GATM CC and existing or anticipated CCs, the JMPS Framework or UPCs. This matrix will be used to coordinate and resolve these dependencies.

Table 4‑2: GATM CC Dependency Matrix

	 
	 Access Target Information
	 Auto Routing / LO 
	 Collaborative Planning 
	 Electronic Warfare Planning
	 Enhanced Basic Mission Planning
	Framework
	 GATM 
	 Intelligence Planning
	 Query and Process Imagery
	 Mission Rehearsal
	 Sensor Prediction
	 Weather / Environmental Planning
	 Web Enabling
	 Access Asset Data
	 AOC I/F
	 Archive Mission Data
	 CBT Help
	 Communications Planning
	 Crypto keys
	 Customized MPE
	 Electronic Reference Library
	 Element Deconfliction
	 Generate Mission Materials
	 Generate Mission Tasking/Parsing
	 PGM Planning
	 Political / Diplomatic Clearance
	 Post Mission Processing
	 Refueling
	 Sensor Employment Planning
	 Security
	 Strategic Planning 
	 Terrain Planning
	UPC (GATM compliant platforms)
	 Vertical Profile
	 Weapons Effectiveness

	GATM
	
	 
	 
	
	 
	X
	 
	 
	
	 
	
	
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	
	 
	 
	 
	 
	 
	 
	 
	 
	X
	 
	 


A number of UPC platforms are expected to implement GATM compliant components in the next few years. Table 4‑3 lists those platforms scheduled to transition before FY08. It is expected that each UPC will utilize the GATM CC as part of its GATM solution however there are no additional requirements at this time that UPCs have levied on the GATM CC. Note that these platforms (or a service representative) will need to be consulted to insure that the GATM CC satisfies all common GATM requirements for these platforms.

Table 4‑3: Platforms tentatively scheduled for GATM upgrades (Non-inclusive)

	USAF C-5B
	USAF C-17 
	USAF C130J

	USAF C-130x (AMPS)
	USAF KC-10 
	USAF KC-135E

	USAF KC-135R
	USAF KC-767 
	USN C-9

	USN C-20
	USN C-130
	USN EA-6B 

	US Army AH-64A MOD
	US Army AH-64D
	US Army CH-47D

	US Army CH-47F
	US Army UH-60A/L
	US Army UH-60M


Capability Data Exchange

The following table identifies the data items exchanged between actors in each of the above use cases.

Table 4‑4: Data Exchange
	Identifier
	Data Reference
	Data Item
	Description
	Producer
	Receiver
	Use Case Section #
	Use Case Name

	GATM-0001
	DAFIFT data
	Approved DAFIFT Source
	Tab-Delimited families of DAFIFT data
	NIMA
	GATM CC
	4.2.1
	Import DAFIFT Data Use Case

	GATM-0002
	Nav data
	DAFIF data item
	Geo coordinate point information for Navigation data to be used in mission image
	DAFIFT Flat File Database
	GATM CC
	4.2.2
	Create Filtered Data Image

	GATM-0003
	DAFIFT Filter data
	Filter Criteria
	Selection information defining the filter(s) to apply to the DAFIFT data.
	GATM CC
	Aircraft UPC
	4.2.2
	Create Filtered Data Image

	GATM-0004
	Filtered DAFIFT data
	Selected data from the DAFIFT database
	DAFIFT data satisfying the specified filter criteria
	GATM CC
	Aircraft UPC
	4.2.2
	Create Filtered Data Image

	GATM-0005
	Validated Navigational Data
	Validated navigational data
	Validated filtered DAFIFT data for creation of a Data image. 
	GATM CC
	Aircraft UPC
	4.2.2
	Create Filtered Data Image

	GATM-0006
	Validated DTD Data Image
	Validated navigational data
	Validated DTD image of navigation data
	GATM CC
	Aircraft UPC
	4.2.3
	Validate Transferred Data Image Use Case

	GATM-0007
	DTD Data Image
	Navigation data
	Validated image Nav data for DTD
	Aircraft UPC
	DTD
	4.2.3
	Validate Transferred Data Image Use Case


5 Capability Prioritization

There is no ranking of capabilities in the GATM CC as they all must be met to reach GATM compliance.

It is expected that a modification to the JMPS framework will be made in the near future that supports two releases of the DAFIF database at the same time. When that modification to the framework is implemented, the GATM CC will be required to change to allow the DBA to determine if the DAFIF release being imported should also be used to generate GATM compliant images.

6 Design Constraints

6.1 Standards

6.1.1 Approved DAFIF Source

Approved sources of DAFIF data include those sources that have been approved by all platform GATM approving authorities. The only source that is approved at this time by all authorities is the DAFIF CD. The GATM CC will specifically test for approved source data. If a data source is being imported that is not approved, the GATM CC will notify the Mission Planner that the imported data does not meet GATM certification requirements and will flag the data as non-compliant. (GATM-DSGN-001)  

6.1.2 Approved Architecture

An architecture has been approved for use by ESC/ACU, ESC/GA, and FAA representatives that satisfies GATM certification requirements. This architecture will be used in the implementation of the GATM CC to reduce cost, reduce risk and increase reliability of the resultant component. This architecture is presented below.
6.1.2.1 Outline

GATM requires that navigation data used in a navigation image must be protected and verified against its source to ensure no data corruption has occurred during its processing. Navigation data consists of the data elements designated as critical or essential data in DO-201A and any unique identifiers for the navigation data as defined in the aircraft's ICD.

The design approach for JMPS GATM certification will consist of a layered architecture of software components and utility classes, each of which preserves the integrity of the source navigation data.  Each layer is responsible for data integrity verification as it passes through its own layer.  Figure 6‑1 is a generic data flow for data processing and verification. 
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Figure 6‑1 Basic Verification Flow (GATM CC and Aircraft UPC)

This flow will be followed every time navigation data is moved or is processed (translated, converted, scaled, etc…).  The verification can occur after one move or processing operation or after many of them. In any case, the final protected data must be reverted back to a state that can be compared to the source data. The last step is validating the source data.

Figure 6‑2 shows the three stages involved in supplying a navigation image for an aircraft. 
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Figure 6‑2 Three stages of Navigation Image Processing

6.1.2.2 DAFIF Import

The JMPS DAFIF Import tool currently imports DAFIF from a DAFIF data source (CD, DVD, Internet, etc) onto the local hard drive.  In addition to this import, which translates and copies data into an MSDE database, the Framework DAFIF Import tool will initiate the GATM CC when importing DAFIF data from an Approved DAFIF Source. The GATM CC will import DAFIF data from the DAFIFT specification onto the hard drive from an Approved DAFIF Source without modification. This means that importing DAFIFT onto a local hard drive is significantly simplified to a recursive file copy.  To meet GATM certification, DAFIFT must be imported onto the local hard drive. The import process will also conduct a DAFIF Date check and Data validity check during the import. (See Figure 6‑3). 

              
[image: image12]
    Figure 6‑3 DAFIF data import

The Framework will not allow the current database to be deleted until a new database has been successfully imported and passed CRC verification. 

6.1.2.3 Navigation Image Creation

The GATM CC provides read-only access to standard distribution NIMA DAFIFT data with no additional dependencies or formatting requirements.  The GATM CC opens the data files in read-only mode and reads the data directly from the Approved DAFIF Source file system hierarchy.

The GATM CC serves data as-is in its original format without any data translation or modification.  This greatly simplifies the goal of GATM certification because the data is not modified or otherwise transformed from its original source.  
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Figure 6‑4  GATM CC

Support for GATM certification will be designed into the GATM CC.  The DAFIF distribution media contains a file with CRC values for each data file on the media.  The GATM CC compares these values against dynamically computed CRC values to verify data integrity at the file level.  Clients (UPCs) can request file-level verification on an individual file (data table) or the entire database via the Application Program Interface (API).  For GATM, the clients will request a verification of the file-level CRCs prior to having the data served by the GATM CC. 


[image: image14]
Figure 6‑5  Overview of Navigation Data Processing

The image generation process begins with the Aircraft UPC requesting data from the GATM CC. The data is then converted into the AV ICD or DTD format. The data is then reverse-converted and validated against the source data. This general process will be followed by all UPC platforms.

The majority of requested DAFIF data has a one-to-one relationship with the ICD data.  In some cases, however, the required AV ICD data field has no corresponding data field in DAFIF, but is derived from one or more DAFIF data fields.  When this happens, DAFIF data may be mapped through conditional statements such as, “if DAFIF record is A or B, set the ICD buffer record to 1.0”, or it may be scaled, as cases where a DAFIF value is provided with different units than the ICD value, or it may be truncated, as in cases where DAFIF data is stored at a higher resolution than the ICD data. Data that cannot be used as is will be mapped per the AV ICD into the “ICD Buffer” and protected. Any data defined as navigation data will then be unmapped and compared to the converted data.

The “ICD Buffer” data is then packed per the AV ICD and written to the image file, where a running CRC for the image is also maintained.

As soon as the buffer data has been written, it is read back, unpacked, and stored in a temporary buffer.  The temporary buffer is then compared to the “ICD Buffer”, where all data fields within the buffers (e.g., latitudes, longitudes, elevations, etc.) are verified.  A CRC check is then performed on the original ICD buffer, to ensure no corruption to the buffer has occurred during the write/read process.

At the completion of image generation, a CRC is computed against the image file and compared to the image’s running CRC to guarantee the integrity of all data written to the file.

The transfer to the DTD involves a copy of the image to the DTD and then checking the image CRC on the DTD. Once the image is uploaded onto the aircraft the onboard avionics will also be able to check the image CRC to validate the transfer was successful.

6.1.3 JMPS Standards

The requirements for adherence to JMPS standards are identified as:

a. The Common Capability shall provide initial Defense Information Infrastructure Common Operating Environment (DII COE) compliance for Windows of at least Level-6. (GATM-DSGN-002)

b. The Common Capability shall be developed in accordance with JMPS development standards documented in the JMPS Software Developer’s Kit (SDK). (GATM-DSGN-003)

6.2 Extensibility

There are no known design constraints in this area.

6.3 Performance

Individual performance requirements will be determined by the platform specific UPCs.

6.4 Security

The JMPS Security Target contains identification and authentication (I&A) and auditing requirements that apply to the GATM CC.  Refer to Section 4.2 for additional details.

6.5 Certification and Accreditation

In order to meet GATM compliance criteria a number of audits will be conducted by ESC/GA (for Air Force Platforms), the Aviation Engineering Directorate (AED) (for Army Platforms) or NAVAIR PEO(T) and PEO(A) (for Navy Platforms). These audits will be conducted on the developer, software code, business practices used while developing code, and the process by which the software code ensures data integrity throughout the translation.  Following the successful completion of code implementation and testing, a certification process is required for FAA accreditation for those aircraft that require Supplemental Type Certification (STC): the KC-10 and KC-767 are good examples. The remaining aircraft will require GATM certification from their respective service.

The certification process defined in AFPD 63-12 and in AFPD 63-13 applies to all Air Force aircraft. Civil derivative aircraft which maintain FAA Type Certification are also included.

6.6 Training

There are no known design constraints in this area.

6.7 Functional Requirements

The only GATM requirement that currently impacts Mission Planning is Required Navigation Performance for Area Navigation (RNP RNAV). 

The Capstone Requirements Documents (CRD) for GATM, and its Annex, Section 4.3 Navigation, outlines the requirement to meet the performance standard for RNP < 4. Both CRD I platforms (tankers, airlifters, operational support, aeromedical evacuation, and special use) and CRD II platforms (fighters, bombers, trainers, helicopters and unique air vehicles) must comply with the RNP Minimum Aviation System Performance Standards (RTCA DO-236A). This standard requires (Sec. 1.5.4) that navigation data comply with additional standards for aeronautical information and it’s processing. 

Thus, the GATM requirements for JMPS are the result of the application of the data integrity requirements described in DO-236A and the companion standards, RTCA DO-200A, “Standards for Processing Aeronautical Data” and RTCA DO-201A, “Standards for Aeronautical Information”.  Table 6-1 itemizes the applicable requirements from these standards.

Table 6‑1: ESC/GA GATM Data Processing Compliance Matrix 

	Area
	GATM Function
	Num
	Title
	Reference
	Requirement

	RNP
	Data Processing
	1
	Data Quality Characteristics: Accuracy
	RTCA DO-200A Sec 2.3.2  
RTCA DO-201A, Tables 2-1 through 2-8.
	Data accuracy shall be defined based on the intended use of the data within the aircraft.

Note:  Accuracy: Degree of conformance between the estimated or measured value and its true value.

Note: For Navigation Databases, RTCA DO-201A contains accuracy and resolution information for selected data, in Tables 2-1 through 2-8.

	RNP
	Data Processing
	2
	Data Quality Characteristics: Resolution
	RTCA DO-200A 
Sec 2.3.2
RTCA DO-201A, Tables 2-1 through 2-8.
	Data resolution shall be defined based on the intended use of the data.

Note: Resolution: Smallest difference between two adjacent values that can be represented in a data storage, display, or transfer system.  (Also see Appendix B of RTCA/DO-200A).

Note: For Navigation Databases, RTCA/DO-201A contains accuracy and resolution information for selected data, in Tables 2-1 through 2-8.

	RNP
	Data Processing
	3
	Data Quality Characteristics:  Assurance Level
	RTCA DO-200A
Sec 2.3.2
	Data assurance level requirements shall be defined.

Note: Assurance level is defined as degree of confidence that a data element is not corrupted while stored or in transit.  There are 3 levels of assurance:
1. Critical
2. Essential
3. Routine

	RNP
	Data Processing
	4
	Data Quality characteristics: Timeliness
	RTCA DO-200A
Sec 2.3.2
	The system shall provide a means of ensuring that the data to be used will be current throughout the period of its intended use.

Note: timeliness is defined as degree of confidence that the data is applicable to the period of its intended use.

	RNP
	Data Processing
	5
	Data Quality Characteristics: Completeness
	RTCA DO-200A
Sec 2.3.2
	The data provided shall be checked for completeness.  Data thinning, compression, and/or encryption shall not violate this requirement.

Note: Completeness is defined as the degree of confidence that all of the data required to support the intended use is provided.

	RNP
	Data Processing
	6
	Data Quality Characteristics: Format
	RTCA DO-200A
Sec 2.3.2
	Format: Process of translating, arranging, packing and compressing a selected set of data for distribution to a specific target system.  A result of this process is a data structure that is characteristic of data quality.

	RNP
	Data Processing
	7
	Aeronautical Data User Process Requirements
	RTCA DO-200A
Sec 2.3.3, Item 1
	Data quality requirement shall be determined.

Note: Appendix B of DO-200A provides explanatory material relating to Item 1 in Section 2.3.3  It is illustrative and provides a correlation between aircraft hazard analysis levels and the data quality assurance levels supporting the results of that analysis.  It does not create requirements in addition to those in Section 2 of DO-200A.

	RNP
	Data Processing
	8
	Aeronautical Data User Process Requirements
	RTCA DO-200A
Sec 2.3.3, Item 2
	The data quality of any particular data element shall be based upon the most restrictive requirement for its application

	RNP
	Data Processing
	9
	Documentation Requirements
	RTCA DO-200A
Sec 2.3.5
	The delivery format requirements shall be documented.

	RNP
	Data Processing
	10
	Data Processing Procedure Requirements – Receipt of data without corruption
	RTCA DO-200A
Sec 2.4.1, Item 1
	A means to confirm that data is received without corruption shall be defined and implemented.

	RNP
	Data Processing
	11
	Data Processing Procedure Requirements – Means of protecting data from corruption
	RTCA DO-200A
Sec 2.4.1, Item 3
	A means of protecting stored data from corruption shall be defined and implemented.


RTCA DO-200A


The means of validating each data element shall be defined.

The means of validation shall include:

a) When the data supplier is not approved source, the means by which validation can be performed 

b) When multiple suppliers are available for a data element, the means by which differences are determined and resolved

 c) When separate data elements have defined relationship, means by which this relationship is confirmed and any anomalies are resolved 

	Note:  Nominally (a) and (b) above will not apply to USAF aircraft when using NIMA as the only source.

	RNP
	Data Processing
	13
	Data Processing Procedure Requirements – Method for evaluating altered data
	RTCA DO-200A
Sec 2.4.1, Item 8
	The method to be used to evaluate degradation of accuracy when the resolution of a data element, or the data is translated into a different coordinate system or unit of measure shall be defined.

	RNP
	Data Processing
	14
	Data Processing Procedure Requirements – Method for preserving data quality
	RTCA DO-200A
Sec 2.4.1, Item 12
	The data processing procedures shall define the method by which data quality is preserved.

	RNP
	Data Processing
	15
	Navigation Database Requirements – Content
	RTCA DO-236A
Sec 3.6.1
	The equipment shall provide an Electronically-updateable navigation database containing at least the following location information for the area(s) in which RNP RNAV operations are intended:
1. Airport reference points
2. VORs, DMEs, VORTACS, and NDBs
3. All named fixes shown on en route and terminal area charts and approach plates
4. All RNP RNAV procedures (routes, SIDs, STARs, approaches, holding patterns, etc.) defined by a State, including coding of the desired path and designation of the RNP RNAV type.

	RNP
	Data Processing
	16
	Navigation Database Requirements – Interface
	RTCA DO-236A
Sec 3.6.2, RTCA DO-200A Sec 2.3.2 Item 4
	The system shall provide a means to identify the navigation database version and valid operating period.


These requirements are based on FAA regulations and ICAO recommendations (see the Capstone Requirements Document for GATM, USAF 003-97) for all types of aircraft (fixed and rotary wing).  Any other military specific requirements such as encryption of navigational data or communications are not requirements on the GATM CC and should be included in UPC’s for specific aircraft.  

The following requirements are for GATM compliance on the JMPS system.

Table 6‑2: JMPS GATM Requirements

	Num
	Title
	Reference
	Requirement

	17
	JMPS GATM compliance
	JMPS-100-00100
	JMPS shall incorporate requirements from RTCA/DO 200A and RTCA/DO 201A pertaining to mission planning and route navigation to meet GATM-CNS/ATM certification.


The following requirements outline the source of data requirements for the JMPS GATM CC.

Table 6‑3: Data Requirements

	Num
	Title
	Reference
	Requirement

	18
	Data Source
	JMPS-072-01220 JMPS-072-01225 JMPS-072-01230
	NIMA provided DAFIF data will be the sole source of navigation data processed and verified by the GATM component. 

	19
	Data Source – Version
	JMPS-072-01000 JMPS-081-13200
	The GATM component will be able to process and verify all current versions of NIMA DAFIF data.


The following table outlines the requirements for the filtering tool included in the GATM CC. This filter tool will be available to any UPC for deriving a DAFIFT filter.

Table 6‑4: Filtering Requirements

	Num
	Title
	Reference
	Requirement

	20
	DAFIF data filtering – GUI
	
	The GATM component will provide a GUI that will allow the user to specify the filter to be used when creating the navigation data image.

	21
	DAFIF data filtering - Types
	
	The GATM CC will be capable of processing any filter defined by the user, to include: all data within or outside a GEO rectangle, inclusion or exclusion of data in a data family, exclusion or inclusion by restriction on any field of any data family and inclusion/exclusion by distance from a given location.

	22
	DAFIF data filtering – Map interaction
	
	The user shall be capable of defining filter restrictions by directly interacting with the Graphical view on JMPS. This is limited to the definition of a GEO rectangle.


6.8 Derived Framework Requirements

These requirements are derived from the requirements for the GATM CC. They outline requirements levied on the Framework that are necessary for the proper functioning and integration of the GATM CC into the JMPS environment.
Table 6‑5: Framework requirements due to the GATM CC 

	Number
	Title
	Requirement

	FMWK-GATM-0001
	Import DAFIFT – DBA initiation
	The framework will be modified to ask the DBA during the course of a DAFIF import if the imported data should also be used for GATM compliant DTD image creation.


	FMWK-GATM-0002
	Import DAFIFT – Notify GATM CC
	If the DBA indicates that the imported DAFIF data should be used for GATM compliant image creation, then the Framework should call a method on the GATM CC to initiate a GATM compliant DAFIFT import.



7 Notes

7.1 Glossary

	Term
	Definition

	Approved DAFIF Source
	An approved DAFIF source is dictated by the GATM approving authority for a particular platform. In the case of AMC aircraft, the only currently approved source of GATM compliant DAFIF data is the DAFIF CD.

	Common Capability (CC)
	A JMPS capability that is anticipated to be used by several other UPCs or CCs.

	Database Administrator (DBA)
	The DBA may or may not be the same as the Mission Planner, but in either event must be a member of the JMPSDataBaseAdministrator group defined on that particular machine. For more information, see the “Security Target for JMPS” reference.

	JMPS Framework
	The set of components that comprises the JMPS core that provides underlying framework capabilities for functioning within the JMPS environment.

	Navigation Data
	A subset of the data contained in DAFIFT that deals directly with the Navigation of an Aircraft. This differs depending on the aircraft UPC.

	Unique Planning Component (UPC)
	A JMPS component that is unique to a particular platform.

	Unmapping
	This term (also equivalent to "back-checking"  and "reverse data process") refers to the feedback process described in DO-200A  Appendix C figure C-3.  When navigation data is modified or reformatted (called mapping in this document) it is necessary to verify that no errors have been made.  One method is to recreate (unmap) the  information  in the image of the map and compare it  to the original navigation data.


7.2 Acronyms

AED

Aviation Engineering Directorate

AFI

Air Force Instruction

AFPD

Air Force Policy Directive

AMC

Air Mobility Command

API

Application Program Interface

ATC

Air Traffic Control

ATM

Air Traffic Management

AV

Air Vehicle

CAA

Civil Aviation Authority


CC

Common Capability

CCRD

Common Capability Requirements Document

CD

Compact Disc

CNS/ATM
Communication, Navigation, Surveillance/Air Traffic Management

CRC

Cyclic Redundancy Check

CRD

Capstone Requirements Document

DAFIF

Digital Aeronautical Flight Information File

DAFIFT

Digital Aeronautical Flight Information File Tab-delimited data

DB

Database

DBA

Database Administrator

DME 

Distance Measuring Equipment


DoD

Department of Defense

DTD

Data Transfer Device

ESC/GA
Electronic Systems Center/Global Air Traffic Operations Mobility Command and Control
FAA

Federal Aviation Administration

FRD

Functional Requirements Document
GATM 

Global Air Traffic Management

GPS

Global Positioning System

GUI

Graphical User Interface

I&A

Identification and Authentication
ICAO

International Civil Aviation Organization

ICD

Interface Control Document

IDD

Interface Definition Document

IDD

Interface Design Description

IDD

Interface Design Document

IDL

Interface Definition Language

JMPS

Joint Mission Planning System

MSDE

Microsoft Database Engine

NAVAIR
Naval Air Systems Command
NDB

Navigational Database

NIMA

National Imagery and Mapping Agency

NL

Needlines

PEO(A)

Program Executive Office, Air Anti-Submarine Warfare, Assault, and Special Mission Programs
PEO(T) 
Program Executive Office, Tactical Aircraft Programs
PET

Point Export Tool

RNAV

Area Navigation

RNP

Required Navigation Performance

RTCA

RTCA (formerly Radio Technical Commission for Aeronautics)

RVSM

Reduced Vertical Separation Minimum

SID

Standard Instrument Departure

SDK

Software Development Kit

STAR

Standard Terminal Arrival

STC

Supplemental Type Certification

UPC

Unique Planning Component

VOR

VHF Omni-Directional Range

VORTAC
VHF Omni-Directional Range Tactical Air Navigation
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