EIM Vendor Document Library
1. Section 508.  The system shall comply with the Workforce Investment Act of 1998, Section 508, Electronic and Information Technology by following the relevant guidance established in section 1194.22 of the Electronic and Information Technology Accessibility Standards Document.

http://www.usdoj.gov/crt/508/508law.html
2. DoD JTA. The system shall comply with DoD Joint Technical Architecture (JTA) standards.

http://www-jta.itsi.disa.mil/jta/JTA50_20030404.pdf
3. Interoperability Standards.  The system shall meet interoperability standards and be certified by the Joint Interoperability Test Command (JITC).  

- Defense Collaboration Tool Suite(DCTS): 

  http://www.jitcwashops.disa.mil/projects/jtcb_dcts.htm
- Records Management: http://jitc.fhu.disa.mil/recmgt/index.htm
a. DoD 5015.2-STD.  The system shall be compliant with DoD 5015.2-STD, Design Criteria Standard for Electronic Records Management Software Applications, Chapters 2 and 4.
http://www.dtic.mil/whs/directives/corres/pdf/50152std_061902/p50152s.pdf
b. SECDEF Memorandum, DoD Collaboration Interoperability Standards, Nov 02.  The system shall comply with SECDEF Memorandum DoD Collaboration Interoperability Standards announcement.

http://www.jitcwashops.disa.mil/download/c3icollabmemo20021101.pdf
4. DITSCAP.  The system shall comply with CJCSI 6211.02B DISN Policy Responsibility and Processes to enable DoD Information Technology Security Certification and Accreditation Process (DITSCAP).

http://www.dtic.mil/cjcs_directives/cdata/unlimit/6211_02.pdf
5. DoD PKI.  The system shall comply with DoD Public Key Infrastructure program and support the use of the Common Access Card for authentication, authorization, digital signature and encryption.

http://www.defenselink.mil/nii/org/sio/ia/pki/index.html
http://jitc.fhu.disa.mil/pki/index.html
6. GCSS-AF.  The system shall comply with GCSS-AF Integration Framework requirements to include the presentation layer (e.g. Air Force Portal, single sign-on).

a. Access http://www.gcss-af.com for the following documents:

b. Developer’s Guide:  

https://www.gcss-af.com/cfs/outreach/IFDevGuide/pdfindex.htm
c. Version Description Document:

https://www.gcss-af.com/cfs/info_sharing_doc/5.1VDD1.doc
d. GCSS-AF Customer & Vendor Conference Presentation:  


http://www.gcss-af.com/cfs/outreach/tools/vendor_conf/customer_conference.ppt
7. i-TRM Application Support.  The system shall be capable of working with i-TRM listed office automation software products, such as applications used for electronic mail, word processors, spreadsheets, databases, desktop publishers, electronic data interchange systems, and web technology applications to capture web technology applications to capture web pages and links.

Microsoft Word document is attached.

8. The system shall comply with the SECDEF Memorandum, DoD Net-Centric Data Strategy,  9 May 03.

PDF file is attached.

9. EIM Capability Development Document, 19 Dec 03.  

Microsoft Word document is attached. 
10.   PureEdge Documents

PDF files are attached:

a. Using the XML Data Model

b. Implementing Electronic Forms: Overview for Technical Managers

c. ICS API for JAVA

d. XFDL Specification v6.0

11. DoD Mobile Code Memorandum, 7 Nov 00

http://www.defenselink.mil/nii/org/cio/doc/mobile-code11-7-00.html
12. EIM Content Management System Description, 9 Mar 04.  


Microsoft Word document is attached.
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