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DII COE Theme

· With 6 years behind us, its time to re-look at the stds

· It was the right thing at the right time 

· DII COE has to fit into Web paradigm sooner than later 

· Move away from client-server

· Do we know that DII COE was the right thing to do? (or is it Ada)  

· If we took it away, what would happen?  What would we lose? 

· We need a minimal set of assurances

· Security

Key Ideas

· Separate implementation from philosophy 

· Product (standardization) vs standards

· COE is about A replacing B-not necessarily A talking to B

· Operate on the same platform without interfering with another

· REALITY DoD is not influencing the products or stds

· We should focus on passing information among loosely coupled entities

Obstacles

· We are N versions of COE behind perceived to be problem 

· Can DoD move fast enough to be consistent with commercial standards

· Sunk costs in legacy systems (old client/server realtionships) 

· Keep filling the bag with more and more standards 

Enablers

· Abstract the interface from the implementation

· Move from product to standard interfaces

· The minimalist set must be open source  

· Moving from products to interfaces using the web paradigm

Actions

· Need to re-look at what are the right mandated standards (for inter-operability, reliability, training, supportability)  

· Need a clear statement of the statement why and what is needed

· Identify a minimum set of standards based on the commercial IT standards 

    (we keep filling the bag with more and more standards)
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Objectives:

· Theme Description

· Key Ideas

·  Obstacles/Enablers

· Actions

What is the current opinion?

· Common operating environment for DoD are vital

· Made up of three elements: 

· Common operating environment

· Common data environment that shares data between Users

· Common communication environment  

· No one is willing to pay for the infrastructure…that’s why we need DII COE…leads to common infrastructure 

· COE was sold as an “interoperability” concept…however, you can be COE compliant with no interoperability

· Current web usage allowed due to standard with regard to data and data modeling

DISA implementation is flawed

· Problem between standards and standardization 

· Standards allow you to upgrade at your own pace

· No financial incentive to use standards 

· No incentive to use reuse 

JTA  is sort of like a zoning commission that sets the zoning laws

· DII COE must be adaptable

JTA was born in client-server environment 

· JTA is no longer relevant in today’s web technology environment

· Is the COE relevant in the Internet environment?

· Logistics and training lend themselves to interoperability 

Military has compelling need for interoperability and standardization

· Service provider vs. buy system or impose standard

· Specify interoperability 

· What about DoD vs. B2B …what’s so different with them versus us?

· Spec the effect and buy it or lease it

· Measures of infrastructure are different from measures of application

· Do we want to pay for the most stringent requirement for every requirement

DII COE Theme Description

· DII COE was about interoperability

· But web paradigm has changed the calculus

· DII COE gives gains in engineering interoperations, training, and support-must payoff in total cost of ownership

· Value proposition—still unanswered 

· When possible standards over standardization   

Key Ideas

· Military has compelling needs for standards  

· It is the CIO’s job to advocate the use of DII COE

· DISA forces programs to pay for DII COE 

· Financial incentives for standards and reuse which would lead to use of DII COE 

· Measures of infrastructure are different from measures of applications

Obstacles

· Common infrastructure could be driven to the sum of the most stringent 

requirements

· No sponsor for infrastructure

Enablers

· Technology is readily available to make it work–interent technologies 

· Better DoD and industry understanding of COE benefits

· Need both DoD and industry leadership in the DII COE area 

· Industry and government in some sort of consortia

· Financial incentives must exist for industry

Actions

Identify sponsor for infrastructure

· Train, equip, etc

Air Force and industry need to look at partnering for infrastructure needs

· Risk on both sides

· Sharing of investments (e.g. tools) 

Why important?

Precision targeting, reachback capability, Network centric warfare
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Objectives:

· Theme Description

· Key Ideas

·  Obstacles/Enablers

· Actions

What is the current industry opinion?

· History since 1994

· DoD never asked Sun, HP  or the other big providers about what they thought about it

· Motivation:  take advantage of software reuse, standard installation and training

Is standardization good thing? For the Government and DoD?

Key Concerns:
· Not exportable

· Delay in testing and certification

· Is the COE value added?

· How does it help the user when you meet the standard?

· O/H for re-certification for S/W updates

· What are the commercial companies doing in the area of certification and testing?

· Less risk averse than DoD sector (seeks the 80% solution)

Controversial Thought:

· Infrastructure should be a commodity

· The money is in the applications and innovation

· We are moving toward a network centric environment

· How well does DII COE tie in to the “de facto” standard?

· How does the DII COE change to meet the emerging standard?

Want combination of COTS products and unique opportunity for superior solution

Theme Development:

How to keep DII COE relevant to 

· to dot.com

· to info appliance

· to the next technology innovation

· to the grid

Perform Cost Analysis: must address the overall cost of ownership: DII COE must help in the cradle to grave costs

Proper role for DII COE is ……the 80% solution

… and let me run that killer application!

Software reuse is encumbered by the current requirements process!

Must adopt CONOPS w/user

Industry thinks:

We need COE because it drives a standard and an architecture  

· Currently, DII COE doe not figure into industry’s business decision

· DII COE must meet the needs of DoD, but must also stay instep with the commercial standard 

· Need more guidelines on how to make it more efficient and effective

· Need to be streamlined (functionality) for lower cost and improved performance 

· DII COE needs to have product line mentality (i.e. covers the bike to the 18 wheeler)

· Vote for multiple COES and must have exportable system for foreign customers

· Build COE that is tailored for your system… just use part of the kernel that is applicable to your system

· How does LINUX affect the DII COE environment 

Temporary Aside

· Small point domain companies that provide solutions-XXX spins off some promising technology into separate companies-leaner and lighter 

· Historically, XXX has “destroyed” the creativity and flexibility of the small companies it acquires 

· XXX has good history of acquiring small creative companies      

Obstacles

· Is the audit process still applicable 

· Does it help the end user-is it worth the cost?

· Process is too slow - could it be streamlined and still provide value to the user?

· Need same assurance of product quality

· Substitute process for audit Ex:  use a CMM type model

· Maybe we audit just the key parameters (ex: security, integrity)

· DII COE is under funded in comparison when to the targets users (AWACS, ND, JSTARS) 

· Industry under funded for R&D, support to working groups and training

· Perception that DII COE is the current Ada

· Ease of use (implement to get high performance and profit)

· Translate DII COE into dot.com language for new employees
Enablers

Change the perception of DII COE

Make the business case for both DoD and industry:

· Clearly identify the value added
· Profit-where are my spin-offs-how can it help the bottom line? 
· Create a reuse incentive 
· Firm fixed price contracts incentivezes reuse
Actions

· DoD and industry should increase investment in DII COE
· Establish business case for both DoD and industry
· Establish next step business case
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Why We Doing This?

· DII COE is a mandate – government and industry must get it right!

· IT has gone 4 generations

· Right thing at the right time

· Web has changed the calculus between interoperability and integration

· So we must re-examine the value added  

· DII COE has a payoff…Military needs standards

· Expeditionary role of AF mandates some sort of standard

· Cost and schedule reductions thru commercial alignment 

· Total cost of ownership is reduced 

· Training-ease of use for the user community

Theme Description

· DII COE mandated Aug 94

· Primarily for engineering integration

· Allow users to get interoperability (sharing information)

· DII COE must provide value added 

· Must re-examine the current standard (make it relevant, minimalist)

· Move away from client-server to web paradigm (ex: use XML and JAVA  as the key COE languages)

Key Ideas

· DII COE premises are a good thing

· We need a minimal set of assurance-especially security 

· REALITY DoD is not influencing the products or standards

· We should focus on passing information among loosely coupled entities

· Can a standards body react fast enough to keep up with the emerging IT technology 

· Certify the builder, not the system

· Outsource the infrastructure – government buys the service 

· DoD doesn’t significantly influence the IT market place 

Obstacles

· Business certification process requires flawless software versus evolutionary development

· Certification process requires complete description of COTS H/W 

· This is not practical

· Inability to change in “internet” time 

· DISA is underfunded – as is industry and AF which must meet the mandates

· Perception that DII COE Air Force is separate from DISA DII COE

· Technical lack of maturity in tools 

· DII COE has to be easier for technical developers

Enablers

· Need financial incentives to industry for S/W reuse and interoperability

· Need CIO engagement

· Time is right to engage senior leadership (SECAF, CSAF and CIO) 

· Minimal set of standards to achieve stated objectives  

· Technology exists to make this a reality

Actions

· Need to re-look at the “right” mandated standards

· Need minimal set of standards 

· Need government and industry leadership 

· Create some sort of industry/government consortium

· Risk on both sides

· Share investments 

· Need to establish business case for COE

· Must be measurable

